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Notational Conventions

Most of the references to system calls in the text and graphics use C syntax insteac
of PL/M (for example, the system caktnd_messagimstead osend$message If

you are working in C, you must use the C header fifes, c.h udi_c.h and

rmx_err.h If you are working in PL/M, you must use dollar signs ($) and use the
rmxplm.extanderror.lit header files.

This manual uses the following conventions:

Syntax strings, data types, and data structures are provided for PL/M and C
respectively.

All numbers are decimal unless otherwise stated. Hexadecimal numbers
include theH radix character (for examplef-FH). Binary numbers include the
B radix character (for exampl10110008B ).

Bit O is the low-order bit. If a bit is set to 1, the associated description is true
unless otherwise stated.

Data structures and syntax strings appear in this font.
System call names and command names appear in this font.

PL/M data types such as BYTE and SELECTOR, and iRMX data types such as
STRING and SOCKET are capitalized. All C data types are lower case except
those that represent data structures.

The following OS layer abbreviations are used. The Nucleus layer is
unabbreviated.

AL Application Loader

BIOS Basic I/O System

EIOS Extended I/O System

HI Human Interface

uDI Universal Development Interface

Whenever this manual describes 1/0 operations, it assumes that tasks use BIO.
calls (such asq_a_read, rq_a_write, andrgq_a_specia). Although not

mentioned, tasks can also use the equivalent EIOS calls (stghsasead
rq_s_write, andrq_s_specia) or UDI calls €g_read or dgq_write) to do the

same operations.
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Using Commands

This manual describes the command interface to the iRKdKerating Systems
(0S): the iIRMX Ill OS, iRMX for PCs, and iRMX for Windows. It describes how
to use the commands, and contains information about line-editing and terminal
control characters. In addition, this manual provides methods for verifying and
correcting the data structures of iRMX named or physical volumes.

The introductory sections of this manual assume you are familiar with the terminal
characteristics of your monitor and the keyboard from which you enter commands.
Later sections, such as those on uslisggverify in interactive mode, require an
understanding of iRMX volume structure.

How to Use This Manual

The information in this manual applies to a variety of user levels, system types, and
configurations. You will need to choose the information appropriate to your
system. Some system types covered by this manual include:

« Installations running on PC bus, Multibus I, or Multibus Il systems

e ICU-configurable iRMX systems, which may vary from the standard device
types and OS layers described in this manual

* IRMX for Windows and iRMX for PCs systems: descriptions of configuration
issues don't apply to preconfigured iRMX for Windows, but discussions of
loading device drivers and user jobs, and modifyaunfig: files do apply

» Single-user systems, which need little or no file protection and user password
protection

e Multiple-user systems, including systems operating on a network, which may
need to strictly enforce file and system access
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Use these guide to determine which parts of this manual you should read:

If you are: Refer to:

A new user Chapters 1 and 2 and Appendix E

An experienced user Chapter 2 and Appendices A-F
Responsible for managing the Appendices A, B, and C, in addition to
system other chapters

Using the SBX 279 Graphics  Appendix D, in addition to other chapters
interface
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Commands Available on Your System
Figure 1-1 shows the layers of the iRMX OS that provide commands:

Command Line Interpreter (CLI)
DOS/Windows

iIRMX-NET networking software
Human Interface (HI)

The figure also shows the layers of the OS necessary to support these command-
level layers:

Nucleus

Basic I/O System (BIOS)
Extended I/O System (EIOS)
Application Loader

VM86 Dispatcher

Remote File Driver (RFD)

Command Line Interpreter DOS/Windows
(CLn Command Line
Human Interface
NFS (HI)
Application
iRMX-Net Loader DOS/Windows
TCP/IP and (AL)
Remote File
Driver (RFD) EIOS
iNA 960
Network Software BIOS VM86 Dispatcher
Nucleus

OMO04425

Figure 1-1. iRMX Operating System Layers that Provide Commands
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The commands in Chapter 2 are labeled according to their source or function: CLI,
HI, DOS, NET (iRMX-NET), TCP/IP, and NFS commands. The commands
available to you depend on your type of system:

e If you use iRMX for Windows or iRMX on a PC, all the OS layers are part of
the system. You may choose not to install the networking software; in this
case the NET and/or TCP/IP and NFS commands are not available, depending
on what network you install. Some of the HI and NET commands in Chapter 2
are not provided in iRMX for Windows. These commands are noted in that
chapter.

« If you use an ICU-configurable system, the command-providing layers must be
configured into the system to support the command-level layers. The iRMX-
NET and TCP/IP subsystems are also optional in these systems.

* Inany system, it is possible to replace the CLI with a user-written command
interface program. In such a system, the CLI commands are not available.

* In any system you may selectively install individual HI and NET commands,
which are simply HI commands provided by the IRMX-NET software. Each
command is a separate executable file. You may also write new commands.

Except where noted, this manual assumes that all commands provided by your type
of installation are available.

The Human Interface (HI)

The HI provides single- or multi-user support for one or more terminals. When the
system is booted, the Hl initializes each terminal and begins runningiah

program which is an interactive HI job. The initial program can be your custom
command interface or the iRMX CLI.

The Hl initializes terminals as either static or dynanfcstatic terminalalways

has a specific user associated with it. You do not log on or off such a terminal; you
simply begin entering commands. dfxnamic terminals one where you must log

on and provide a user password. Each logon session begins a new HI interactive
job.

HI commands are executable files loaded and run by the CLI (or other command
interface). Each command is a separate file stored on disk.
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You can use thdir command to display the names of the HI system commands,
utilities, or development tools available on your system. Enter the commands
shown below:

dir :system:
dir :utils:
dir :lang:

See also: Logging omnstallation and Startup
CLI initial program,System Concepts
static and dynamic terminalSystem Configuration and
Administration
dir command, Chapter 2

The Command Line Interpreter (CLI)

The CLI is an application running under the HI. It enables operators to
communicate with the OS by entering commands. The CLI takes each HI
command as it is entered, divides it into a program name and parameters, runs the
program indicated by the command name, and passes the parameters to the
program. CLI commands are internal to the CLI, not separate files on disk.

The CLI provides such features as type-ahead, command-line editing, and I/O
redirection: taking input from or sending output to a file or device on the
command line.

Three HI commands$ogon, super, andsubmit, are similar to CLI commands by

the same name. The duplicate HI commands are for use with a custom command
interface, but lack CLI features such as aliasing, line-editing, and background
processing.

Networking Software

The iIRMX-NET networking software provides connections across a network to
other systems that use OpenNET software. OpenNET is Intel's implementation of
an ISO-TP4 network and is available for such diverse OSs as MS-DOS (through
MS-Net), iRMX, UNIX, and VAX/VMS.

The iIRMX-NET software also provides a set of Hl commands that allow you to
perform such operations as managing the network attributes of the system, locating
a system by name, restarting the network software on the network controller board,
or loading a boot file to the network controller on a remote system. The network
software can perform many of these functions automatically during initialization.
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In addition to, or instead of, IRMX-NET, you may install TCP/IP software, which
includes its own set of utilities. This manual includes the TCP/IP commands. If
you do install TCP/IP, you can also choose to install NFS software to get
transparent file access across the net.

See also: Network User's Guide and Reference
TCP/IP and NFS for the iRMX Operating System

Understanding the File Systems

You can use commands more effectively with an understanding of the basic file
systems. These terms are used in relation to file names, and are explained in more
detail in later sections:

Pathname

Logical name

Volume

Prefix

Wildcards
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The designation used by the OS to find or specify the
location of a file or directory in the file tree. The forward
slash (/) is the usual separator in IRMX pathnames.

A short identifier or symbolic name for a pathname,
command string, device, etc. Logical names are usually
surrounded by colons, and are used to simplify command
entry.

A physical device for storing files. The volume might be a

hard disk, a partition on a disk, a RAM disk, or a diskette or
tape. The diskette is associated with the name of the disk

drive, and the tape is associated with the name of the tape
drive.

The beginning reference in a pathname, usually a volume
name or a logical name.

Characters (* and ?) used to replace some or all of the
characters in a filename. Wildcards are most often used to
specify several files in a single reference within a command.
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File Types

The iIRMX environment has five types of files: named, DOS, physical, stream, and
remote. If you use NFS software, there is also an NFS file driver.

Named files Divide the data on storage devices into individually
accessible units. Users and programs refer to these files by
name when they want to access information stored in them.
When operating from the command line, you access named
files more often than any other file type.

Physical files Enable the OS to deal with an entire 1/O device as a single
file. The HI accesses backup volumes and devices such as
line printers and terminals in this manner. It also accesses
secondary storage devices (such as disk drives) as physical
devices when formatting them. When operators access
physical files, it is usually in a manner that is transparent to
them (such as copying a named file to the line printer or
formatting a disk).

Stream files Enables communication between programs. Two programs
can use a stream file for communication if one program
writes information to the stream file while another program
reads the information.

Remote files Are the same as named files. However, remote files reside
on a remote system connected to the network. No special
semantics are needed to access remote files, but file access
permissions may be different from local files. These are files
made available through the iIRMX-NET Remote File Driver.

DOS files Are named files in the DOS file system format. They are
accessed through the EDOS file driver on iRMX for
Windows and the DOS file driver on all other iRMX
platforms. All iRMX users have access to all DOS files.

NFS Any file available on a remote system that is made available
through the NFS File Driver. In a generic sense, these are
also remote files.
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When you create files, use DOS conventions to name DOS and EDOS files: a
prefix of up to eight characters, followed by a dot (.) and a three-character suffix.
On other files, use the iIRMX convention of up to 14 characters and no suffix. The
characters in file and directory names must meet the rules of both the DOS and
iIRMX OSs. They can include letter& throughZ), numbers @ through9), and

any of the these characters:

LS~ E N & @ -{}
They cannot include spaces or any of these characters:

sl =+ <> ()]

There are two uses for the temamed files One is the generic sense, where any

files in a file hierarchy are established with individual names. In this sense, remote
and DOS files and directories are named files. However, there is rdsoeal file

driver, which only operates on iRMX named files, not remote or DOS files (these
use their own file drivers). If a command parameter refers to files as named, as in
theformat andattachdevicecommands, the term refers to the named file driver.
Otherwise, the termamed filesn this manual can encompass any file that is not a
physical file.

See also: File typeSystem Concepts

The OS treats both data files and directories as files. It also treats devices as files,
after you use thattachdevicecommand to establish a logical name for the device.
Thus, when a command parameter gives you the option to write to a file, you can
write to a printer or terminal device by specifying the logical filename associated
with the device.

See also:  Logical names, in this chapter

Named File Tree

Figure 1-2 shows a simple named file tree. In this figwa; is a logical name

for the volume, which also represents the root directory of the tree. Within the root
directory are two directories namddptlanddept2 Deptlhas two subdirectories,
userlanduser2 Dept2contains a single filanyfile Theuserldirectory contains

two files, fileA andfileB, while user2containdileC.
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:vol:

N

deptl dept2

N

userl user2 myfile
fileA  fileC
fileB W-2867

Figure 1-2. Example File Tree Structure

File Access and User IDs

All named files have an associated owner and list of users who have various
permissions to access the file. The file's owner and accessors are stored as user ID
numbers. If a file is owned by the World user, any user has complete access to the
file. If afile can be accessed by the World user, any user has the type of access
permissions granted, including the right to read, overwrite, append, and/or delete
the file. Directories have similar access rights, which apply not only to the

directory itself, but to files (and other directories) stored in it.

When you use a command to create a file (for instance, by copying a file or
specifying an output file in a command), your user ID is listed as the file's owner.
You can use thdir command with the long parameter to look at your access rights
to files, or with the extended parameter to display all the owners and accessors of a
file, along with the associated access rights. You uspethmeit command to

establish accessors and access rights.

See also:  Creating files and copying filesstallation and Startup

All files managed by the DOS or EDOS file drivers are owned by the World user,
from the point of view of the iRMX OS. The DOS file system supports read-only
or read/write attributes for files. Directories cannot be made read-only.

If your system is configured to include the iRMX-NET networking software, any
user on the system who gains access to the HI through logon automatically
becomes a verified user. In the OpenNET network system, a verified user can
access files on remote systems through iRMX-NET. On a TCP/IP network, users
can access files on remote systems through NFS, which has its own verification
process.

See also:  Access rightgermit command, Chapter 2
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Using Pathnames

26

If the directory where you are currently working is on another volume, you must
specify the volume name to refer to a file. For example, to refaytibe from
another volume, you would specify the file as:

:vol:dept2/myfile

The forward slash (/) is the standard iRMX filename separator. When you specify
a logical name at the beginning of the pathname, you cannot use a slash between
the logical name and the next component of the pathname.

However, if your current working directory is orol:, you do not need to specify
:vol: as the root directory part of the pathname. You could refaryfide from
anywhere on the volume with the pathname:

/dept2/myfile

The slash at the beginning of the pathname specifies the root directory of the
current volume. Bothvol:dept2/myfileand/dept2/myfileare considered full
pathnames to the file, as long as the beginning logical name refers to the root
directory of the volume.

You can also specify a file with a pathname that is relative to your current working
directory. For example, if your current directoryugerl you can refer téileA
simply as filea. IniRMX, to refer thleC, you could use a circumflex (*) operator:

Auser2/filec

In iRMX, each circumflex tells the OS that the next path component resides up one
level in the file tree. When you use a circumflex in the pathname, you do not use
the / separator at that point in the pathname. For example, framefe

directory, you could refer to thmayfilefile with either of the these pathnames:

/dept2/myfile
Mdept2/myfile

The pathname does not need to end in the name of a data file. You use the same
sort of pathnames to specify directories as to specify files.

In the DOS and EDOS file drivers, the dot-dot (..) operator works in a similar
manner.

The:$: logical name, discussed later in this chapter, determines the location of
your current working directory.

See also:  Logical names, in this chapter
specifying pathnames, in your DOS documentation
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Using the Copy Command with Multiple Pathnames

When specifying pathnames in a command's input and output lists, remember these
rules:

« If you specify multiple input pathnames and a single output pathname for the
copy command, file concatenation takes place.

» If you specify multiple input pathnames and one output pathname that is a
directory rather than a file, the HI copies all the input files into the directory.
Each file keeps its original name in the new directory.

» If you specify multiple output pathnames, you must specify the same number
of input pathnames as output pathnames. Specifying more input pathnames
than output pathnames results in an error message. For example, these
commands return error messages:

-copy a,b,c to d,e <CR> (invalid)
-copy a,b to c,d,e <CR> (invalid)

When the sequence of data in a concatenated file is important, remember that all
operations are performed in the sequence you specify in the command line.

Using Wildcards in Filenames

Wildcards are characters used to specify several files in a single reference within a
command. Use wildcards in any position in a filename to replace some or all of the
characters in the name.

You cannot use wildcards in the directory path part of a pathname, but if the last
component of a pathname is a directory name you may use a wildcard in that
directory name. Thus the namgstem/appl/*filés valid, butsystem/app*/infile

is not.
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The wildcard characters are * and ?:

? The question mark matches any single character. The HI selects every file that
meets this requirement. For example, the nfil@®implies all of these files:

filel
file2
filea

*  The asterisk matches any number of characters (including zero characters).
The HI selects every file that meets this requirement. For example, the name
file* implies all of these files:

filel
file.obj
file
filechange
You can use multiple wildcards in a single name. For example, the*ifame

matches every file containing the sequeifidellowed by any character and a
period. This could include all of these files:

rmxifc.lib
ifl.p28
Inkifc.

The* character matches as close to the end of the pathname as possible. For
example, suppose the directory contains theafilecdefxghand you enter:

copy *x* to :prog:*2*

The first asterisk matches the charactdrscdefand the second asterisk matches
the charactergh. The command creates a new file in ghi@g: directory named
abxcdef2gh
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Many commands use input and output pathnames as parameters. You can use
wildcards in both input and output pathnames. For example:

copy a* to b*

In this command, tha* represents the input pathname andepresents the output
pathname. The HI searches the appropriate directory for all files that begit. with
It copies each file to a file of the same name, but beginningByidls shown

below:
Original Files Copied Files
alpha blpha
ali2 b112
a b

In some commands you can specify lists of input and output pathnames, separated
by commas. For example:

copy a,b,c to d,e f

This command copiestod, btoe, andctof. If you use wildcards in any one of

the output pathnames, you must use the same wildcards in the same order in the
corresponding input pathname. This means that if you use bothatitbthe?

characters, their ordering must be the same in both the input and output pathnames.
For example, this command is valid:

copy a*b?c*, x to *de?fgh*i, y
However, this command is invalid because the wildcards are out of order:
copy a*b?c* to *de*fgh?i

If you use wildcards in an input pathname, you can omit all wildcards from the
corresponding output pathname to concatenate files. For example, suppose a
directory contains fileal, b1, andcl. This command is valid:

copy *1to x
It copies files in this manner:

alto x
b1 after X
cl after X

However, ifx is a directory, the HI does not concatenate files, but makes copies of
the files in thex directory.

See also: copy command, Chapter 2
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Specifying Hidden Files

An iRMX hidden file is any file whose name begins withor R?. Ordinarily, you
cannot specify a hidden file in a pathname because the HI interprets the question
mark as a wildcard. To specify a hidden file, surround the pathname or the
guestion mark with single or double quotes. For instance:

copy 'r?logon.csd' to :co: or
copy r'?'logon.csd to :co:

Thedir command has an invisible parameter that lets you list the hidden files in a
directory.

See also: dir command, Chapter 2
specifying filenames, in your DOS documentation

Entering Commands

When you enter a command, line wraparound is not permitted. The maximum line
length is 76 characters, excluding the prompt, and no more than 79 characters
including the prompt. All characters exceeding the maximum line length are
ignored. To enter a line that exceeds 79 characters, create a continuation line by
using an ampersand (&) as the last character in the line. If you continue a line, do
not break the line in the middle of a command or a parameter. You may enter as
many continuation lines as necessary.

The CLI does not recognize continuation marks, comment characters, or quotation
marks within its own commands. These characters, however, are recognized by Hl
commands. If the result of a CLI command causes execution of an HI command,
the HI command is governed by HI syntax. For exaniggekground is a CLI
command butopy is an HI command. You may use a semicolon as shown below
to include a comment in tlpy command. This command executepy as a
background job:

background copy hi.txt to output.txt ;hi.txt contains tables

To execute a command, press <Esc> to execute the whole command line, or press
<CR> to execute only the beginning part of the command, up to the letter under the
cursor.
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Command Syntax

The notation used for command syntax is shown below. Unless otherwise
instructed, you may enter any item in upper- or lower-case, or a combination of the
two. A few commands, for exampigep, include a parameter that can be case-
sensitive; these are noted in the text. Include any punctuation shown except
brackets ([ ]), ellipses (...), and the vertical bar (]); these are described below.
Commas are usually used to separate items in lists, such as input and output paths.
Parameters (such as query) are usually separated with a space. However, when the
syntax includes a comma (,) or equals sign (=), using spaces to separate items is
optional.

Syntax

command variable  [optional] [choice= itemlfitem2 |
[repeated [item] [, repeated [item]]...]

command Enter any item printed like this exactly as it is shown.

variable For items printed in italic, enter a substitute, such as the name of a file
or a control character from a list of possible choices.

[optional]
Items surrounded by brackets indicate an optional parameter. If you
enter this parameter do not include the brackets.

[choice=itemJitem2
For items separated with a vertical bar, enter only one of the items.
You may enter choicateml1or choicedtem?2 but not both.

[repeated [item] [, repeated [item]]...]
Items followed by an ellipsis (...) indicate that the item may be
repeated more times than it is shown. For this example, any of these
would be valid entries:

repeated

repeated item

repeated, repeated, repeated

repeated item, repeated, repeated item
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A few commands with many parameters have an additional syntax diagram. The
parameters are listed along a track, as shown below. Enter the track at the top left
and follow it through to the exit. Mandatory parameters are shown in line with the
track. Optional parameters are shown below the track (you may follow the main
track or follow the path through the option and return to the main track). Where
you have a choice of parameters, the track branches through them.

® o8

RQE

W-2627

A vertical dotted line indicates that the following parameters may be entered in any
order as long as they obey the rest of the syntax. Parameters preceding the dotted
line must be entered in the order they appear. In this example:

e Als arequired parameter and you must enter it immediately after the
command.

e Either B or C is required. Whichever parameter you enter must follow A.

« D, E, and F are all optional but you may select only one. If you select one of
these parameters, you may enter it before or after G.
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Using the To, Over, and After Parameters

Many commands include the option of writing output to one or more files. The
syntax is [to|over|aftgzathnam§ where you have a choice of writing to, over, or
after a specified file. If you don't specify this parameter at all, the output is
displayed onscreen (to then: device). You may use the parameter to direct the
output to a named file or to a device such as a priripej.( When writing to a file,
use this parameter as follows:

to The command assumes the specified output file does not exist. If the
file already exists, the command displays a message similar to:

<pathname>, already exists, overwrite?

In response, enter Y to overwrite the existing file. Enter R to
overwrite not only this file but any remaining files in an output list,
without further prompting.

If you do not wish to overwrite the file, enter any other character or a
carriage return. If this is the only output file specified, the command
does not complete. If you are writing to a list of files, this particular
file is not overwritten, but other files in the list are written.

over If the output file exists, it is overwritten without a prompt; if not, it is
created.
after Output is appended to the end of an existing file; the current file

contents are preserved. If the file does not exist, it is created.

|:| Note

You cannot use to, over, and after with TCP/IP and NFS
commands. You cannot, for example, use these parameters with
thercp command.

Abbreviating Parameters

Many of the command parameters have full names that may be abbreviated.
Generally, you can abbreviate these parameters by entering the first letter or
enough letters to distinguish one parameter from another. For example, when
entering a command that contains a query parameter you could simply type q. The
abbreviation is listed in the command syntax and the parameter description is
shown as:

q(uery)
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Other parameter abbreviations may not be a simple truncation of the name. For
example, théormat command has a setbadtracks parameter; one possible
abbreviation is sbt. The parameter description shows this as:

s(etbadtracks) (or sbt)

This indicates that you could enter s, setbadtracks, or sbt.

Abbreviating Command Names

Some command names have abbreviations or aliases already provided. These are
listed in the Command Summary Table (in parentheses after the command name),
and in the table of System Aliases. In addition, the syntax descriptions give the
abbreviations along with the full name, as options. For example:

ad|attachdevice means thaad may be entered for attachdevice

Aliases must always be followed by a space, not a tab.

Recalling and Editing Commands

34

The CLI allows you to continue typing commands as the current command is being
processed, and to edit commands on the command line. You may edit a command
you are currently typing or recall a previous command and edit it. You may also
recall a previous command and re-issue it without editing.

There are a several ways to recall a previous command. One method is to use the
<Up-Arrow> and <Down-Arrow> keys to scroll through the command list stored in

a history buffer. For each keystroke, the previous or next command is displayed on
the command line, with the cursor at the end of the line. You can also usnthe
history commands.

See also: ! andhistory commands, Chapter 2

To edit a command, use <Left-Arrow> and <Right-Arrow> to move within the
line. As you type new characters the following characters are advanced, not
overwritten.

When the cursor is in the command, there are two ways to invoke it. If you press
the enter key (<CR>), only the part of the command up to the cursor is invoked. If
you press <Esc>, the entire command line is invoked, regardless of the cursor
position.

When you reinvoke a previous command, it becomes the current command at the
end of the history buffer, and you are no longer scrolled upward in the command
list.
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Using Command Search Paths

Each HI command is an executable file stored on disk. When you specify a
command, you are actually invoking the filename, and the HI must locate the file
in the directory structure. Typically, you don't invoke a command by its full
pathname (although you may), so the HI searches for the file in a set of directories
called a search path.

The number of directories searched and the order of search are set in the system
configuration for ICU-configurable iRMX 111,

This table shows the default search paths in the standard definition files. The
directories shown are logical flenames, which are described later in this chapter.
These directories are searched in the order shown.

Table 1-1. Directory Search Paths for Commands

iIRMX 1 iIRMX for Windows
:prog: :prog:

:utils: :utils:

:util286: :util286:

:system: :system:

Jlang: lang:

sicu: :$:

:$: rmx:

letc letc

If you write your own commands, you can take advantage of the order in which the
OS searches directories. For example, suppose you write yowogywoommand

that provides different functions than the ¢dipy command. If you want to invoke
your program whenever you use ttapy command, place your program in a file
calledcopy in your:prog: directory. The OS searches tpeog: directory before
searching thesystemdirectory (which normally contains HI commands) and runs
your copy program instead of the default HI command.

If you have multiple versions of a command, you can specify the directory
pathname as part of the command name, to specify the particular version you want.
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Creating Command Aliases

You may use thalias command to retrieve a command from one of the directories,
as well as to create a shorter name for the command. For example, you might
define theattachfile command with an alias using this command:

alias af = :system:attachfile

In this case, every time you enter af, the OS replaces it with :system:attachfile and
invokes theattachfile command found in thesystemdirectory. The OS does not
search for the command in the search path. (This particular alias is already the
standard alias faattachfile.)

If you are a DOS user, you can use this facility to make commands similar to the
ones you use in DOS. For instance, you could use the command above, but define
:system:attachfile as cd, the DOS command to change the working directory.
However, keep in mind that the commands are not an exact rattthfile also
performs other functions, such as assigning a logical name to a file.

See also:  Logical names, in this chapter
Quick Reference to Commarfds equivalent commands in DOS
and iRMX OS
table of system aliases aalias command, Chapter 2

Aliases are useful to reduce the work of entering commands and command
sequences that you use often. You can also use aliases in submit files, which are
command files used with tlibmit command, similar to DOS batcldf) files.

You can also usalias to assign parameters to commands. For instance, you can
define:

alias C = :util386:RUN86 :LANG:IC386
Then you can enter the alias C with a filename, suchyéite.C
C myfile.C
The CLI executes:
:util386:RUN86 :LANG:IC386 myfile.C
You can nest aliases up to five levels. For instance, you can define:

alias C = :util386:RUNS86 :LANG:IC386
alias CNL = C #0.PC nolist
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Then you can enter:
CNL source
The CLI executes:
:util386:RUN86 :LANG:IC386 source.PC nolist

Redirecting 1/0

You may use I/O redirection to replace the command's standard input and/or output
with a file. Specify I/O redirection is with angle brackets, < for input and > for
output, which are recognized by the CLI. Normally, input to a command is from
the keyboard and output is to the screen. These are designated@msole

input) and:co: (console output). 1/O redirection replaces the commacat'sand

:ci: with the specified file. When you redirect output, error messages and program
output are written to the specified file. When you redirect input, command input is
read from the specified file. This option is particularly useful when you execute
thebackground command. By redirecting output messages to a file, you free the
terminal for other operations. To use I/O redirection, include either or both of
these parameters anywhere in the command line:

<infile

>outfile
Where:
infile The name of the input file that replaces the terminal as standard input.
outfile The name of the output file that replaces the terminal as standard

output. If the file already exists, it is overwritten.
The examples below illustrate the use of the I/O redirection feature.

1. This example uses I/O redirection with Haekground command to redirect
screen output created by tb@py command to a file callecbopy.log

background copy myfile to yourfile > copy.log

2. This example uses /O redirection to change the source of input from the
keyboard to a file namead.datand to redirect the output to a file named
out.dat

myprog < in.dat > out.dat

To use angle brackets for anything other than 1/O redirection, surround them with
single or double quotes.
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Using Commands on Directories

A directory contains a list of all files assigned under its name. Display the contents
of a directory by using théir command. Optionalir command parameters also
allow you to access and display other pertinent information about each file, such as
file size and other file attributes.

Displaying Files with the DIR Command

The iIRMX dir command does not work exactly like the DA command. In the
iIRMX OS, if you just typdir, it displays all files in the current directorgy), as
in DOS. If, however, you include command line parameters, you muss$ type
specify the current directory.

For example, to display just the fimyfilein the current directory, you cannot
enterdir myfile . You must entedir $ myfile . Thedir command always
interprets the first command line parameter as a directory, so when yalirtype
myfile , it attempts to display the contents of a subdirectory namyéide under
the current directory. Similarly, if you want to display all invisible files in the
current directory, you cannot entéiri  (the “invisible” switch), you must enter
dir$i

Creating a New Directory

38

You create new directories by using treatedir command. You must specify
names for the new directories. Directory names are limited to 14 characters.

To create two directories namegtestandNUTEST enter:
-createdir mytest, NUTEST <CR>
The HI responds:

mytest, directory created
NUTEST, directory created

Once you create directories and data files, you can enter their pathnames in either
lower-case or upper-case characters in subsequent commands; the HI commands
are not case-sensitive.
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Referring to a Directory

To access any file or directory within the parent directory, you must specifically
identify the path in your command, in the form of a pathname.

For example, assume your working directory has a directory naotedtunder
which you have another directory nanszanp Samp in turn, has a data file
namedtest Nutestis the parent directory for treampdirectory andsamp in turn,

is the parent for thiestdata file. In a command, the pathname forsémap

directory would benutestsamp where the slash characters separate the individual
hierarchical components of the pathname. The pathname fastidata file

would be:

nutest/samp/test

If the files are contained in your default directory, you can refer to them without
specifying a logical name as a prefix. When you enter this pathname, the Hl
automatically appends the prefk to the beginning:

nutest/samp/test

However, if the files are contained in a directory other than your working directory,
you must enter the complete pathname for the file. For example, if the files reside
on a device whose logical nameA®3:, you must include this logical name as the
prefix portion of the pathname, as follows:

:AD3:nutest/samp/test

If you omit the:AD3: portion, the HI assumes the files reside in your working
directory.

Do not use theS: logical name as a parameter for a command unless the command
description says it is allowed; most commands will not work properly.

Once you have added files to a specific directory, every subsequent operation
involving those files must specify a preceding directory name and the slash
separator unless you change your default directory.

See also:  Logical names, in this chapter
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Creating a Directory Within a Directory

To create new directories in other directories, thereby expanding the file hierarchy,
use thecreatedir command. For instance, if you have a directory namgest
and you want to create the subdirectoriest enter:

-createdir mytest/urtest <CR>
The HI responds:

mytest/urtest, directory created

If the directory resides on a device (for examgl) other than your default
device, you must also specify the logical device in the directory pathname.

Changing Your Working Directory

40

If there are many levels in your directory structure, the pathnames in your
commands can become inconveniently long. To avoid having to specify long
pathnames, you can use #itéachfile command to change your working directory
closer to the level of the files you are using. For example, you could change your
working directory to theirtestdirectory, as follows:

-attachfile mytest/urtest <CR>
The HI responds:
mytest/urtest attached AS :$:

Now you can refer to files in thatestdirectory without a preceding pathname.
The HI assumes the files reside in thitestdirectory, because you have attached
urtestas your working directory.

You can use thattachfile command to change your working directory to any
directory. To return to your original default directory, called the home directory,
enter:

-attachfile <CR>
or
-af <CR>
The HI responds:
:HOME:, attached AS :$:
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This command uses the default parameters and has the same effect as:
attachfile :HOME: as :$:

The:home:logical name represents your original default directory; therefore the
command returns$: to its original value.

If you use several directories at one time, you can also usdt#ohfile command

to assign short logical names to these directories. By using the logical name in the
pathname, you shorten the length of the pathname you enter each time you specify
a directory.

See also: Logical names, in this chapter

Renaming Directories

A directory can be renamed to a new pathname on the same volume, but not to an
existing pathname. To rename a directory whose pathnaaigha/betato the
new pathnamalpha/bee enter:

-rename alpha/beta to alpha/bee <CR>
The HI responds:
alpha/beta renamed to alpha/bee

Once you rename a directory, all files listed under that directory will also have

their pathnames changed. If your system has other programs that use data files
listed under the old directory name, those programs will never find the files. In
such a case, you must either rename the directory to its original name or modify the
programs.

Deleting a Directory

You can delete unused directories from secondary storage witleldte
command. Enter:

-delete mytest <CR>

This command only works if there are no files or subdirectories imgtiest
directory. If you previously created theytest/urtestlirectory, the HI responds
with an error message; the HI will not delete a directory that is not empty.
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However, there is a powerful command calliedetedir that you can use to delete
the entire contents of a directory, including all subdirectories, files, and the
directory itself. Deletedir should be used with caution, since this single command
can have far-reaching consequences.

See also: deleteanddeletedir commands, Chapter 2

Using Commands on Volumes

You can use all HI file-handling commands exaeptame to manipulate files
across volume boundaries. You can copy files or directories from one diskette or
hard disk to another one mounted on a different drive.

You access a different volume by entering the logical name for the device (the
drive on which the volume is mounted) as the first item in the pathname. To list
the root directory of a volume mounted on a drive whose logical narfie, isnter:

-dir :f1: <CR>
The HI might respond with:

01 JAN 90 00:00:00
directory OF :f1: ON VOLUME disk2
able  baker chuck

To copy theablefile from the volume mounted afiL: to themytestdirectory (if it
resides in your working directory), enter:

-copy :fl:able to mytest <CR>

The HI responds:
:f1:able copied to mytest/able

To delete filesable andbakerfrom the:f1: volume, enter:
-delete :fl:able,:f1:baker <CR>

The HI responds:

:f1:able, deleted
:f1:baker, deleted

A volume prefix must be specified for each pathname in any command that crosses
volume boundaries.
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Formatting a New Volume

To use a new diskette or hard disk volume, you must format the volume before you
can write any information in it. The volume must be attachedatffthdevice

using the physical parameter, and formatted. There are exceptions to this general
rule:

e You cannot format a remote volume (including volumes accessed through
NFS). It must be formatted locally on the remote system.

e Typically, you do not use tHfermat command to format a tape, nor do you
access files on a tape with most commands. Uskeatiaip andrestore
commands to format, create files on, and retrieve files from a tape.

After a volume is formatted, you can attach it as a named, remote, or DOS volume
and create files and a directory structure on it.

See also: attachdevice format, backup, andrestore commands, Chapter 2

As an example of formatting, assume that you place a new diskette in a disk drive,
and attach the drive with the logical narfie as a named device:

-attachdevice ah as :f: named <CR>
Enter:

-format :f: <CR>
The HI responds:

volume () will be formatted as a NAMED volume

granularity =512 map start =301
interleave =5 sides =2

files =200 density = double
extensionsize = 3 disk size = mini

save area reserved =no

bad track/sector information written = no
MSA bootstrap information written = no
System 120 bootstrap loader chosen = no
volume size = 318K

volume formatted

This formatting example exercised all the default options. It did not specify a
volume name as a parametefaimnat. A volume name is not required; however,
for diskettes, a volume name gives you a method of identifying a volume in case
the diskette label gets lost or destroyed.
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The granularity, interleave, extensionsize, mapstart, and files parameters tell the
format command how you want the physical space on the volume allocated and
accessed for maximum efficiency. Using the default parameters caused the
example to be formatted with these attributes:

* Since the device is attached as a named device, the named parameter is the
default withformat. It specifies that you will be using the volume only to
handle named files and directories. If you specified the physical parameter (in
eitherattachdeviceor format), the entire volume would be treated as a single,
large physical file. Once you format the volume as named or physical, you can
only use it for that purpose. If you specified the DOS parameter, the entire
volume would be formatted with the DOS file system.

e The granularity parameter specifies the minimum number of bytes to be
allocated for each increment of file size on the volume. The default
granularity is the granularity of the physical device. Once the volume
granularity is defined, it is applied to every file you create on the volume.

See also:  Uniform and standard granularity diskettes,
Installation and Startup

For example, assume the default volume granularity for your device is 1024
bytes. Each time you create a new file on the volume, the I/O System
automatically allocates 1024 bytes of primary storage to that file, whether or
not the file requires the full 1024 bytes. If the size of your file exceeds 1024
bytes, the 1/0 System will increment your file size by still another block of
1024 bytes, and so on, until the end-of-file is reached.

* The interleave parameter default specifies that you want an interleave factor of
5. The interleave factor defines the number of physical sectors that occur
between sequential logical sectors. This value maximizes access speed for the
files on a given volume, depending upon the use for the volume and the device
configuration of your system.

The interleave parameter is the only optional parameter that is meaningful for
volumes formatted for physical files; the files, extensionsize, and granularity
options are ignored iformat commands that specify a physical file format for
the volume.

e The files parameter default specifies that you wish to create a maximum of 200
user files on the volume. Although the actual number of files you can specify
is 1 through 65,528, at a practical level one of your determining factors will be
the incremental file size you specify in the granularity parameter.
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e The extensionsize parameter default specifies that you wish to create three
bytes of extension data for each file. The HI requires that at least three bytes
of extension data be available. Other system programs included in your system
may require larger values.

e The mapstart parameter gives the volume block number where the fnode and
map files start. If you do not specify a number, the HI places the fnode and
map files in the center of the volume.

Using TCP/IP and NFS Commands

The Posix, TCP/IP, and NFS commands do not necessarily have the same kind of
syntax as iRMX commands or as TCP/IP commands when used on other OSs.

Executing TCP/IP Commands

The syntax of TCP/IP commands in this manual assumes you have submitted the
/etc/tcpalias.csdile, which sets up aliases for the commands. For examplépthe
command is an alias f@sh ftp.

If you have not submitted this alias file, prefix each Posix-dependent command line
with psh and all other command lines wititc/ when you invoke these commands.
For example::

psh uname -S intell -N intell

/etc/hostname intell

Case Sensitivity in TCP/IP and NFS Command Syntax

Unlike other iRMX commands, the syntax for TCP/IP and NFS commands is case-
sensitive. You can invoke the command names in upper- or lowercase since the
commands are utilities invoked by iRMX. However, you must enter the parameters
and internal commands in the case shown, except for items such as iRMX
filenames.
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Executing OS Commands From a Posix Shell

You can execute iRMX commands from a Posix program, supkagrom a shell
escape fronfitp, or from your own Posix application. However, do not execute any
iIRMX command that does

attachfile :$:

Entering this command does not work under Posix and creates unpredictable
behavior.

Creating and Using Logical Names

Although you can use pathnames to refer to files, you can also create symbolic
names that correspond to files or devices. These symbolic names are called logice
names. You use thetachdevicecommand to create logical names that represent
devices. You use thattachfile command to create logical names that represent
data files or directories. You may also create logical names when configuring the
system. After creating a logical name, you can refer to the entity it represents by
specifying the logical name. You can useltgcalnamescommand to view all

the current logical names. The rules for logical names are:

e Each logical name must contain between 1 and 12 ASCII characters, excluding
the colons surrounding the name.

e The characters must be ASCII printable characters (hexadecimal values 021H
to O7EH, inclusive).

e The logical name cannot include a colom, sSlash (), circumflex (), asterisk
(*), question mark?), or any of these characters:

.= C)[1:

* When you specify a logical name in a pathname, you must surround it with
colons. Some commands do not require that you specify the colons
surrounding logical names that represent devices.

See also: attachdevice attachfile, andlogicalnamescommands, Chapter 2
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Creating Logical Names for Devices

By using device logical names as the prefix portion of your pathname
specifications, you can refer to any file on any device. For example, suppose your
system contains two diskette drives and you usatthehdevicecommand to

attach the devices a®: and:fl:. If you have a diskette containing the file
/dept2/myfilein drive:fO:, you could access the file with this pathname, usiig

as the prefix of the pathname:

:fO:dept2/myfile
If the diskette were in drivél:, you would access the file as:
:f1:dept2/myfile

You can use thdir command to list the root directory of tti¢: device as
follows:

dir :f1: <CR>

See also: Using devicdsstallation and Startup

Creating Logical Names for Files

The OS establishes a number of logical names for files during system initialization.
These are listed later in this chapter. You may create additional logical names for
files with theattachfile command.

A logical name for a file provides a shorthand way of accessing that file. For
example, suppose you have a file that resides several levels down in the file tree,
such as:

:f1:deptl/tom/test-data/batch-2

In this command.f1: is the logical name for the device that contains the file. You
can establish a short logical name for this long pathname, stichtels:, by
attaching the file with the nambeatch:. Whenever you want to refer to the file in

a command, you can specify the logical name instead of the pathname.

If a logical name refers to a directory instead of a data file, you can use the logical
name as a prefix of a pathname. For example, consider the same pathname:

:f1:deptl/tom/test-data/batch-2
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Suppose you attach the pathnafiedeptl/tom/test-datas logical nameest:, so
it is a logical name for the directotyst-data To refer to filebatch-2 you could
use the pathname :

:test:batch-2

Where Logical Names are Stored

When the OS creates logical names at initialization time, or as a result of the
attachfile or attachdevicecommands, it places the logical name into an object
directory, along with a token for a connection to the file or device.

See also:  ConnectionSystem Concepts

This process is referred to as cataloging the logical name. The object directory tha
receives this information determines the scope of the logical name (that is, who car
use the logical name). Object directories fall into three categories:

Local Some logical names are cataloged in the object directory of a

object command's job. When you invoke a command (sucirdsthe OS

directory  creates a job for that command and catalogs certain objects in its
object directory. A command that you create and invoke might also
use system calls to catalog logical names in its own object directory.
Logical names cataloged in a local job can only be used in the context
of that job. They remain valid only until the job exits or is deleted.

Global Each interactive job (each user session's job) is called the global job
object for that user session. This is the initial job for each user session
directory  created by the HI. When you uatachfile to create logical names
for files, the OS catalogs the logical names in your global job's object
directory. Likewise, if you invoke any commands that issue
attachfile commands (as in a file used by wdmit command), the
OS catalogs the logical names in your global job's object directory.
You and the commands you invoke can use the logical names
cataloged in your interactive job. Other users have no access to these
logical names. Logical names in your interactive job remain valid for
the life of your job or until they are detached.

When you invoke thbackground command, the CLI creates a global
job for commands invoked within the background environment. All
logical names that were valid when theckground command was
entered are also valid in the background environment.
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Root When you usattachdeviceto create logical names for devices, the

object OS catalogs the logical names in the root directory. Logical names

directory  cataloged in the object directory of the root job can be accessed by
every user. Logical names in the root object directory remain valid
until they are detached or the system is reinitialized.

When you use thgystem option of theattachfile command, the
logical name is cataloged in the root directory and is available to all
users.

See also:  Cataloging, jobs, object directorigsstem Concepts

Whenever you (or commands you invoke) use a logical name, the OS searches for
the logical name in the local object directory. If the logical name is not defined
there, it looks in the parent job's (global) object directory and finally, if necessary,
in the root object directory. It uses the first such logical name it finds.

Because of this order of search, you can override the system logical names (those
cataloged in the root object directory) by attaching the same logical name,
representing a different file or device, during your interactive job. For example,
suppose you use tlatachfile command to attach a file with the logical name

:utils:. Whenever you specifytils:, the OS refers to your file and not the one
represented by the same logical name in the root object directory.

Logical Names Created by the Operating System

The OS establishes logical names that you can use without first having to create
them. The HI catalogs system-wide logical names in the root object directory.
These logical names are available to all users, and they represent the same file or
device for all users. The number of logical names created and their identities
depend on the system configuration.

These logical names are available on iRMX systems that use the standard software
definition files:

:bb: A device treated as an infinite sink (byte bucket). Anything written to
:bb: disappears, and anything read frdolx returns an end-of-file.
The bb: device has the same effect as the DOS NUL device.

:config: A directory in which the HI expects to find user configuration files,
named:sd:rmx386/config

lang: A directory used to store language products, such as assemblers,
compilers, and linkers, namest:lang286
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:sd:

Stream:

:system:

:utils:

:util286:

:work:

The system device. You should never change the default logical
name for the system device.

The stream file connection. To create a connection to a stream file,
you must use this logical name as the prefix portion of the pathname.

The directory containing the HI commands, nansedsys386
A directory used to store 32-bit utility programs , nansedutil386

A directory used only in iIRMX 1ll OS and iRMX for Windows to
store 16-bit utility programs, namestl:util286

A directory that Intel language translators and utilities use to store
their temporary and work files.

These logical names are available on iRMX Il systems only:

licu:

Ip:
rmx:

The directory containing the Interactive Configuration Utility files
(not used in iIRMX for Windows), namesd:rmx386/icu

A logical name for the line printer.

The directory containing the iRMX libraries, plus the configuration
files for iRMX for Windows, namedsd:rmx386

These logical names are cataloged in each user's global object directory, and are
the same for iRMX for Windows and iRMX Ill. These names represent different
files or devices for each user.

$:

:home:

:prog:

This represents the path to your current working directory, and is also
called your default prefix. If you do not specify a logical name (a
prefix) or a / at the beginning of a pathname, the OS automatically
uses$: as the prefix, assuming that the file resides in the directory
corresponding tdb:. You use thattachfile command to change the
directory corresponding t&:, and hence, your working directory.

This is your default home directory, which you enter when you log on
to the system. Initiallyhome:and:$: represent the same directory.
You can re-enter your home directory by issuingatiachfile

command with no parameters; this s8tsequal tohome:

A directory in which to store your programs.
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These logical names are cataloged in the local object directory of each user and
each command that a user invokes. These logical names can have different
meanings for each user and each command.

:Ci: The terminal keyboard, or console input. Each usgr'sefers to the
terminal associated with that user.

:Cco: The terminal screen, or console output. Each user'sefers to the
terminal associated with that user.

On initialization, the HI may create additional logical names, specified as
configuration parameters. Contact your system manager for more information
about the logical names initially available to you.

See also: logicalnamescommand, Chapter 2

Error Messages

Each command can generate a number of error messages. The messages that apply
to a specific command are listed with that command. This list includes general HI
and iRMX-NET error messages that may appear with many of the commands. In
addition to a displayed message, condition codes from system calls to parts of the
OS may be reported. Condition codes are typically displayed as a hexadecimal

value and a mnemonic (for example, 0085:E_LIST).

See also:  Condition codeSystem Call Reference

General HI Error Messages

command not found
There is no command file with the pathname you specified, and the HI cannot find
the file in any of the directories it automatically searches.

<pathname>, delete access required
You do not have delete access to the file. If this is a remote file, a user at the
remote system has removed delete access. You cannot change the delete access
locally; a user at the remote system must grant delete access before this command
succeeds.

<logical name>, device does not belong to you
The specified device was originally attached by a user other than World or you.

<pathname>, file does not exist
The specified pathname does not represent an existing file.
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<pathname>, invalid file type
A data file was specified for an operation that required a directory, or vice versa.

<logical name>, invalid logical name
The specified logical name contains unmatched colons, is longer than 12
characters, or contains invalid characters.

<pathname>, invalid pathname
The specified pathname contains invalid characters, or a path component of the
pathname does not exist or does not represent a directory.

*, invalid wildcard specification
A pathname contains an invalid wildcard specification. For example, the
parameter requires one pathname only, but more than one file meets the wildcard
specification. Wildcards cannot be used in the directory path part of the pathname.

<logical name>, is not a device connection
The specified logical name does not represent a connection to a physical device.

<logical name>, logical name does not exist
The specified logical name is not cataloged in a global object directory, either for
your interactive job or for the root job.

parameters required
The command cannot be entered without parameters.

program version incompatible with system
The command cannot run successfully because it is incompatible with this version
of the OS. The command expects to obtain information from internal tables that
are not present.

<parameter>, unrecognized control
The parameter you entered is not valid for the command.

<pathname>, update or add access required
Either you cannot overwrite the file because you do not have update access to it
(for remote files, update and append access is required), or you cannot create a ne
file because you do not have add-entry access to the parent directory.

<condition code:mnemonic>, while loading command
The condition code and mnemonic indicate an error encountered when the OS
attempted to load the command into memory from secondary storage.

<parameter>, <condition code:mnemonic>
This condition code was encountered while processing the indicated parameter.

<condition code:mnemonic>
This condition code was encountered while executing the command.
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004BH : E_PASSWORD_MISMATCH
Your current password and user ID are not valid for the remote access you are
attempting. For example, on the remote system the user ID associated with your
user name has a different password.

02DOH : E_UDF_IO
An error occurred while accessing a remote User Definition File. The UDF must
have World read access.

General IRMX-NET Error Messages

Cannot communicate with iRMX-NET File Server
The File Server does not respond. Either the server was not configured into the
system or the iNA 960 transport software was not loaded successfully.

Communication resources are busy
The iNA 960 transport software is out of resources.

Fatal Error
A fatal unrecoverable error has occurred in MIP. It may be because iNA transport
software is not responding or may be due to hardware failure.

Internal Software Error. Try command later.
All internal tables are currently full; the command may succeed if tried again later.

iIRMX-NET does not respond
The iIRMX-NET software is not yet running. This error indicates an initialization
problem occurred that prevented the iRMX-NET job from starting. Reboot the
system and look for error messages during initialization.

No user mailboxes are available
The limit for the number of external mailboxes has been reached. The Number of
External Mailboxes option is a configuration parameter in the MIP configuration.
The application could be changed to use fewer external mailboxes, or in
configurable systems the number of external mailboxes could be increased.

Unexpected iRMX error occurred
MIP encountered an unexpected iRMX error; verify the OS configuration.
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Command Descriptions

Command Descriptions

This chapter provides a command summary table, in which the commands are
divided into functional groups. Then each command is described in detail, with the
commands arranged in alphabetical order.

Command Summary

Table 2-1 lists the commands described in this chapter. The table is divided into
these sections:

CLI Commands

HI Volume Management Commands
HI File Management Commands

HI General Utility Commands

HI System Management Commands
DOS Utility Commands

iIRMX-NET Commands

TCP/IP and NFS Commands

See also: Equivalent DOS and iRMX Commarf@sick Reference to

Commands
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Table 2-1. Command Summary

CLI Commands

I
alias
background
changeid
dealias

exit

history

jobs

kill

logoff

set

submit
super

Recalls a specified command line

Assigns an alias abbreviation to a command

Executes a command as a background job

Changes the Super user to a different user ID

Deletes an alias

Leaves the Super user mode

Displays the last 40 command lines

Displays a list of background jobs by their job ID number
Cancels a background job

Ends a user session

Alters CLI environment values (terminal name, memory sizes, prompt)
Executes commands listed in a file

Changes the operator to Super, the system manager

HI File Management Commands

attachfile (af)
case

copy

copydir
createdir (crdir)
delete

deletedir
detachfile (df)
dir

Associates a logical name with a file (changes the working directory)
Converts the name of a file from upper- to lower-case

Displays or copies one or more files

Copies one or more directory trees

Creates one or more new directories

Deletes one or more files or empty directories

Deletes one or more directory trees

Removes the association of a logical name with a file

Lists a directory's filenames and, optionally, file attributes

dump Displays files in hexadecimal format

find Searches for files with names that match a given pattern

grep Searches files for strings matching a pattern, displaying matching lines

paginate Displays or copies files in page-sized pieces

permit Grants or rescinds user access to a file

rename Changes the names of files or directories

skim Displays text files one screenfull at a time

sort Displays or copies a file with lines sorted alphanumerically

touch Changes file time stamps

translate Displays or copies a file, converting upper- or lower-case characters

tree Displays a directory hierarchy

uniq Displays or copies a file with repeated lines removed

continued
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Table 2-1. Command Summary (continued)

HI General Utility Commands

addloc*
aedit
console**

date

debug
esubmit

help

keyb
locdata*
logicalnames
memory
make

mkdep

modinfo

path
pause
physname
remini
rmextdbg

rmxloc

sleep
submit
sysinfo
time
timer
traverse
version
whoami
zscan

Merges information from a located file with a bootloadable file
Invokes the AEDIT text editor

Dynamically changes the SDM console device to redirect the 1/O
streams

Displays or sets the system date

Transfers control to the SDM monitor to debug an iRMX application
Executes commands from a file based on conditional statements
Displays a help file for commands or user-added utilities
Configures the console keyboard for a specific country

Produces a located file for use with the addloc command

Displays the logical names available to the user

Displays the memory available to the user

Automates the creation of large programs

Assists the make command in creating makefiles or appending
dependencies to a given makefile

Displays or changes memory pool values in an OMF86 or OMF286
module

Displays the pathname for a file

Displays a message and waits for a carriage return
Displays system DUIB names and information
Translates an rmx.inifile into INA 960 load file format

Improves binding efficiency by removing unneeded entries from object

modules and producing a smaller version of the file

Converts a segmented .exe or .exp. file into an absolutely-located
binary file

Suspends execution for a given number of seconds

Executes commands from a file (for non-CLI users)

Displays information about the boot system currently running
Displays or sets the system time

Times the execution of a command and displays elapsed time
Executes a command repetitively in a directory tree

Displays the version numbers of commands

Displays the current user ID

Lists ZAPs (updates) applied to OS files

*Either not available or not useful in iIRMX for Windows and iRMX for PCs continued
**For IRMX for Windows systems only
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HI Volume Management Commands

attachdevice Attaches a new physical device to the system under a logical name
(ad)

backup Copies named or DOS files to a backup volume

detachdevice Removes a physical device from system use and deletes its logical
(dd) name

deviceinfo Displays size and space information about a volume

diskverify Verifies the data structures of named and physical volumes

format Writes format information on an iRMX or DOS volume

mirror Provides disk mirroring operations for managing hard disk mirror sets
pci Sets a threshold at which I/O requests to a PCI server are buffered
rdisk Partitions a PCI hard disk

restore Copies files from a backup volume to a named or DOS volume
retension Retensions a tape

HI System Management Commands

accounting Tracks logon activities at dynamic terminals

bootdos Activates the primary DOS partition and resets systems

cli Invokes a loadable version of the Command Line Interpreter

connect Binds a locked terminal device to a logical name, making it accessible

disconnect Deletes a logical name for a locked terminal, making it inaccessible

ic Reads and modifies interconnect space registers in a Multibus I
system

initstatus Displays initialization status of HI terminals

jobdelete Deletes a running interactive job

lock Prevents the HI from automatically creating an interactive job at a
terminal

logoff Ends a user session (for non-CLI users)

password Changes user passwords or creates new users

pcnet A NetBIOS driver that provides the interface to iNA-based iIRMX-NET

shutdown Shuts down the system in an orderly fashion

super Changes the operator to the Super user (for non-CLI users)

sysload Loads loadable device drivers or user jobs

term Displays or modifies terminal attributes

unlock Unlocks a terminal that was locked, and starts the HI logon sequence

continued
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Table 2-1. Command Summary (continued)

DOS Utility Commands
bootrmx Activates the primary iRMX partition and resets systems
loadrmx Loads the iRMX OS
rdisk Partitions a DOS hard disk
rmxtsr Allows the iRMX OS to obtain DOS and AT ROM BIOS services
iIRMX-NET Commands
bcl* Converts an ASCII file into a special binary file for remote booting
deletename Removes server names and addresses from the local Name Server
table
domain Sets the search domain of subnets the iIRMX Name Server can access.
findname Finds the server name where a name or address object is cataloged
getaddr Returns the local system's Ethernet address
getname Returns the system name for a specified Ethernet address
inamon Reads and sets NMF objects, performs echo tests, or manages routing
lanstatus An alias for the netinfo command
listhame Lists names and values of objects in the local Name Server table
load Downloads boot software and starts the network controller board
loadname Adds names and addresses from a file to the local Name Server table
modcdf Adds or deletes iRMX client systems in the Client Definition File
netinfo Displays the address, subnet ID, and iNA 960 information for network
controllers
offer Extends public directory access to remote users
pcnet A NetBIOS driver that provides the interface to iNA-based iIRMX-NET
publicdir Displays pathnames of public directories on the server
remove Denies public directory access to remote users
setname Enters server names and addresses in the local Name Server table
unloadname Removes server names and addresses from the Name Server table
unxlate* Displays information about the format of a file translated with xlate
xlate* Produces a bootloadable image from an object module file
*Either not available or not useful in iRMX for Windows or iRMX for PCs continued
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Table 2-1. Command Summary (continued)

TCP/IP and NFS Commands
arpbypass Displays or modifies address resolution tables
bootpd Internet Boot Protocol server
enetinfo Displays Ethernet information
ftp User interface to File Transfer Protocol
ftpd File Transfer Protocol server
hostid Displays or sets the host identifier
hostname Displays or sets the host name
ifconfig Configures network interface parameters
netstat Shows network status
ping Tests communication between two hosts
psh Executes commands in a Posix environment
rarp Initiates Reverse Address Resolution Protocol requests
rarpd Reverse Address Resolution Protocol server
rcp Transfers files between network hosts
rlogin Lets you log in to a remote host
rlogind The server for the rlogin program
route Manipulates network routing tables
rpcinfo Reports Remote Call Procedure (RPC) information (NFS command)
rsh Executes commands on a remote host
rshd The server for the rsh program
ruptime Displays status of remote hosts running rwhod on the network
rwho Reports who is logged on remote hosts running rwhod on the network
rwhod The server for the rwho and ruptime programs
share Enables mounting of local NFS resources by remote clients
showmount Reports NFS-shared and mounted devices
slipd Serial Line Internet Protocol server
teplisten Network listener daemon
telnet User interface to TELNET protocol
telnetd TELNET protocol server
tftp User interface to Trivial File Transfer Protocol
tftpd Trivial File Transfer Protocol server
uname Displays or sets system name
unshare Restricts mounting of local NFS resources by remote clients

|:| Note

There is no mount command for NFS; usedtiachdevice
command instead.
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Recalls a previously-entered command line by either its number or the beginning
letter(s) of the command. The CLI searches backward in the history buffer from
the most recently entered command, and displays the first matching command on
the command line. You may edit the line; the command is not executed until you
press <CR> or <Esc>.

Syntax

| variable

Parameter

variable
The command line number (0-999) or the beginning letter(s) of the command to be
recalled. The variable must immediately follow the ! character without a
separating space, unless you are recalling a command line that began with a space.

Additional Information

To display the line numbers associated with previous commands, Uussttrg
command before using To recall a command line by its number, for example
line 29, enter:

129 <CR>

When recalling a command by letter rather than by number, enter enough letters to
specify the line uniquely. The CLI recalls the most recent command line that
begins with the letters you specify. For example, if your previous commands were:

format :d:
ftn286 myfile.f28

and you enter:
IF <CR>
the CLI displays:
ftn286 myfile.f28.
If you want to recall théormat command line, enter:

Ifo <CR>
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Error Messages

<prefix>, history line not found
The command prefix you entered does not appear in the history buffer.

<number>, history number not found
The number you entered cannot be found in the history buffer.

<number>, history number out of range
The number you entered is greater than 999.

<number>, illegal history number
Your entry is not a legal number. It may include non-numeric characters.
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accounting

Displays, creates, or truncates tbertfig:account.lodile, which contains the
logon and logoff history of dynamic terminals.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

accounting [create] [save = num

Parameters

create Creates a new accounting file to store the logon and logoff history. You must be

save =

the system manager to use this parameter.

num

Reduces the size of the accounting file by saving only the most rageentries,
wherenumis a decimal number. All earlier entries are deleted from the file. You
must be the system manager.

Additional Information

For theaccountingcommand to be effective, the system manager must first use the
create parameter to create an emptgnfig:account.logaccounting file. The

create parameter places special information in the file that is used by the
accountingcommand. You must use this command, not a text editor, to create the
:config:account.lodile. If you attempt to create the file and it already exists,
accountingdisplays this message:

:config:account.log, already exists, overwrite?

EnterY or R to delete the existing file and create a new, empty file. Enter any
other character to leave the existing file intact.
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Once the file exists, the HI records all logon and logoff activities in the file. Any
user may invoke thaccountingcommand with no parameters to display the log,
which begins with the most recent activity.

If the config:account.lodile becomes too large or contains unnecessary
information, the system manager can usestive parameter to save only the most
recent information. When invoked with tekave parameteraccountingdisplays

this message, indicating the decimal number of events saved and discarded. The
command then lists the events still recorded in the accounting file.

<n> events saved; <m> events deleted

To stop the OS from keeping track of logon and logoff activity, delete or rename
the:config:account.lodile.

The example below illustrates the format of Hveounting display:

user user terminal
ID name device name date time event

0 bob 2. 13 AUG 86 16:22:50 logoff
world newuser .tl. 13 AUG 86 14:45:00 logoff
world newuser .tl. 13 AUG 86 13:01:10 logon
0 bob 2. 13 AUG 86 11:05:45 logon
0 bob 2. 13 AUG 86 11:05:15 logon error 004B

The columns in the example above contain this information:
user ID ID of the user who logged on or off at a dynamic terminal

user name Logon name used

terminal device name
Physical name of the terminal, as defined during configuration of the
BIOS and as attached by the HI. Periods surround each name.

date Date of the logon or logoff activity

time Time of the logon or logoff activity
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event One of these may be listed:
logon The user logged on the terminal.
logon error The user unsuccessfully attempted to log on;
the resulting condition code is also listed.
logoff The user logged off the terminal.
logoff job deleted The user was logged off as a result of the

jobdelete command terminating a job or the
shutdown command stopping the system.

logoff carrier lost A terminal connected to a modem lost the
carrier.

Error Messages

<condition code:mnemonic>, account.log is not available
The:config:account.lodfile exists but is not currently available for reading or
writing. Theaccountingcommand terminates when this occurs.

:config:account.log, file does not exist
The accounting file does not exist.

not a valid accounting log file
The:config:account.lodfile exists, but it is corrupted, doesn't contain accounting
information, or wasn't created with theeate parameter. Use thteccounting
command with thereate parameter to create a new file.

only the system manager may change the accounting log file
Someone other than the system manager attempted to wsEtumtingcommand
with thecreate orsave parameters. Use tiseiper command to become the
system manager.

program version incompatible with accounting log file
The ronfig:account.lodile contains accounting information that is incompatible
with this version of theccountingcommand.

<condition code:mnemonic>, while attaching accounting log file
Theaccountingcommand encountered this condition code while attempting to
attach the existing accounting file.

<condition code:mnemonic>, while creating accounting log file
Theaccountingcommand encountered this condition code while attempting to
create a new accounting file.
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addloc

Integrates a data file created by thedata command with an existing
bootloadable application file, to produce a new bootloadable file and a map file.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

addloc datafile , sysfile  tolover outpath

Parameters

datafile
Pathname of the located data file produced byat@ata command. Multiple or
wildcard pathnames are not allowed.

sysfile
Pathname of a bootloadable application file in object module format (OMF286 or
OMF386). This must be a file created by the Builder utility (BLD286 or BLD386,
which is invoked by the iRMX ICU). Multiple or wildcard pathnames are not
allowed.

tolover
Specifyto create a new file asver to overwrite an existing file.

outpath
The pathname of the file that is to receive the combined informationdasatiile
andsysfile This is a new bootloadable file in object module format. Multiple or
wildcard pathnames are not allowed. The base filename (not including a filename
extension) is limited to ten characters becausadaéoc command creates a print
file of the same name with the extensiompa
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Additional Information

You can use thivcdata andaddloc commands together to create an application
that automatically loads part of itself into a RAM disk when the system boots.

Generally, to use a RAM disk you configure a system with an area of RAM
dedicated to the RAM disk. When the system boots, you attach the RAM disk
memory to your system, format it, and move data into and out of it just as you
would with any other secondary storage device.

If you want to use a RAM disk to store part of the application system (for instance,
the HI commands), the stored data must be available in the RAM disk area when
the system boots. This data cannot be copied into the RAM disk until you have
configured the application system into a bootable file, because the RAM disk area
doesn't exist until you define it through the configuration process. Therefore, you
must integrate a copy of a RAM disk data structure into an existing application
system bootfile.

Addloc andlocdatacan create this new bootloadable version of the application
system, which includes a copy of the RAM disk data structure. A map file is also
produced, giving information about the new bootloadable file and the process that
created it. When this new file is booted, the RAM disk data structure is loaded into
memory in the area defined for the RAM disk during configuration.

See also: locdatacommand, in this chapter

When you invokeaddlog, if the first parameter is a file that has not been processed
by locdata, or if the second parameter is a file that has not been created by the
Builder utility, addloc issues this error message and exits without processing the
data:

usage: addloc <located data file>, <system file> to/over
<outpath>

When processing is completdloc displays one of these messages:
<located data file> added to <system file> to <outpath>
<located data file> added to <system file> over <outpath>

Addloc also creates a print file with the filename extensmpa Thus if the
bootloadable file produced addlocis namedhewsys.386the print file is named
newsys.mpaThe print file contains a header that includes the name of the input

and output files, the address space used by the system file and the located data file,
and the base address of the located data file. Following the header is a list of any
error messagesddloc may have generated.
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Error Messages

addloc, two input files only
Addloc requires two input files; you specified more or fewer.

addloc, one output file only
Addloc requires one output file and you specified more.

addloc, missing parameters
In the invocation line you omitted one or more required parameters.

after, is an illegal preposition for addloc
Theafter preposition in your invocation line, is not a legdbloc preposition.

<string>, illegal preposition
The preposition in the invocation line is not a leg@ddloc preposition.

<filename> file format is xxx

<filename> file format is yyy
If two input files are used, they must be of the same OMF typexxkheand
yyy in the message give the OMF type.

<pathname>, output file same as input file
Addloc does not allow the input filename to be used as the output filename.

<pathname>, print file same as output file
The output filename you specified has the same name as the print file witipthe
extension.

<pathname>, output pathname too long
The name of the file you specified in the output pathname exceeded ten characters

<pathname>, write error
A system error caused an incorrect number of bytes to be written to the output file.
Retry the command.

<pathname>, read error
A system error caused an incorrect number of bytes to be read from the input file.
Retry the command.

<pathname>, not a located data file
The file was not processed lpcdata.

<pathname>, not a bootloadable file
The system file was not a system image file.

In addition to the error messages listed abadd]oc produces the three warning
messages listed below. After each messad@ipc lists the file that caused the
warning, the physical address, and the length of the section containing the faulty
parameter.
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OVERLAPPING AREAS IN MEMORY
The section read from the system file overlaps memory that was assigned to the
located data stream. Although the process continues, the output is invalid.

BAD SEQUENCE
The located data file contains a section that is not contiguous to the previous
section. Although the process continues, the output is invalid.

BAD CHECKSUM
One of the input files you specified has a bad checksum. Output is invalid.
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aedit
Invokes the AEDIT text editor.

Syntax

aedit[ first_input_file [ ,second _input_file 1l

Parameters

first_input_file
The file you want to edit. If you do not specify a file, AEDIT creates a new file,
and prompts you for a name when you usegtie command.

,second_input_file
The name of the second input file to edit. You can switch between the files with
theother command.

Additional Information

AEDIT is an interactive, screen-oriented text editor. In addition to performing
basic word-processing operations such as cursor movement and inserting, deleting
or overtyping text, you can use AEDIT to:

« Find any string of characters

«  Substitute one string of characters for another string

« View and edit two files or two portions of the same file simultaneously
« Move or copy sections of text within a file or between files

- Create macros to execute several commands at once, thereby simplifying
repetitive editing tasks

« Perform arithmetic functions
« View lines over 80 characters long

AEDIT also provides a set of commands that you can use in the invocation line to
further control the editor's actions and output.

See also:  AEDIT invocation and commanBspgramming Techniques and
AEDIT Text Editor
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When you invoke AEDIT, the editor displays this prompt at the bottom of the
screen:

-?7?- system-id AEDITV x.y Copyright yyyy Intel Corp.

Again Block Calc Delete Execute Find -find --more--

The question marks (-??-) at the beginning of the first line indicate that AEDIT is
waiting for input. Exclamation points (-!!-) in the same position indicate that
AEDIT is executing a command. A vertical baj (harks the end of the file; it is
initially in the upper left corner of the screen in a new file.

The--more-- at the end of the second line indicates that there are more
commands available. Use the <Tab> key to see additional commands.

These are the basic cursor movement keys:

Arrows The four keys labeled with directional arrows, <Left>, <Right>,
<Up>, and <Down>, are the cursor control keys .

<Home> The <Home> key provides faster cursor movement. Press an
arrow key followed by <Home> to page backward or forward
through a file, or to move rapidly to the beginning or end of a
line. You can also use <Home> to enter the re-edit mode for
line-edit prompts.

<Return> The <Return> key moves the cursor to the beginning of the next
line ininsert andxchangemodes, and at the main command
level. It also terminates the line-edit prompt.

These are basic AEDIT commands:

lori Entersinsert mode. You must enténsert mode to type text
onto the screen. To exitsert mode and return to the main
command level, press <Esc>.

<Backspace>  Deletes the character to the left of the cursor, if you are at the
main command level or imsert mode.

<Tab> Rotates the menu prompt line to display the next line of
commands. lmsert orxchangemodes, <Tab> inserts the
<Tab> character (or optionally, replaces it with an equivalent
number of blank spaces).

<Esc> The <Esc> (escape) key exits modes, terminates commands, and
returns the editor to the main command level.
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To exit from the editor, presgfor quit. This prompt appears at the bottom of the
screen:

-??- no input file
Abort Init Write

Wsaves the file, and if this is a new file AEDIT will prompt you for an output file
name. A aborts the session without saving.

See also: init commandProgramming Techniques and Tools

Error messages

These are some of the more common error messages:

illegal invocation
You attempted to invoke AEDIT with an illegal invocation line, or used an illegal
invocation undequit init .

illegal command
You entered an illegal and/or unknown command, which AEDIT ignores.

insufficient memory
AEDIT does not have enough RAM memory.

See also: Error messages in AEDIT manBahgramming Techniques and
AEDIT Text Editor

A CAUTION

AEDIT converts filenames to uppercase. This may cause
confusion if you use AEDIT to edit and save a NFS file residing
on an OS that has case sensitive filenames.
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alias

Creates an alias for a command string, or displays the definition of an existing
alias.

Syntax

alias[ abbreviation |[= command[# parameters 1]

Parameters

abbreviation
When defining an alias using thecemmandsyntax, this is the short term that
becomes an alias for the specified command. When displaying alias definitions,
the abbreviation may contain a wildcard (*) as the final character.

= command
A command string that may contain command-line parameters as well as the
command.

#parameters
Up to ten formal parameters, specified as #0 to #9, that are replaced by actual
parameters when you invoke the alias.

Additional Information

You may create an alias for any command or command string, includiatjigbe
command. Once the alias abbreviation has been assigned, the CLI recognizes the
abbreviation as if it were the entire command. The alias stays in effect until you
enter either aealiasor alogoff command.

You may define an alias that refers to another alias. Aliases can be nested in this
fashion up to five times. You may also change an existing alias. For example, if
the aliasn=meris defined, you can change itrte=merrr by entering:

alias M = MERRR <CR>
The CLI changes the alias and issues this message:
<abbreviation>, former alias removed

The default size for the table that stores aliases is 2K bytes. If you need more or
less space to store aliases, usestieommand to modify the size of the table.
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When you invoke an alias that contains formal parameters, each actual parameter
on the invocation line replaces a formal parameter, in order. You need not enter
the same number of actual parameters as there are formal parameters. For
example, if there are three formal parameters and you enter two actual parameters
a null string replaces the third formal parameter. If you enter more actual
parameters than there are formal parameters, the extra parameters are considered
another command parameter.

To display all currently defined aliases, erdabas with no parameters. To display
the definition of a single alias, specify the abbreviation on the command line. For
example, to display the definition of thd alias, enter:

alias ad

You may use the * wildcard character at the end of the abbreviation to display a
group of alias definitions. For example, to display all aliases that begin with the
letter M, enter:

alias m*

If the list of displayed aliases requires more than one screen, the CLI displays one
screen followed by this message:

display more ? ([y] or n)
To see more alias definitions, enteor simply <CR>. Otherwise entRr

Certain aliases are automatically defined for you by the OS. These aliases are in
submit files (refer to theubmit command) that run when you log on to the system.
System aliases are the same for all users and are required for all iIRMX
configurations. These are defined in tbenfig:alias.csdfile, and should not be
changed. Other aliases are defined in yprog:alias.csdfile. Any alias that you
enter on the command line is no longer defined the next time you log on. To
permanently store an alias, enter it in ygurog:alias.csdfile. You may change

any of the default aliases in ttgrog:alias.csdfile.

Table 2-2 lists the system aliases in itwnfig:alias.csdfile.
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Table 2-2. System Aliases in theonfig:alias.csdFile

Alias Command

ad attachdevice

af attachfile

cd attachfile

crdir createdir

dd detachdevice

del delete #0 q

df detachfile

install submit :config:cmd/instal(#0)

installrmx submit :config:cmd/rmxinstl(#0)

If dir

tinstall submit :config:cmd/tinstall(#0)

md createdir

mkdir createdir

mksys submit :config:cmd/mksys(#0) (not for iRMX for Windows)
pwd path

Alias DOS-hosted tools iRMX-hosted tools
asm386 run86 /intel/binfasm386.exe run86 :lang:asm386
bnd386 run86 /intel/bin/bnd386.exe run86 :lang:bnd386
bld386 run86 /intel/bin/bld386.exe run86 :lang:bld386
ic386 run86 /intel/bin/ic386.exe run86 :lang:ic386
lib386 run86 /intel/bin/lib386.exe run86 :lang:lib386
map386 run86 /intel/bin/map386.exe run86 :lang:map386
plm386 run86 -fixplm /intel/bin/plm386.exe  run86 -fixplm :lang:pIm386
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CLI command

Table 2-3 lists default aliases in thgog:alias.csdfile. To find the aliases for

your system, refer to the section in the table labeled "All Platforms" and the section
for the system bus type. The default aliases for iIRMX for Windows are those in the

"PC Bus" section, even if you install IRMX for Windows on a Multibus | or II

platform.

Table 2-3. Default Aliases in theprog:alias.csdFile

ALL PLATFORMS

MULTIBUS | - SPECIFIC

Alias Command Alias Command
a alias adf attachdevice wmfO as :f:
aed aedit adv attachdevice g279_0 as :vdi: physical
bk background ddv detachdevice :vdi: force
h history MULTIBUS Il - SPECIFIC
logs logicalnames Alias Command
Is dir $ sort agents ic -c agents
Ipr bk(100,100) copy #0 to :Ip: | agentreset ic -c reset #0 local
m skim adf attachdevice wqf0 as :f:
more skim adv attachdevice g279_0 as :vdi: physical
pmw permit #0 drau u=world coldreset ic -c reset O cold
s submit d dir$il
sh shutdown w=0 ddv detachdevice :vdi: force
trv traverse icread ic -c get #0 #1 #2
iIRMX FOR WINDOWS - SPECIFIC icwrite ic -c set #0 #1 #2
Alias Command monitor  ic -c reset -p monitor #0 local
ada attachdevice a as :a: myslot ic -c myslot
adah attachdevice ah as :a: nmi ic -c nmi #0 software
adam attachdevice am as :a: nmiforce ic -c nmi -e #0 software
adamh attachdevice amh as :a: offline ic -c kill #0
adb attachdevice b as :b: p path
adbh attachdevice bh as :b: reboot ic -c reset -p bootstrap #0 local
adbm attachdevice bm as :b: sysreset coldreset
adbmh attachdevice bmh as :b: warmreset ic -c reset 0 warm
adf attachdevice a as :f:
dda detachdevice :a:
ddb detachdevice :b:
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Examples
1. To assign an alias called PLM, with a formal parameter, enter:
alias PLM = :lang:plm386 #0.p38 nolist <CR>
Then, to compile a file calleghine.p38n the current directory, enter:
plm mine <CR>

The CLI replaces the formal parametérwith mine and executes the
command as if you had entergghg:mine.plm386 p38 nolist

If you enter:
plm mine pagewidth(132) <CR>

The CLI executes this, addipggewidth(132)  as an additional command
parameter. The CLI does not echo this command on the screen:

:lang:pIm386 mine.p38 nolist pagewidth(132)
2. To use the nested alias feature, define these aliases:

alias PLM=:lang:PLM386
alias PNL=PLM #0.P38 nolist

Now when you enter:
PNL source <CR>

Thealias command replace®NL with PLM #0.P38 nolist , assignsource
to #0, replace®LMwith :lang:PLM386 , and executes:

:lang:source.plm386 p38 nolist

Error Messages

alias, wrong alias syntax
The command syntax is not correct.

<parameter>, alias not found
The alias you entered is not in the list of declared aliases.

<parameter>, wildcard is allowed only in the last character
You tried to list aliases with a wildcard character that was not the last character in
the string.
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<parameter>, wildcard not allowed in alias abbreviation
You declared an alias with a wildcard. You can use wildcards only to display a list
of aliases, not to define them.

alias, no space in alias table
The alias table is full. No more aliases can be assigned unless you increase the si:
of the alias table with theetcommand or delete some aliases.
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arpbypass
Displays and modifies the address resolution tables used by the Address Resolution
Protocol (ARP). These tables translate between the Ethernet addresses used at the
hardware level and the Internet addresses used by TCP/IP software.

Syntax

arpbypass -a

arpbypass <get|del> inet-addr

arpbypass [-f flags ][t type ]set inet-addr phys-addr
Parameters

-a Displays the entire contents of the ARP table.

get Displays a single entry in the ARP table.

del Deletes an entry from the ARP table.
inet-addr
A host name or Internet address.
-f flags
Specifies the status of an entry when setting it. Valid flags are:
0 complete
1 complete and permanent (default)
2 complete and publishable
3 complete, permanent, and publishable

-t type
Identifies the type of physical address mapped to the Internet address. Although
these types are valid farpbypass the supplied Data Link drivers only support
Ethernet addresses. The additional types HDLC (DL_HDLC), BISYNC
(DL_CHAR), and IBM/CTC (DL_CTCA) are not fully supported aspbypass

0 (DL_CSMACD) IEEE 802.3 (CSMA/CD)

1 (DL_TPB) IEEE 802.4 (Token Bus)

2 (DL_TPR) IEEE 802.5 (Token Ring)

3 (DL_METRO) IEEE 802.6 (Metro Net)

4 (DL_ETHER) Ethernet, the default
set Modifies or adds an entry in the ARP table.
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phys-addr  The physical address of the network interface. Specify an Ethernet
address in any of these hexadecimal forms:
0xhhhhhh.0xhhhhhh

0xhhhhhh.0xhh.0xhh.0xhh
0xhh.0xhh.0xhh.0xhh.0xhh.0Oxhh.

Additional Information

At network initialization, arp places a complete and permanent entry in the ARP
table for every configured Ethernet interface. Because permanent entries cannot b
deleted, these entries remain in the table until the network is taken down. Once the
initialization is complete, arp dynamically adds and updates host entries based
upon information received from arp modules on other network hosts. As the table
fills, older entries are deleted and the space is reallocated for more recently used
addresses.

You typically usearpbypassto display the current contents of the table. You
should add and delete entries only for hosts that do not implement the ARP
protocol; modifying the contents of dynamically maintained entries has
unpredictable effects.

The first form of thearpbypasscommand, using the option, displays the entire
contents of the ARP table. For example:

- arpbypass -a

host2.intel.com inet 128.215.12.21: Ethernet 00.aa.00.02.1c.2a {COM,PERM,PUBL}
hostl.intel.com inet 128.215.12.20: Ethernet 00.aa.00.02.13.38 {COM,PERM,PUBL}
ayers.intel.com inet 128.215.18.242: Ethernet 00.aa.00.02.29.bb {COM}

80

For each entry, the command displays the official host name, the Internet address
(preceded by the woiidet ), the Ethernet address (preceded by the word

Ethernet ) and the status of the ARP table entry. The Ethernet address is a six-
digit hexadecimal value. The status is a comma-separated list of codes, with these
meanings:

INCOMPLETE Incomplete: contains only an Internet address.

COM Complete: contains both Internet and Ethernet addresses.
PERM Permanent: cannot be deleted from table by arp.

PUBL Publishable: can be published in proxy for a non-ARP host;

it can be used to answer an ARP request from another host.
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The second form of therpbypasscommand uses thget ordel keyword to
display or delete a single ARP table entry, specified by its host name or Internet
address. For example:

- arpbypass get hostl
hostl.intel.com inet 128.215.12.20: Ethernet 00.aa.00.02.13.38 {COM,PERM,PUBL}

The third form of thearpbypasscommand uses theet option to create or modify
an ARP table entry. This example adds an entry for host k@meThe Internet
address 128.215.18.185 could be substituted for the host name in the command.
When you specifiee , arpbypassgets the Internet address from the ndmaein
the/etc/hostdile. The screen display in response to the command indicates that
the entry was successfully added to the table.

- arpbypass -f 3 set lee 0x02.0x07.0x01.0x00.0x10.0x76
lee.intel.com inet 128.215.18.185: Ethernet 02.07.01.00.10.76 {COM,PERM,PUBL}

The-f3  option marks the ARP entry as complete, permanent and publishable.
The-t type option is not specified, since only the default Ethernet type is
supported.

If a host on the network does not implement ARP, choose one or more of the other
network hosts to act as proxy for the non-ARP host. On the ARP host(s), use
arpbypassto add a complete, permanent, and publishable entry for the non-ARP
host. The ARP host can then publish non-ARP host's physical address upon
request.

You can usarpbypassat the command line any time after network initialization.
However, you typically add entries by placing the command in the network startup
scripttcpstart.csdafter the command that starts thetinit daemon. When you

add an ARP entry in this way, also add the official host name and its Internet
address to thé&etc/hostdile, so the correct name-to-address translation can be
made during network initialization. Because the entry is permanent, it cannot be
deleted by the arp module when the table is full. The entry remains in the ARP
table until the network is taken down or until you explicitly remove it with an
arpbypass delcommand.

See also: route command, in this chapter

Diagnostics

Exit status is zero for normal termination or a positive number for error
termination.
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arpbypass: cannot get arptab size: error message
The size of the ARP table could not be retrieved for the given reason.

arpbypass: can't get memory for arptab
Could not allocate enough local memory to store the retrieved ARP table.

arpbypass: error reading arptab: error message
The given error occurred while reading the ARP table.

arpbypass: invalid arptab size ( size )
The retrieved ARP table size was either less than 0 or greater than 1000.

arpbypass: open failed for DEV_ARP: error message
An arp minor device could not be opened for the given reason.

cmd  error message
The given error occurred while trying to execute the command.

cmd not in ARP table
The command failed because the specified entry was not in the ARP table.

cmd must have SYSPRV
The command failed because it requires superuser privileges.

cmd no interface for internet address
The command failed because the destination network was unreachable.

cmd No room in ARP table, try later
The ARP table is full; the entry was not added.

Default flags set to ATF_COM and ATF_PERM
An invalid flag was supplied to treetcommand, the default was used.

Only ethernet/ieee types supported.
An invalid or unsupported type was supplied todhgbypasssetcommand.

phys_addr : bad format
An invalid physical address was supplied todhgbypasssetcommand.

inet_addr : bad value
An invalid Internet address was supplied todahgbypasssetcommand.
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attachdevice

Attaches a physical device to the OS and associates a logical name with the device.
Attachdevice catalogs the logical name in the root object directory, making the
logical name accessible to all users. This command dynamically builds a table of
all file drivers in the system. Devices may be attached to the resident file drivers
that are configured into the system, or loadable file drivers that have been loaded
with thesysloadcommand.

Syntax

ad|attachdevice physical nhame as logical_name
[ file_driver [n|p|r|nfs|e|d] [d(elay)] [w]

Parameters

physical _name
Physical device name of the device to be attached to the system, up to 14
characters long. For file drivers that do not require DUIBs (Device Unit
Information Blocks) such as NFS, this name may be up to 255 characters long.
This name must be the name defined at system configuration time. With NFS, this
name includes the hostname:/symbolic name as defined on the NFS server system.

as Preposition required for the command.

logical __name
A 1- to 12-character name (excluding colons) to be associated with the device.
Colons surrounding the logical name are optional, but if used must be in pairs
(:logical ~_name).

file_driver
A 1- to 14-character name of the attached file driver. The file driver may be either
resident or loaded. File driver abbreviations are allowed for loadable file drivers.
Thefile_driver parameter will match to the first file driver name that it either
matches or is a substring of. The pre-defined abbreviations are:

n(amed)
The volume mounted on the device is already formatted for the iRMX named
file driver. Volumes that can contain named files are diskettes or hard disks.
If named, physical , remote , nfs , edos, ordos is not specifiedpamed is
the default.

p(hysical)

The volume mounted on the logical device is considered to be a single, large
file. Examples include printers, terminals, and tape drives.
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d(elay)

w(orld)

84

r(emote)

nfs

The volume mounted on the logical device is an iRMX-NET remote file

server. If you specify remote with the physical name of a remote server, a
logical name is created for the virtual root directory of the server. The logical
name is used to transparently access files residing at the server. The server,
rather than the consumer, associates the appropriate device drivers with the
devices residing at the server system. As a result, client systems do not require
DUIBs attached for remote servers. WMmld switch is always supported for
consumer-based connections and is supported for server-based connections if
the remote server has defined a user named World with a carriage return
password.

Specifies the NFS file driver job running on the client. Attaching devices
through this driver allows you to transparently access the remote logical device
as if it were local to the client. The device you are attaching to must be
defined as NFS-shared by the remote host.

e(dos)

For iRMX for Windows only, specifies the encapsulated DOS (EDOS) file
driver, enabling iRMX users to access shared DOS files.eddwe parameter
includes the delay and world parameters. Physical device nhames used with thi
parameter include a_dos through z_dos, which are equivalent to DOS drives A:
through Z:.

d(os)

For all iRMX OS versions except iRMX for Windows, specifies the native

DOS file driver, enabling iRMX users to access DOS volumes. Physical

device names used with this parameter include ¢_dos through z_dos, which are
equivalent to DOS drives C: through Z:.

The device is attached logically, but not physically attached until the first access.

The World user (ID 65535) is the owner of the device. Any user can detach the
device. If you omit this parameter, your user ID is listed as the owner of the
device. In this case, only you and the system manager can detach the device. In
iIRMX for Windows, access to all DOS volume is always done as World.
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Additional Information

To use a device you must attach it, unless it is attached by the system during
initialization. For example, before you use themat, backup, orrestore

commands, you must attach the appropriate device. Likewise, any time you put a
diskette in its drive, you must attach the drive device. For general access of a hard
disk or diskette, such as reading or writing files, you may attach the device under a
generic physical device name. However, to format a hard disk or diskette, you
must attach it under a specific physical (DUIB) name that specifies the device
characteristics.

When you invokettachdevicewith no parameters, it displays a usage message
and the available file drivers. If no file driver is specified on the command line, the
command will attempt to attach the device using in ordendhed, dos, and

edos file drivers (if available) until a successful attach occurs. It also prints the
name of the file driver it has attached to. If an unformatted device is encountered,
the command will default to theamed file driver so that aamed format

command can occur.

See also: physnamecommand, in this chapter
supplied drivers and physical device names, Appendix E
format command, in this chapter

Devices must have their characteristics listed as a BIOS DUIB before they can be
attached with thattachdevicecommand. One frequent use of giachdevice
command is to attach a new device, such as a disk drive or a printer that was
configured into the boot system but was not attached. DUIBs can be specified
during configuration or with a loadable device driver.

See also: sysloadcommand, in this chapter
Appendix C, Using the ICU to Configure User-written Device
Drivers,ICU User's Guide and Quick Reference

Unless you are the World user (ID 65535) or specifywitiéd parameter, once

you attach a device only you and the system manager can detach it. This prevents
users from detaching devices belonging to other users and prevents you from
accidentally detaching system volumes. However, if you are the World user or
specify theworld parameter, any device that you attach can be detached by any
other user.

To see what devices are currently attached, usledgieinamescommand.
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Thenamed parameter refers to the IRMX named file driver, which maintains the
directory hierarchy of named files on an iRMX-format volumereote , edos,
dos, ornfs volume also contains named files, but not maintained by the iRMX
named file driver on the local system. Volumes maintained by the named file
driver on remote systems must be attachedraste (if accessed through
iIRMX-NET) or nfs (if accessed through NFS) from this system.

If you try to attach a device maintained by the named file driver that has not been
shut down properly, you receive this message:

<logical_name>, device was not shut down properly

The number of retries to attach a device is set in the configuration. The command
repeats the attempt to attach the device, and returns either when it has attached th
device or has failed the configured number of attempts.

See also: detachdeviceandlogicalnamescommands, in this chapter

NFS Support

Specifyingnfs as the attached file driver allows you to attach a NFS-shared device
on a remote host running NFS. The device will appear as local to your system.
This allows you to access remote files either from the command line or
programmatically. When the NFS client job initializes, many shared devices will
be automatically mounted (attached) through the stditagp To see which

devices are already mounted, useshewmountcommand.

See also: showmountcommand, in this chapter
Attaching NFS Devices[CP/IP and NFS for the iRMX Operating
System

Attaching Diskette Devices

Each time you change a diskette in the drive, you must reattach the drive.
Removing a diskette from the drive destroys any connections that may have existe
to files on that device, and logical names that represent files on the volume are no
longer valid. Detach the files and detach the device before removing the diskette.

AN CAUTION
On volumes managed by the DOS and iRMX named file drivers,
the file structure of the second diskette can be destroyed if you
change diskettes without detaching and reattaching the device.
Avoid attaching remote diskette volumes; a user at the remote
system might change diskettes without your knowledge.

See also:  Switching diskettdastallation and Startup
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To transfer files between low-density and high-density 5.25" diskettes in Multibus |
or Il systems, use the uniform granularity device nawife , rather than the
standard granularity devigemfO.

In iRMX for Windows, volumes attached with themed parameter are iRMX-
format and managed by the iRMX named file driver. DOS users cannot access the
diskette drive until it is detached.

Volumes attached with therlos parameter are DOS-format and managed by the
DOS file system. After initially attaching the device, you can access DOS-format
diskettes from either DOS or the iIRMX OS. You need not detach and reattach the
device when you change diskettes. You should, however, detach any files on the
diskette that you have attached as logical names.

See also: attachfile anddetachfile commands, in this chapter

Error Messages

<physical_name>, cannot attach device
There is a hardware problem.

<physical_name>, cannot be attached as <type> device
The specified device cannot support the specified type of files (hamed, physical,
remote, nfs, EDOS, or DOSAttachdevice does not attach the device. For
example, the@amed option is not valid for a device such as a line printer.

<physical_name>, device already attached
The specified device has already been attachtéathdevicedoes not re-attach it.

<physical_name>, device is already attached as <logical name>
The specified device has already been attached by the Btta&hdevicedoes not
re-attach it.

<physical_name>, device does not exist
The physical device name you specified does not correspond to a name the BIOS
recognizes. The current configuration does not specify the indicated physical name
as the name of a device-unittachdevice does not attach the device.

<logical_name>, logical name already exists
The specified logical name is already cataloged in the root job's object directory.
Attachdevice does not attach the device.

<logical_name>, logical name is already attached to physical device
<physical_name>
The specified logical name refers to an EIOS attached device that is already
cataloged in the root job’s object directottachdevice does not attach the
device.
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0085 : E_LIST, too many device names
You tried to attach more than one physical device with a sattdehdevice
command.Attachdevice cannot attach more than one device per invocation.

<logical_name>, device was not shut down properly
The named volume device you attached was not previously shut down with a
shutdown or detachdevicecommand.

<logical_name>, volume is not a named volume
Attachdevice attempted to attach a device asaed device and discovered that a
physical volume (for example, an unformatted diskette) was mounted. However,
attachdevicedoes attach the device. You can use the device after formatting the
volume as aamed volume or after inserting @amed format diskette in the device.
<logical_name>, volume not formatted
<logical_name>, <condition code:mnemonic>
Attachdevice attempted to attach a device as a named device and encountered an
I/O error while searching for the volume's root directory. This usually indicates
that the volume is not formatted. Howevattachdevicedoes attach the device.

<logical_name>, volume not mounted
The specified device does not contain a volume. Howetachdevicedoes
attach the device.

<condition code:mnemonic>, while collecting device name
Attachdevice encountered this condition code while parsing the device name from
the command line Attachdevice does not attach the device.

<condition code:mnemonic>, while collecting logical name
Attachdevice encountered this condition code while parsing the logical name from
the command line.
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attachfile

Associates a logical name with an existing file or directory; one use is to change
your current working directory. After making this association, you may use the
logical name to refer to the file, instead of the entire pathname.

Syntax

af|attachfile [ pathname [as: logical name :[system]]]

Parameters

pathname
The file or directory with which the HI associates a logical name.

logical __name
The 1- to 12-character name (excluding colons) to be associated with the file.
Colons surrounding the logical name are optional, but if used must be in pairs
(:logical _name). If you omit this parameter, the default logical namé&iis :

s(ystem)
Creates the logical name and catalogs it in the root job as a system logical name.
System logical names can be used by all users; they are permanent until they are
detached with thdetachfile command. If the system logical name already exists,
it is deleted and replaced by a connection to the new pathname. This option can
only be executed by the Super user and is only valid with a logical name. The
system option can be used in eitherrthieit or theloadinfo system initialization
file to attach system logical names. Without¢hstem option,attachfile
catalogs the logical name in your global object directory.

Additional Information
The uses for this command are to:

« Change your working directonAttachfile does this by associating the default
logical name$: with the directory. The syntax is either of these:

af directory _ path
af directory _path as $

» Restore your working directory to your home (logon) directéitachfile
does this by associating the logical nafienith the logical namehome:
The syntax is either of these:

af
af :home: as :$:
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- Create a short logical name that refers to a commonly-used directory or file. If
you use the system option, this logical name is available to all users and valid
until detached with thdetachfile command.

+ Change thehome:logical name. Each user hashame:logical name that

points to the user’'s home directory. This logical name can be changed with the
attachfile command as shown below:

attachfile /user/world as home
:HOME:, overwrite existing logical name?

If you answer yes, the current path foome:will be overwritten with the new

one. This option can be used to restore your home directory for any reason; foi
example, the home directory is accidentally deleted or the connection is
deleted as a result of a diskverify operation.

« Recover from using the Disk Verification Utility on the system devise)(
The system option can be used to restore system logical names that were
deleted when using the Disk Verification Utility asd:. You can accomplish
this by creating a submit file that attaches all of the system logical names.
Example submit filelognames.csd
:sd:sys386/attachfile :sd:util286 as util286 system
:sd:sys386/attachfile :sd:intel/include as include system
:sd:sys386/attachfile :sd:lang286 as lang system
:sd:sys386/attachfile :sd:work as work system
:sd:sys386/attachfile :sd:util386 as utils system
:sd:sys386/attachfile :sd:sys386 as system system
:sd:sys386/attachfile :sd:rmx386 as rmx system
:sd:sys386/attachfile :rmx:config as config system
:sd:sys386/attachfile :rmx:icu as icu system

After running the Disk Verification Utility, submit the file using a full
pathname to the file:
submit :sd:user/super/lognames.csd

Normally (without the system optioajtachfile associates a file with a logical

name by cataloging a connection to the file in your global object directory (this is
usually the object directory of your interactive job). It catalogs the connection
under the logical name. If another connection is cataloged in the object directory
under the same namattachfile uncatalogs and deletes the previous connection

Chapter 2 Command Descriptions



HI command attachfile (af)

before cataloging the new one. If an object other than a connection is cataloged
under the logical namettachfile leaves the previous object as is, does not catalog
the new connection, and displays an error message.

Because the file connection is cataloged in your object directory, the logical name
has effect only within your interactive job. Therefore, several users can specify the
same logical name without affecting the others. Background jobs can also attach
files without affecting tasks being run in the foreground, since the background and
foreground environments are independent.

See also:  Logical names, Chapter 1

Logical names created witlitachfile remain valid until one of these situations
occurs:

« A detachfile command removes the association between file and logical name.

« The interactive session that specified diachfile command terminates
processing, either because you log off or as a result gglidelete command.

« A background job exits or is killed. In this case, only logical names attached
in the background environment are removed.

« Atask deletes the file connection with a BIOS or EIOS system call. In this
case, the logical name remains cataloged in the global directory, but the
connection to which it refers does not exist.

- A user forcibly detaches the volume containing the file, using the
detachdevicecommand.

« A user removes the (diskette) volume from the drive. In this case, the logical
name remains cataloged in the global directory, but the connection to which it
refers does not exist.

Logical names created wititachfile using the system option remain valid until
one of these situations occurs:

« A detachfile command removes the association between file and logical name.

« Atask deletes the file connection with a BIOS or EIOS system call. In this
case, the logical name remains cataloged in the global directory, but the
connection to which it refers does not exist.

- A user forcibly detaches the volume containing the file, using the
detachdevicecommand.

« A user removes the (diskette) volume from the drive. In this case, the logical
name remains cataloged in the global directory, but the connection to which it
refers does not exist.
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You cannot usattachfile to change the meaning ®érm:, :ci:, and:co: (default
console input and output).

Error Messages

<logical_name>, list of logical names not allowed
You entered more than one logical name as inpattazhfile.

<pathname>, list of pathnames not allowed
You entered more than one pathname as inpattéchfile.

<logical_name>, logical name not allowed
You attempted to attach a file using one of the logical naraes, :ci:, or co..
You cannot change the meaning of these logical names.

<logical_name>, not a file connection

The logical name you specified is already cataloged in the object directory of the

session and does not represent a connection object.

<pathname>, not allowed as default prefix
You attempted to attach a physical or stream file as your working direcory (:
Only named files (including DOS files) are valid.

<logical_name>, too many logical names
Your global object directory is full; therefoagtachfile cannot catalog the logical
name. Delete some logical names you are no longer using.

Must be SUPER user to execute the SYSTEM option
Only the Super user can use the system option.
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background

Executes the specified command line as a background job, enabling you to
continue entering commands while the job executes.

Syntax

background [([ pool_min ], pool_max )] command_line [> pathname ]

Parameters

pool _min
A decimal number of Kbytes specifying the minimum memory pool size to be
allocated for the background job. If specified, this value overrides the default
minimum value (either 6 Kbytes or as defined withgbecommand).

pool _max
A decimal number of Kbytes specifying the maximum memory pool size to be
allocated for the background job. This value overrides the default maximum value
(as defined with theetcommand or the smaller of 384 Kbytes and
user_pool_max - 200 Kbytes). If you specifyool _maxless than 384 Kbytes,
the CLI sets it to O.

command _line
A user command to be executed in the background.

> pathname
A file where command output is written. If you do not specify this parameter, you
are prompted for the name of a file; output from a background job cannot be
written to the screen.

Additional Information

A CAUTION
Do not put background command in the?logonfile.

Background jobs are executed as they are submitted and are not queued. Each
background job is assigned a four-digit hexadecimal job ID that you can display by
entering thgobs command. You can cancel background jobs by enterinkjlthe
command.
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When you invokéackground, the active foreground environment is copied to the
background job and becomes its initial environment. This means that the same
logical names and aliases used in the foreground are also available to the
background job. However, after the background job begins, changes made to
logical names and aliases in the background environment do not affect the
foreground, and vice-versa.

You can control the amount of memory allocated for the background job by
entering thepool-min  andpool-max parameters. These modifiers are
recommended for large programs such as compilers, ensuring the minimum
memory pool to get acceptable performance for the application, but leaving enough
memory for foreground jobs to also perform at an acceptable level.

Before the background job begins, the CLI checks that the minimum memory pool
size is less than the maximum; if not, the CLI issues this warning:

WARNING: maxbackpool < minbackpool,
use set command to set background memory pools

If pool-max is less than 384 Kbytes, the CLI assigns a value of 0 and issues this
message:

maxbackpool attribute <384K, was set to 0
please set your maxbackpool attribute

Then the background job terminates.

If you don't specify the pathname parameter, thbackground command
prompts for a log file to replace the terminal:

the log file is ?
If you enter.co: as the log file, the CLI displays the message:

:co:, not a valid log file
the log file is ?

A background job that tries to send a message twth&evice causes this
message to appear on your screen:

***8085: E_ERROR_OUTPUT

However, if you have a system with multiple terminals, you can redoiecnd
:co: to another terminal that acts as a background terminal.

When the background job begins running, the CLI displays this message:

Background job <job_id> "command" has been started
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When the background job is complete, the CLI displays:
Background job <job_id> "command" completed

The command given in the above messages is always enclosed in quotation marks
(). Only the first 15 characters of the command are displayed.

Examples

1. This example illustrates using thackground command and the 1/O
redirection feature to create a background job and send the output to a file
namedout

background copy X.ASM to Y >OUT <CR>
Background job <0168> "copy x.asm to y" has
been started

When the background job is complete, this message is displayed:
Background job <0168> "copy x.asm to y" completed

Theout output file contains all the output messages, such as:
x.asm copied to y

2. This example shows how the CLI prompts for an output file if you do not
redirect the output:

background copy X.ASMto Y <CR>

the log file is ? OUT <CR>

Background job <OE78> "copy x.asm to y" has been
started

3. This example changes the default pool sizes of a background job by entering
thepool-min  andpool-max parameters:

background (300,500) submit PLM >OUT <CR>
***CLI| : background job <0C68> "submit plm" has been
started

Error Messages

Background job <job_id> "<command>" failed

<error message>
Thebackground command failed for the reason given in the error message.

background, parameter required
You entered the command without parameters.
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backup

Archives named files by copying them to a physical volume serving as a backup
storage device. The source volume may be a named, remote, or DOS volume. In
addition to each file's name and contebt&gkup saves the file access list and

owner, extension data, and file granularity.

|:| Note

Do not use this command in an esubmit file or an
rq_c_send_commandsystem call, because queries for user input
will not be received.

Syntax

backup [ pathname ] to|over|after : logical_device

96

[date= mmdd/ yy] [time=  hh: mmss] [name= namd [f] [q]

—< backup >—<pathname Y, @ :backup-device:
date =
@ mm/ddlyy

I

W-2635

A CAUTION
While backup is executing, no other activity should be occurring
on the volume you are backing up. If other users access the
volume during a backup operation, the volume's data could
become corrupted, possibly requiring the volume to be
reformatted.
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Parameters

pathname

to

over

after

:logical

date=

Pathname of a file or directory on the source volume (either a local or remote
device). If you specify a file, only that file is saved. If you specify a directory,
backup saves all the files starting from that point on the file tree. If you don't
specify this parametebackup saves all files in the current volume, beginning with
the root directory.

A CAUTION
Backup fails if you use it on a file named $ or a directory
containing a file named $; for a directory, remove the file before
using thebackup command.

Output is sent to a new volume. If possillackup reads the volume label on

each newly mounted volume to determine the volume type. This ensures that the
volume is compatible with any previously mounted volumes in a backup set. If
backup data exists on the volume you are prompted to overwrite files of the same
name as those being backed up.

Any previous files or directories on the backup volume are overwrhtakup
begins writing on each fresh volume without checking the label for compatibility.

Backup searches the mounted volume for the end of a previous backup operation;
the current backup begins at that spot. There must be at least enough space left on
this volume to write header information. If more volumes are needed to complete
the backup operatiobackup behaves as if th®e preposition had been specified

for subsequent volumes. If you spedidymat , backup formats any new volumes
required to finish the backup operation.

__device
The logical name of the device to whibchckup copies the files. The device must
be local, not remote.

Saves only files created or modified on or after the specified date.

mmdd/ yy

Numeric designation for the month, day, and year. Specify only as many digits as
needed; for example, 1/1/91 indicates January 1, 1991. The year may be entered in
two or four digits, as follows:

Entry Specifies year

00 through 77 2000 through 2077
78 through 99 1978 through 1999
1978 through 2099 1978 through 2099
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time=

When used with thdate parameter, saves only files created or modified on or
after the specified time and date. When used withouldtee parameter, the date
is the current system date. tithe is omitted, the default is 00:00:00. If both
date andtime are omitted, the date and time default to 1/1/78 and 00:00:00.

hh:mmss

Numeric designation for the hour, minute, and second. Specify only as many digits
as needed: hours in the range 0-23, and minutes and seconds in the range 0-59.

name=name

Specifies a 1- to 9-character name theatkup applies to the backup set of data. If
you store multiple data sets on a single backup volume by specfyéng , you
must specify a name to be able to restore an individual data set.

f (ormat )

Formats each volume before writing to it. The interleave is set to one on diskette
media. Use this parameter for new, unformatted media or to overwrite media
formatted for a different OS. On a tape devieemat also retensions the tape,
ensuring the best conditions for archiving.

g(uery ) Prompts for permission to save each file:

<pathname>, backup Data File? or
<pathname>, backup Directory?

Respond as follows:

Save the file

Exit frombackup

Save remaining files without further query

If a file, don't save it; if a directory, don't save the directory or any files
under it in the tree. Query for the next file.

other Error message and reprompt.

Z2aom=<

Additional Information

98

Files can be backed up from a remote device, but not to a remote device. For
backup to save files from either a local or remote named volume, you must have
read access to the files and to the directories that contain them.

Backup can save a large volume (a hard disk, for example) onto a number of
volumes such as diskettes or tape cartridges. You do not have to separately forma
the backup volumes; ubackup'sformat parameter.

Depending on the amount of data being backed up, a named data set may be a
portion of a single backup volume or may span multiple volumes. If you store
multiple data sets on a single backup volume, it is important to name each data set
Only by naming the data sets can you restore them individually witlestere
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command. To restore a logical volume from a backup volume containing multiple
data sets, you must supply the name of the data setsrestbee command.

There is no way to get a listing of these names from the volume itself. Label the
backup volume with the names of data sets on the volume.

After using thebackup command to archive files, you should immediately invoke
therestore command with theerify  option to make sure the data has been
recorded correctly. When you usaify , restore only verifies thabackup
produced a restorable backup volume; no files are actually restored. Enter:

restore backup-volume to :bb: verify

When you invokdackup, the command displays this sign-on message, where
Vx. y is the version number of the utility:

iRMX Backup Utility, Vx.y
Copyright <year> Intel Corporation
All Rights Reserved

Once the command line has been scanned, one of these messages is displayed,
depending on whether you specified the date and time:

All Files Modified After <date>, <time> Will Be Saved
or
All Files Will Be Saved

Backup then prompts you to mount the backup volume. Wheneaekup
requires a new backup volume, the command displays this message:

<device>, Mount Backup Volume (name) #<nn>, Enter Y to
Continue:

Where:

<device>  The logical name of the backup device

(name) The name of the physical volume set

<nn> The identifying number of the requested volume.

When you see this message, place a volume in the backup device and respond with
Y or Rto continue the backup process=do exit thebackup command. If you
continue the backup processckup displays this buffer summary message:

I/O Buffer Summary
Buffer Size <number>
Number of Buffers <number>

Backup continues prompting for a backup volume until you supply one that it can
access.
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Backup displays an error message if you insert a volume with one of these
problems:

e The volume cannot be read

« The volume is a named volume and data would be overwritten
e The volume is a backup volume and data would be overwritten
« The volume is a physical volume containing data

If the situation is appropriate, the command may prompt you with a request to
format or overwrite the mounted volume. Respond to this prompt as described for
responses to thguery parameter:

<device>, Enter Y to Overwrite/Format:

Whenbackup fills a backup volume, it prints this message and prompts for
additional volumes if it needs them:

Physical Volume (<name>), #<nn>, Complete
After backup finishes, it displays the number of data files and directories saved:

Summary For Logical Volume (<name>)
<nn> Data File[s] Saved
<nn> Director[y] [ies] Saved

Backup Complete

In some circumstances, when backed-up files are restored the original ownership
rights are not preserved, and restored files are owned by the user who performed
therestore.

See also: restore command, in this chapter

Error Messages

If you encounter an error message that requires a responsey enteto continue
the backup process arto exit thebackup command.

<backup device>, backup not complete
You specified ark to exitbackup. This message reminds you the backup
operation is not complete. The last file on the last backup volume may be
incomplete.
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<backup device>, Backup Volume (<name>), #<nn>, <date>, <time>,

Mounted <backup device>, Enter Y to Overwrite:
The backup volume you supplied already contains backup informd&mckup
lists the logical name of the backup device, the volume number, and the date on
which the original backup occurred. It overwrites this volume if you anteR.

<backup device>, Cannot Attach Volume
<backup device>, <condition code:mnemonic>

<backup device>, Mount Backup Volume #<nn>, Enter Y to Continue:
Backup cannot access the backup volume. This could be because there is no
volume in the backup device or because of a hardware problem with the device.
The second line of the message indicates the condition code encouackdp
continues to issue this message until you supply a volume that can be accessed.

<pathname>, <condition code:mnemonic>, Cannot Back up File
Backup could not copy this file from the source volume, possibly because you do
not have read access to the file or because there is a faulty area on the volume. The
message lists the condition code encounteBatkup copies as much of the file
as possible and continues with the next file.

<backup device>, Device in Use

<backup device>, <condition code:mnemonic>
The device you specified for the backup device is being used by another job.
Continuing would result in damage to existing files on the output volume.

<backup device>, Error Writing Volume Label
<backup device>, <condition code:mnemonic>

<backup device>, Mount Backup Volume #<nn>, Enter Y to Continue:
Whenbackup attempted to write a label on the backup volume, it encountered the
indicated error condition, possibly because of a faulty area on the volume, or
because the volume is write-protecté&hckup reprompts for a different backup
volume.

<backup device>, Input and Output are on Same Device
The device you specified for the backup device is the same device that contains
your input pathname. Continuing would result in damage to the files on the input
volume.

<backup device>, Invalid Input Specification
The logical name you specified for the backup device was not a logical name for a
device. Example invalid names ace, :co:;, and home.
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<condition code:mnemonic>, Invalid Date or Time
You entered a date or time parameter that is out of range (such as 31/02/86 or
26:03:62). The message lists the condition code encountered as a result of this
entry.

Invalid Output Specification
You did not supply the logical name of the backup device when you entered the
backup command.

<backup device>, Named Volume <volume name>, Enter Y to Overwrite:
The backup volume you supplied is a named voluBeckup lists the logical
device name and the volume name; it overwrites this volume if youerter.

<backup device>, Not Correctly Formatted, Enter Y to Format:
The backup volume was not correctly formatted.

Requested Date/Time Later Than System Date/Time
Either the date and time you specified in blaekup command are in error or you
did not set the system date and time.

<pathname>, invalid wildcard specification
You entered a list of pathnames or used a wildcard in the input pathname. You car
enter only one input pathname per invocatiobaxfkup.

<pathname>, invalid output specification
You entered a list of logical names for the backup device. You can enter only one
output logical name per invocation lmickup.

<pathname>, Unable to Complete Directory
Backup encountered an error when accessing a file in the indicated directory. It
skips the rest of the files in the directory and goes on to the next directory. This
error could occur if you do not have list access to the directory.

<backup device>, Unrecognized Volume, Enter Y to Overwrite:
The backup volume you supplied is a formatted volume, but it has a label that is
not readable Backup will overwrite this volume if you enter or R.

<backup device>, Volume Not Formatted

<backup device>, Mount Backup Volume #<nn>, Enter Y to Continue:
The backup volume you supplied was not formattdckup continues to issue
this message until you supply a formatted backup volume.

<backup device>, Write Error On Backup Volume

<backup device>, <condition code:mnemonic>
Backup encountered an error condition when writing information to the backup
volume. The second line of the message lists the condition code encountered. Thi
error is probably the result of a faulty area on the volume.

Name Required If After Is Selected
You must use theame parameter when using th&er preposition.
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cannot attach VOLUME
The destination device of the backup is a remote server.

No Room for Append on Mounted Volume
You specified thafter parameter, but there is not enough room left on this
volume to write the header information to begin appending this data set. Use a new
volume.
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bcl
Converts an ASCII file into a special binary file understood by the Remote Boot
Server program.

Syntax

bcl input_file output_file

Parameters

input _file
The pathname of an ASCII file containing language input statements, as specified
in the Boot Definition Language section below.

output _file

The pathname of the resultieginfofile to be created.

Additional Information

Thebcl command is the Boot Configuration Language utility, which produces a
special binary file called the Class Code Information Filecorfofile. The

Remote Boot Server uses ttanfofile to determine which bootable file(s) to send
over the network during a remote boot request. The remote boot request sends a
class code to the Boot Server. Entries indtiafofile map the class codes to
bootable files. A bootable file is the kind of file produced byxiage command.

See also: Remote Booting aacinfofile, Network User's Guide and Reference
xlate command, in this chapter
The Boot Definition Language

Each statement in the language has this form:

cc[, cc..]is fn[, fn..][for na[, na..]];
Where:
cc One or more hexadecimal values of class codes, in the range 0 to
OFFFFH.
fn One or more pathnames of files to be remotely loaded. The first

directory in the pathname must be a public directory on the Boot
Server system. The string is not case-sensitive.
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na One or more Ethernet addresses of Boot Clients.

Ends each statement.

Eachbcl statement defines one or more mappings between class codes and an
ordered list of flenames. When more than one class code is given in a statement,
they act as synonyms to each other; any of the class codes result in exactly the
same image being sent.

The filenames within a single statement can be thought of as being concatenated in
the order given, to form the image that will be seBd! itself makes no restrictions

on the characters used in the filenames, except that they cannot contain space
characters, commas, semicolons or end-of-line characters.

Statements that do not have an Ethernet address specifited (otause) form the
default mapping for all Boot Consumers not specifically mentioned in any other
statement in thecinfofile. The default mapping does not apply to Boot

Consumers whose Ethernet address appears in any statement. Ethernet addresses
within a statement qualify the statement as pertaining to only those Boot
Consumers. When a particular Ethernet address appedbslistatement, that

Ethernet address must appear with every class code that is to service that Boot
Consumer.

The standard command prepositioms over , andafter are not allowed. If
used, incorrect results can be expected.

Examples

1. This command instructs tibel utility to read the input statements in the file
ccinfo.bdf If there are no errorbgl creates the filecinfo.

bcl ccinfo.bdf ccinfo

2. These statements are examples of lines that might bednittie.bdffile.
Together, these statements program the Remote Boot Server to send the
/net/ina961.renfile when class code 1 is received, and the
Irboot32/38A.2NET386file when class code 2 is received.

1is /INET/INA961.32R;
2 is /IRBOOT32/38612NET.386;

3. These lines state that class code 3BF maps to two files, but only for the two
Ethernet addresses given. Unless specified by other statements, all other
addresses are ignored. When more than one file is specified, as above, they are
sent in the order specified.

3BF is /IRBOOT32/rem3rd,/RBOOT32/boot2 for 00aa00010203,
00aa00020304;
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4. These are examples of other statements that might occur in an input file:
1,7 is /rboot86/bootl for 00aa00030405, 00aa00020608;

99 is /sd/net/exec.rem for 00aa00030405, 00aa00020608;
abcd is /sd/tx/default;
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bootdos

Activates the primary DOS patrtition and resets the systems.

Syntax

bootdos

Additional Information

Thebootdoscommand is used primarily with the iRMX for PCs OS. It resets the
system to boot DOS from the primary DOS partition rather than the iRMX OS from
an iRMX partition.

See also: bootrmx command
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bootpd

bootpd is a server that supports the standard Internet Boot Protocol.

Syntax

sysload :system:psh bootpd [-s -t timeout -d]
[ configfile [ dumpfile 1]

Parameters

-s Runsbootpd in standalone configuration (for example, at boot time from
letc/rc.loca). For large network installations with many hosts, this is probably the
best mode of operation. In this case,-theswitch has no effect, becauseotpd
will never exit.

-t timeout
Specifies a timeout value in minutes (e-20 ). Default is 15 minutes; a timeout
of 0 means forever.

-d Each instance of the switch increases the level of debugging output. You ean put
d on the command line more than once.

configfile
Specifies an alternat®otpd configuration file, other than the default,
/etc/bootptab

dumpfile
Specifies an alternate file to whiblotpd will dump its debugging output. The
default is/etc/bootpd.dmp

Additional Information

You normally runbootpd from the networking initialization fileetc/tcpd.csd If

bootpd does not receive another boot request within fifteen minutes of the last one
it received, it exits to conserve system resources. Upon sthoogpd reads its
configuration file /etc/bootptatby default, and then begins listening for
BOOTREQUEST packets. If you specify a different configuration file with the
configfile parameter, the contents of that file must be the same as described for
bootptab

Bootpd looks in/etc/serviceso find the port numbers it should use. It extracts two
entries: bootps , the bootp server listening port, ambtpc , the destination port
used to reply to clients. If the port numbers cannot be determined this way, they
are assumed to be 67 for the server and 68 for the client.
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Bootpd rereads its configuration file when it receives a hangup signal, SIGHUP, or
when it receives hootp request packet and detects that the file has been updated.
Hosts may be added, deleted or modified when the configuration file is reread.

See also: bootptabandservicediles and Editing the Tcpd.csd File,
TCP/IP and NFS for the iRMX Operating System
DARPA Internet Request For Comments RFC951, RFC1048,
RFC1084, and Assigned Numbers
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bootrmx

Activates the primary iRMX patrtition and resets the systems.

Syntax

bootrmx

Additional Information

Thebootrmx command is used primarily with the iRMX for PCs OS. It resets the
system to boot the iRMX OS from an iRMX partition rather than DOS from a DOS
partition.

See also: bootdoscommand
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case

Converts the name of the specified file from upper- to lower-case.

Syntax

case pathname

Parameters

pathname
The pathname of a file or directory whose name is to be converted to lower-case.

The pathname may contain a wildcard (*) character.

Additional Information

This command is useful when working in a network environment, where some OSs
maintain case-sensitive filenames. Thsecommand lets you convert the case of
iIRMX filenames and access them from Unix or Xenix.

|:| Note

Thecasecommand works only on local files managed by the
iRMX named file driver. Do not use this command with DOS
files or remote files.

Examples
To convert the case of all files in a directory to lower-case, enter:

case directory_name/*

To convert a single filename to lower-case, enter either a full pathname or the
pathname relative to your current working directory. For example:

case :config:terminals
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changeid
Changes the system manager's current user ID to any value from 0 to 65535. You
can only use this command after invoking shuper command, regardless of
whether you logged on as the Super user.

Syntax

changeid [ id |world]

Parameters
id A decimal value to which you want to change your user ID, in the range 0 to
65535.

world  Changes you to the World user, with ID 65535.

Additional Information

If you omit an ID parameter, you are assigned ID 0, the system manager. If you
change your user ID to any value other than 0, the system prompt changes to this,
indicating the current ID value:

super( id)-

The new user ID is not a verified user; you cannot access files available on the
iIRMX-NET network. You are not a verified user until you return to user ID O.

Error Messages

0084; E_INVALID_NUMERIC
The user ID you specified contained invalid characters or was not in the range 0 to
65535.

changeid, allowed only in super mode
You invoked this command without previously invoking sluper command.

<parameter>, unexpected parameter
You entered too many parameters.

<condition code:mnemonic>, while executing changeid
An internal system problem occurred which prevented the CLI from setting the
default user.
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cli

Invokes a loadable version of the Command Line Interpreter.

Syntax

cli

Additional Information

In a system that uses a different command interface than the CLI, you may invoke
the CLI to take advantage of its interface. The CLI may also be started from a
submit file.
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connect

Associates a locked terminal device with a logical name. The terminal can then be
used as a physical device, in the same manner as any other terminal attached with
theattachdevicecommand. The logical name is cataloged in the root job's object
directory.

Syntax

connect physical name as: logical_name

Parameters

physical _name
Physical device name of the locked terminal device to be connected. This name
must be in theconfig:terminalsfile, and must be defined as a BIOS DUIB, either
in the system configuration or through a loadable device driver. You can obtain the
terminal device names by invoking timstatus command.

as Preposition required for the command.

logical __name
The 1- to 12-character name (excluding colons) to be associated with the device.
Colons surrounding the logical name are optional, but if used must be in pairs
(:logical ~_name).

Additional Information

When you connect a locked terminal device, the associated serial port can be used
as a physical port, without an HI logon process. You may send data to or receive
data from any physical device that uses a serial stream of dataorirect

command cannot be used for virtual terminals.

After connecting the device and cataloging its logical name in the root job's object
directory, theconnectcommand displays this message:

<physical_name> connected as <logical_name>

If you change the terminal attributes while the terminal is connected, the changes
remain in force after the terminal is disconnected. Note your terminal's attributes
before connecting; you must restore them before the HI can use the terminal.
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Error Messages

<logical_name>, logical name already in use
The logical name already exists in the root job's object directory.

<physical_name>, device name not found
The physical name is not a terminal device that was defined at system
configuration time.

<physical_name>, has not been locked
The specified terminal device must be locked usindatle command before it
can be connected.

not multi-access system
Theconnectcommand does not function if the HI is configured as a single-user
system.

<logical_name>, invalid logical name
The logical name is too long.

<physical_name>, not connected
The device could not be cataloged.

<condition code:mnemonic>, too many device names
The parameters contain too many device names.

<physical_name>, already connected
The specified device has already been connected.

*, invalid wildcard specification
Wildcards are not supported.

no logical name given
You did not specify a logical name.
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console

Dynamically changes the SDM (System Debug Monitor) console device to redirect
the 1/0 streams on iIRMX for Windows systems.

Syntax

console device _name

Parameters

device_name
The name of the devic€ON COM1 or COM2 to which you want to redirect the
SDM I/O. CONis the normal screen and keyboat@MlandCOMz2are the first two
serial ports. If this parameter is omitted, a usage message is displayed.

Additional Information

Use this command on iRMX for Windows systems, as a tool for debugging your
OS and software. SDM normally defaults to the console dego#g.( The
consolecommand redirects the SDM output stream, input stream, and error
message stream to the specified device. If usatsoleshould be set prior to
entering SDM. From the user's perspective, the redirection does not take effect
until SDM starts.

Examples
This command redirects the streams to the COM1 console controller device:

console COM1

Error Messages

<device_name>, device does not exist
The current configuration of the OS does not include the indicated device name.
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copy

Displays or makes a copy of the specified file(s) and synchronizes the time stamps.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax
copy inpath_list [to|over]|after outpath_list 11d] [ns]

Parameters

inpath _list
One or more pathnames of files to be copied. Multiple pathnames must be
separated by commas. Wildcards are permitted.

to|over|after outpath _list
If you omit this parameter, the input files are displayed on the scieeh (If you
specify this parameter, the input files are written to the specified output, such as a
printer {Ip:) or to new filenames. To copy files on a one-for-one basis, specify the
same number of output files as input files. If you specify multiple input files and a
single output filecopy appends the remaining input files to the end of the output
file. If you specify a single output directory, the input files are copied to that
directory under their current filenames.

q(uery )
Prompts for permission to copy each file. Respond to the prompt with:
Y Copy the file
E Exit the command
R Copy remaining files without further query
N or other Do not copy this file; go to the next file in the inpath-list

ns (nosynchronize )
Disables synchronization of the files' time stamps.
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Additional Information

Whencopy copies files, it updates the new file's time stamp to match the original
file (if this is supported on the target file driveopy can be aliased so that
nosynchronize  is automatically specified.

See also: aliascommand

Whencopy creates new files, it sets the access rights and list of accessors as
follows:

- The file hasall access (delete, read, append, and change).
- The owner is the only accessor to the file.

The user ID of the person who invokes topy command is considered the owner
of new files created bgopy. The user owns and has full access to remote files
created byopy. Only the owner or the system manager can change the access
rights associated with the file.

See also: permit command, in this chapter
file access, Chapter 1

If you specify multiple output files, and there are more or fewer input files than
output files,copy returns an error message.

If you specify a wildcard character in an output pathname, you must specify the
same wildcard character in the corresponding input pathname. Other combinations
result in error conditions.

See also:  Using wildcards in file names, Chapter 1
A file listed under one directory can be copied to another directory. For example:
copy samp/test/A to :fl:alpha/beta

This would copy data filé to a different volume and directory. Hétais a
filename, that is the new name of the copied filebelfais a directory name, the
copied file retains the nanfein thebetadirectory.

You cannot successfully usepy to copy a directory to a data file or to another
directory. The directory attributes are lost and the copy can no longer be used as &
directory. Use theopydir command instead.

The copy command cannot be used with tape cartridges.
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To transfer files between low-density and high-density 5.25" diskettes in Multibus |
or |l systems, attach the devices with the uniform granularity device wefe
rather than the standard granularity dewoeo.

Error Messages

<pathname>, output file same as input file
You attempted to copy a file to itself.
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copydir

Copies all files and subdirectories from one or more directory trees.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

copydir  inpath_list [tolover outpath_list 11a]
[accessors|noaccessors] [world|noworld] [nodelete]

Parameters

inpath _list
The pathnames of one or more directories to be copied. Use commas to separate
multiple directories.

tolover outpath _list
Either one directory where the input directories are all copied, or the same number
of directories as specified inpath _list . If you specifyto , copydir prompts
for permission to overwrite existing files)Yaesponse overwrites the file and any
other response skips that file. If you speoigr , existing files are overwritten.
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uer
alvery )Prompts for permission to enter each directory and to copy each file in it. Respond
to the prompt with:

Y Enter the directory or copy the file.

E Exit from thecopydir command.

R Continue copying without further query.

S Skip to the end of this (sub)directory and continue prompting for
directories at this level or higher.

A Copy all remaining files and subdirectories in the current
directory without further query, then begin querying before
entering the next (sub)directory.

N or other Do not enter this directory or copy this file.

accessors

Copies access information with the files; this is the default.

noaccessors

Does not copy access information.

world  Assigns World read access to all files copied,; this is the default.

noworld
Does not assign World read access.

nodelete
Do not overwrite existing files.

Additional Information

If you specify multiple input directories and a single output directory, the output
directory has the combined structure of the input directory trees. For example, this
command copies the directory structures of ltith anddir2 into dir3:

copydir dirl, dir2 to dir3

If you specify multiple input and output directories (the number must be same),
each input directory tree is copied to the corresponding output directory, in order.
For example, this command coputigl to dir3, anddir2 to dir4:

copydir dirl, dir2 to dir3, dird4

Copydir can also copy individual filesCopydir handles access rights better than
thecopy command when copying remote files. From the local system, a remote

file appears to have its delete bit set to off, regardless of how the bit is set on the
remote system. When copying access rights from a remote file to a local file,
copydir sets the delete bit to on if the file has write access. The same is true of the

change bit for directories.
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HI command

Examples
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These examples illustrate haepydir works when copying an entire directory
tree.

1. The directorytestlthat has this structure:

testl/dirl
testl/dirl/filel
testl/dir2
testl/dir2/file2
testl/file3

Testlhas this directory listing:

04 APR 89 20:14:52
directory OF $ ON VOLUME rmxll
testl

Enter:
copydir testl to newdir
In response, this information is written to the screen:

testl/dirl/filel, copied
testl/dirl, directory copied
test1/dir2/file2, copied
testl/dir2, directory copied
testl/file3, copied

testl, directory copied

It creates an identical directory structurgest1with the nameanewdir, as
follows:

newdir/dirl
newdir/dirl/filel
newdir/dir2
newdir/dir2/file2
newdir/file3

This is the new directory listing:

04 APR 89 20:14:52
directory OF $ ON VOLUME rmxll
testl newdir

Given the samtestldirectory structure as in example 1, enter:

copydir testl
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It writes this information to the screen:

testl/dirl/filel, copied
testl/dirl, directory copied
test1/dir2/file2, copied
test1/dir2, directory copied
testl/file3, copied

testl, directory copied

It creates directories in your current directory with this structure:
dirl
dirl/filel
dir2
dir2/file2

The subdirectories and files aéstlare created and placed at the same
directory level asestl This is the new directory listing:

04 APR 89 20:17:59
directory OF $ ON VOLUME rmxll
testl dirl dir2 file3

Error Messages

<pathname>, output file same as input file
You attempted to copy a file to itself.
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createdir

Creates one or more directories with all access rights available to you as the owner
You may delete, list, add, and change the contents of the new directory.

Syntax
crdir|createdir path_list [FILES= file_count ]

Parameters

path _list
One or more pathnames of directories to be created. Multiple pathnames must be
separated by commas.

FILES= file_count
Reserves space for the specified number of files in the new directory. If this option
is not specified, the default is zero files. This parameter can be used to help contrc
fragmentation of large directories by allocating space when the directory is created.
Some file systems (e.g., DOS) may always allocate some directory space when a
directory is created.

|:| Note

On some file systems, reserving space for a large number of files
may take a long time.

Additional Information

You can create new directories that are subordinate to other directories. For
example, if the subdirectogb/dc/efexists in your current working directory, this
command creates the directgtyunder it:

createdir ab/dc/ef/gh

You own and have full access to any new remote directories that you create (list
and add-entry access permissions constitute full access for remote directories). No
other users except the system manager have access to the directory unless you us
the permit command to change the access rights and list of accessors.

In a DOS file system, the directory is owned by the World user.

See also: permit command, in this chapter
creating a new directory, Chapter 1
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Error Messages

<directory_name>, file already exists
The specified directory already exists.

<file_name>, file does not exist
One of the directories specified in the pathname does not exist.

<directory_name>, invalid file type
One of the directories specified in the pathname is not a valid directory.

<pathname>, 26H: E_FACCESS
The pathname is a remote directory and you do not have add-entry access to the
parent directory of the directory to be created.
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date
Displays the current date and time, or sets the local (OS) or global (battery-backed
time-of-day clock.Date optionally synchronizes the date of the local clock with
the global system clock.
|:| Note
You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command
does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you
can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.
See also: esubmitcommand, in this chapter
Syntax
date [ date |q] [local|global]

date synchronize

Parameters

date

q(uery )

126

You may specify the day (month and year remain unchanged), the day and month
(year remains unchanged), or the day, month, and year. Use one of these formats:

mmdd/ yyyy all numerals
dd month yyyy spellmonth using enough letters to distinguish it

Specify only the number of digits needed. For exam@&/91 , 01 DE 91 , and
1 December 1991 are equivalent. The year may be entered in two or four digits,
as follows:

Entry Specifies year

00 through 77 2000 through 2077
78 through 99 1978 through 1999
1978 through 2099 1978 through 2099

Displays the current date, time and clock type, and prompts for a new date. In
response, enter the date as shown aboveimexit.

Chapter 2 Command Descriptions



HI command date

local

global

Displays or sets the date portion of the local time-of-day clock maintained by the
OS. This is the default ibcal orglobal is not specified. Any user may set the
date.

Applies only to systems with hardware clock/calendar components, typically
backed up by battery power. Specifygigbal displays or sets the date portion

of this clock. Any user may display the date, but only the Super user can set it. If
you set the global clock, the local clock automatically takes on the same value.

synchronize

For systems with a global clock/calendar, this sets the date portion of the local
clock to the current date of the global clock. If you set the global clock, this
parameter is unnecessary.

Additional Information

Thedate command displays an error message if you spgfal or
synchronize  and your system does not have a global clock/calendar.

If you set only one or two date parameters, the omitted parameters are replaced by
their defaults. If you enter only one parameter, it is assumed to be the day. Two
parameters (in either format) represent the day and month. For example, assume
the current date in the system is 9 Sept 91. If you enter:

date 18 <CR>
date displays:
18 Sep 91, <current time>

If you omit the date parametedate displays the current date and time as follows,
showing only the first three characters of the month and the last two digits of the
year:

dd month yy, hh:mm:ss <local or global clock type>

If you have a system without a global clock/calendar (such as a System 310),
whenever you start up or reset the OS, the date is automatically set to the date you
last accessed theystemdirectory. You can reset the date to any acceptable value.

If your system has a global clock/calendar and the OS is configured to recognize it,
the local clock is automatically set to the date maintained in the global clock
whenever you turn on or reset your system.
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Error Messages

<date>, invalid date

You entered an invalid date. This error could result from specifying a day that is
invalid for the month (such as 31 FEB 90), entering characters for the year that do

not fall into a legitimate range, entering a month parameter that does not uniquely
identify the month, or using an invalid format.

<parameter>, invalid syntax

You specified an illegal combination of parameters. For example, you may have
entered a date and also specifieddgihery option.

only the system manager may set the global clock
You specified thelobal

parameter, but you are not the system manager.
<condition code:mnemonic>, getting system time

You specified theglobal orsynchronize  parameter, but there is no global clock
in the system.
E_SHARE, global clock busy

You attempted to access the global clock while another job was accessing it. Try
the command again.
E_INVALID_DATE, global date read was invalid

The date returned from the global clock was invalid. This condition usually occurs
when the global clock has never been initialized or when power to the clock has

been interrupted. The BIOS system ¢t _global_timesets the date to 1 Jan
1978, which thelate command then displays.

E_INVALID_TIME, global time read was invalid

The time returned from the global clock was invalid. This condition usually occurs
when the global clock has never been initialized or when power to the clock has

been interrupted. The BIOS system gt _global_timesets the time to a valid
time, which thedate command then displays.

E_SUPPORT, attempted to access non-existent global clock
There is no global clock in the system.
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dealias

Deletes one or more aliases defined withalws command.

Syntax

dealias  abbreviation [a]

Parameters

abbreviation
The alias to be deleted. You may delete all aliases with the * wildcard, or delete a
group of aliases by using * as the last character of the abbreviation.

q(uery )
Prompts for permission before deleting an alias. Respond to the prompttaith

delete the alias, or any other character to keep it.

Additional Information

If you specify a wildcard in the aliases to be deleted, you may usgé¢he
option to choose which aliases to delete. Assume you have defined the two aliases
s=submit andsu=super ,and want to delete only tke alias. Enter:

dealias S* Q <CR>
At these prompts, respond as shown:
s = submit delete ? (y or [n]) <CR>

su = super delete ? (y or [n]) Y <CR>

Error Messages

<parameter>, alias not found
You tried to delete an alias that was not defined in the alias table.

<parameter>, wildcard is allowed only in the last character
You tried to delete a number of aliases with a wildcard, but the wildcard was not
the last character.
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debug

Loads an application program into memory, prints debug information to the screen
or to an output file, and transfers control to the System Debug Monitor (SDM).
Thedebugcommand cannot be used to debug CLI-level commands; only HI
commands and application programs.

Syntax

debug [to|over|after outpath | pathname [ parameter_string ]
Parameters

to|over|after outpath

A pathname for the output file where debug information is to be written, rather than
to the screen.

pathname
The file containing the application program to be debugged.

parameter __string
A string of required and/or optional parameters passed to the application program
being debugged.

Additional Information

When you invoke thdebugcommand with no output file, it displays this message,
including the pathname of the application to be debugged:

debug file, <pathname>
Then it displays a segment map for the loaded program and breaks to the monitor.

If you specify an output filejebugloads the application job and writes the

segment map to the output file. Then it displays a prompt and waits until you
indicate that you're ready to enter SDM by pressing <CR>. This allows you to
access the debug file from a remote system (using iRMX-NET) to aid in the debug
process. The system breaks to SDM immediately after you press <CR>.
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Use SDM to single-step, display registers, and set breakpoints within the program.
Whendebugexecutes, SDM disables interrupts. This causes the time-keeping
function to stop when code is not executing. This slowing of the timing function
has two consequences:

- It affects the ability of the Nucleus to execute time-out tasks that have
provided time limits to system calls, suchraseive_unitsand
receive_message

- It affects the ability of the BIOS to keep track of the time-of-day and write its
data structures to secondary storage.

This example shows the debug information that is displayed or written to a file.
The first line lists the token for the job that is created. The remaining lines list the
selector portions of all segments (under the heaBlk&F) assigned by the bind
application when the code was bound. Tb&(n) values are the same as those
that appear on the bind map. You can match the selector values shown in this
display with the offset values shown in the bind map to determine the exact
location of a symbol listed in the bind map.

SEGMENT MAP FOR job: 2250
NAME BASE NAME BASE NAME BASE NAME BASE

LDT(2) 2E40 LDT(3) 2E30 LDT(4) 2C08 LDT(5) 2CEO
LDT(7) 2220 LDT(8) 2158

Break at xxxx:yyyy

See also:  Binder, map fileitel386" Family Utilities User's Guide

Thedebugcommand loads the application program into its own dynamic memory.
As a result, the application program obtains dynamic memory from the memory
pool ofdebug, not from the memory pool of the user session. Beddelsaguses

a different set of default values than the CLlI, it is possible that the program may
behave differently than when it is run independently.

See also: System Debugger Refererfoe more details and for commands you
enter at the SDM prompt

If you use an SBX 279(A) graphics subsystem for a terminal, the monitor session
occurs on a different window than the HI window from which you invoke the
debugcommand. Using two windows allows you to see more debugging context
than with a single window. To return to the HI window, you may use either the
mouse or a previously mapped ALT/Function key.

The command to exit SDM and return to the CLI prompt<€R>.
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Error Message

<condition code:mnemonic> command aborted by EH
This condition code was encountered anddétsug command was aborted by the
exception handler.
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delete

Deletes one or more files and/or empty directories, or marks them for deletion if a
user is currently accessing them.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

delete  pathname_list  [q]

Parameters

pathname _list
One or more pathnames of files or empty directories to be deleted. Multiple
pathnames must be separated by commas. Wildcards are permitted.

uer
alvery )Prompts for permission to delete each file in the list. Respond to the prompt with:
Y Delete the file
E Exit the command
R Delete remaining files without further query
N or other Do not delete this file; query for the next

Additional Information

You don't need to be the owner of a file to delete it, but you must have delete
access. If a user or program is accessing the file (has a connection to it) when you
invokedelete the file is marked for deletion, and deleted when all connections to

the file are gone.
Directories must be empty to be deleted with this command.

See also: deletedir command, in this chapter
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To delete a directory wittlelete first delete all files and subdirectories contained
in it. For example, to delete a directory naraizhawhose entire contents consist
of a directorybetacontaining a data filsamp you could enter:

delete alpha/beta/samp, alpha/beta, alpha
Deletedisplays this message as it deletes each file or marks the file for deletion:

<pathname>, deleted

A CAUTION

Use wildcards carefully with théeletecommand. For example,
enteringdelete *,a (with a comma) instead dElete *.a

erases all files in your current directory, instead of just those files
ending in.a.

The DOS file system does not support the delete access bit. DOS files are owned
by the World user and are either read-only (cannot be deleted) or read/write (can b
deleted by any user). DOS directories cannot be made read-only.

The delete access bit is not supported by iRMX-NET. Normally, append and
update access allow you to delete a remote file if you have add-entry access to the
parent directory; and add-entry access allows you to delete an empty remote
directory. However, if a user on the remote system has removed delete access to «
file or directory, you cannot delete it, regardless of other access permissions.

See also: permit command, in this chapter
deleting files Installation and Startup
deleting directories, Chapter 1

Error Messages

<pathname>, delete access required
You do not have delete access to the file. If this is a remote file, a user at the
remote system has removed delete access. You cannot change the delete access
locally; a user at the remote system must grant delete access before this command
succeeds.

<pathname>, 026H: add access required
The pathname to be deleted is a remote file and you do not have add-entry access
to the parent directory.
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deletedir

Deletes one or more directories, including subsidiary files and subdirectories.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

deletedir pathname_list  [q]

Parameters

pathname _list
Names of directories or files to be deleted. Multiple pathnames must be separated

by commas. Wildcards are permitted.

q(uery )
Prompts for permission to enter each directory and to delete each file in it.

Respond to the prompt with:

Y Enter the directory or delete the file.

E Exit from thedeletedir command.

R Delete remaining directories without further query.

S Skip to the end of this (sub)directory and continue prompting

for directories at this level or higher.

A Delete all remaining files and subdirectories in the current
directory without further query, then begin querying before
entering the next (sub)directory.

N or other Do not enter this directory or delete this file. If given in
response to the original directory promghjetedir exits.
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Additional Information

Thedeletedir command deletes an entire directory tree or trees. These are
examples of commands:

deletedir dirA
deletedir dirB, dirC

If you specify thequery parameterdeletedir displays one of these prompts:

<pathname>, enter directory?
<pathname>, delete?

Deletedir can only delete empty directories; all files and subdirectories must be
deleted first. Thus, if you ent8rto skip a queried file or directorgieletedir

cannot delete that directory or those above it on the same branch. For each of thes
directories, this prompt is displayed:

<pathname> delete directory?

Any response other thancauses an exception code to be returned.

Error Messages

<pathname>, delete access required
You do not have delete access to the file. If this is a remote file, a user at the
remote system has removed delete access. You cannot change the delete access
locally; a user at the remote system must grant delete access before this command
succeeds.

<pathname>, 026H: add access required
The pathname is a remote file and you do not have add-entry access to the parent
directory.
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deletename

Removes specified server names and addresses from the local network Name
Server object table.

Syntax

deletename  object_name_list

Parameter

object _name_list
Specifies one or more server names (or other object names) to be deleted. Multiple
names must be separated with commas.

Additional Information

A typical Name Server object is the name and transport address of a server system
on the network. Delete the object by specifying the server namedeldiename
command deletes objects from the table on the local system, but not from remote
systems. If the object table contains more than one entry with the same name but
different property types, all entries of that name are deleted by this command.

See also: Format of names and addresstsameandloadnamecommands,
in this chapter

Error Messages

<object_name>, name does not exist locally
The specified object name is not located in the local object table. However, the
name may exist on the network in the object table of another system.

illegal name
The specified object name is more than 16 characters long. Verify the name of the
object being deleted, and invoke the command again.
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detachdevice
Detaches the specified devices and deletes their logical names from the root job's
object directory.

Syntax

dd|detachdevice logical_name_list [f]

Parameters

logical ~__name_list
One or more logical names of physical devices to be detached. Colons surrounding
the logical names are optional, but if used must be in p&tgcal _name).
Multiple names must be separated by commas.

f (orce ) The device is to be detached even if connections to files on the device currently
exist; the connections are deleted.
Additional Information

After a device is detached, no volume mounted on that device is accessible for
system use until the device is reattached.

The Super user may detach any device. Other users can detach only these device
« Devices configured with your user ID as the owner ID

« Devices you originally attached using ti¢tachdevicecommand

« Devices originally attached using tverld parameter ohttachdevice

« Devices originally attached by the World user

Detachdevicereturns an error message if you attempt to detach devices originally
attached by other users. This prevents non-Super users from detaching devices
belonging to other users and from accidentally detaching system volumes.

If other users are currently accessing a device, there are connections to it and you
can only detach it by specifying tfce parameter.

A CAUTION

If you detach the device containing HI commands, you cannot use
the commands until the system is restarted.
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Error Messages
<logical_name>, can't detach device

<logical_name>, <condition code:mnemonic>
The listed condition code shows an error condition that preveletadhdevice
from detaching the device.

<logical_name>, device does not belong to you
The device was originally attached by a user other than you or World; you cannot
detach the device.

<logical_name>, device has outstanding file connections
There are existing connections to files on the device. You did not specify the
force parameter andetachdevicedoes not detach the device.

<logical_name>, device is in use
Another user or program is accessing the device (has a connection to a file). You
must specify théorce parameter in order to detach the device.

<logical_name>, outstanding connections to device have been deleted
There were outstanding connections to files on the volume. You specified the
force parameter andetachdevicedeleted the connections. This is a warning
message only; it does not prevent the device from being detached.

device is not a device connection
You attempted to detach a remote server device. Remote devices attached by the
BIOS, such as the system containing the Master UDF, cannot be detached by the
EIOS through theletachdevicecommand.
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detachfile

Terminates the association between one or more files and their logical names
established witlattachfile.

Syntax

df|detachfile logical_name_list [system]

Parameter

logical _name_list
One or more logical names that represent the files to be detached. Colons
surrounding the logical names are optional, but if used must be in pairs
(:logical _name). Multiple names must be separated by commas.

s(ystem )
This option indicates that the logical names in the list are system logical names.
System logical names are cataloged in the root directory and are, therefore,
available to all users. The system option can only be executed by the Super user.

Additional Information

Detachfile also uncatalogs the detached files' logical names from your interactive
job's global object directory.

You cannot usdetachfile to detach logical names that represent devices rather
than files. Detachfile returns an error message if you make such an attempt.

You cannot usdetachfile to detach logical names originally created by other
users.

If you do not specify the system optialgtachfile searches for logical names only
in the global object directory of your interactive job. However, if you specify the
system option, it searches only in the root job's object directory.

Error Messages

<condition code:mnemonic> invalid global job
The HI encountered an internal system problem when it attempted to remove the
logical name from the global job's object directory. The message lists the resulting
condition code.

<logical_name>, logical name not allowed
You specified one of the logical nam&s :term:, :ci:, or:co:. You cannot detach
the files associated with these logical names.
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<logical_name>, not a file connection
The logical name you specified is cataloged in the global object directory of your
interactive job, but it is not the logical name of a file.

Must be SUPER user to execute the SYSTEM option
Only the Super user can use the system option.
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deviceinfo

Displays information about the size and available space on the specified volume(s)

Syntax

deviceinfo [ logical_name_list ] [to|over|after outpath ]

Parameters
logical ~__name_list
One or more logical names of volume devices for which information is displayed.

The names must be surrounded by cololgi¢al __name), and multiple names
must be separated by commas. If no logical name is specffied,the default.

to|over|after outpath
Writes the output to the specified file rather than to the screen.

Additional Information

|:| Note

You cannot use this command with a device that you access
through NFS.

This command supports resident file drivers and dynamic loadable file drivers.
This example shows the type of information producedéduiceinfofor a named
file driver:

deviceinfo :A: <CR>
:A:, volume (RMX) on device (AMH), NAMED file driver
block size = 512 bytes
total blocks = 2,880 (1.406 Mbytes)
free blocks = 2,832 (1.382 Mbytes)
free files = 200
total files = 207
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This example shows the type of information produceddwuiceinfofor an EDOS
file driver:

deviceinfo :sd: <CR>
:SD:, volume (MS-DOS) on device (C_DOS), EDOS file driver
block size = 2,048 bytes

total blocks = 40,877 (79.83 Mbytes)

free blocks = 18,967 (37.04 Mbytes)
free files = unlimited

Thetotal files field includes the internal system files. The number listed may
be up to seven higher than the number of user files that can be created. If

information is not available, the command does not display any information.

Command Reference Chapter 2 143



dir HI command

dir
Lists the names (and optionally, attributes) of files and directories contained in a
given directory.
|:| Note
You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command
does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you
can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.
See also: esubmitcommand, in this chapter
Syntax
dir[ inpath_list ] [toover|after outpath_list ]
[f[ o]Is[ o]llle] [fr]
[so] [i] [p] [q] [for path_list ]
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dir

outpath-list

I

Parameters

inpath _list
One or more pathnames of the directories to be listed. Multiple pathnames must be
separated by commas. If no parameters are specified, your current working
directory ($:) is listed. Wildcards are not permitted.

W-2650

to|over|after outpath _list
Writes the output to the specified file (or device) rather than to the screen.
Multiple pathnames must be separated by commas and match the number specified
in inpath _list

f (ast ) [one]
Lists only filenames and directory names. This is the default listing format. The
output is in five columns unless you spedife, for a single column.

s(hort ) [one]
Lists names, file attributes, your access rights to the files, and sizes. The output is
in two columns unless you speciye.

I (ong) In addition to the information listed for short, lists the volume and file granularity,
the owner, and the date last modified.

e(xtended )
In addition to the information listed féong , lists the date and time of creation,
last access, and last modification; also lists the users who have access to the file
and their access rights.
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fr (ee) Lists the amount of free space available on the volume containing the given
directory, including the number of free files, free volume blocks, and free bytes.
This information is automatically displayed for short, long, and extended listings.

so(rt ) Sorts the list in alphanumeric order (except on DOS devices).

i (nvisible )
Additionally lists invisible files: those beginning with the characR?®rr?. If
you omit this parameter, invisible files are not listed.

p(arent )
Displays an entry for the directory specifiednpath _list , in addition to the
files contained in the directory. In a list of directories you may specify a file if you
include theparent parameter.

g(uery ) Prompts for permission to list a directory. Respond with:

Y List the directory

E Exit the command

R List remaining directories without further query
N or other Do not list the directory; query for the next

for path _list
In the directories specified bypath _list , lists only those files that match a
name inpath _list . Wildcards are permitted.

Additional Information

You do not need to be the owner of a directory to list its contentsdiwith
however, you must have list access to the directory. In iRMX for Windows and
iIRMX for PCs, you can list any directory in the DOS file system.

See also:  Accessors and access rigiganit command, in this chapter

To list your current working directory iiast format, entedir without
parameters. However, to use a listing format other fimn, you must specify the
directory name explicitly. The short, long, and extended listings display the
amount of space used by the listed files and the amount of free space on the
volume.

The iRMX dir command does not work exactly like the D@IScommand. In the
iIRMX OS, if you just typedir, it displays all files in the current directorgy), as
in DOS. If, however, you include command line parameters, you muss$ type
specify the current directory.
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For example, to display just the finyfilein the current directory, you cannot
enterdir myfile . You must entedir $ myfile . Thedir command always
interprets the first command line parameter as a directory, so when yalirtype
myfile , it attempts to display the contents of a subdirectory namyéite under
the current directory. Similarly, if you want to display all invisible files in the
current directory, you cannot entéiri  (the “invisible” switch), you must enter
dir $i

Another use of thdir command is to display the names of the HI system
commands, utilities, or development tools available on your system, with the
commands shown below:

dir :system:
dir :utils:
dir :lang:

Examples

The examples are followed by explanations of the fields in the listings, and the
field differences for DOS and remote file listings.

This command displays a long listing for the current directory:
dir $ |

03 JAN 91 21:55:24
directory OF mydirl ON VOLUME myvol

GRAN
NAME AT ACC BLKS LENGTH VOLFIL OWNER LAST MOD

ed -R-- 11 1,057 1,024 1 #47 02 MAR 90

programs DR DL-- 30 30,185 1,024 1 #47 O03JANO91

fmat DRAU 1 39 1,024 1 WORLD 08 NOV 90

OBJfile --U 3 2,895 1,024 1 #47 18DECS89

alphal.P28 DLAC 2 1,304 1,024 1 #50 220CT 90
alphal.MP1 DLAC 6 5,397 1,024 1 #50 22O0OCT 90

manuals DR -L-- 1 304 1,024 1 #47 02JUL90
7 files 54 BLKS 41,181 BYTES
33 files 3,000 BLKS 3,072,000 BYTES FREE
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This command displays an extended listing for the current directory:
dir$e

03 JAN 91 21:50:24
directory OF mydir ON VOLUME myvol

GRAN

NAME AT ACC BLKS LENGTH VOL FIL OWNER LAST MOD
programs DR DL-- 30 30,185 1,024 1 #47 03 JAN 91

CREATION: 01 JAN 91 04:05:44 ACCESSORS ACC
LAST ACC: 03 JAN 91 05:52:33 #47 DL--
LAST MOD: 03 JAN 91 05:52:33 # 50 -LA-

#82 -L--

-R-- 11 1,057 1,024 1 #47 02 MAR 90
CREATION: 11 NOV 85 12:24:05 ACCESSORS ACC
LAST ACC: 02 MAR 90 14:22:16 # 47 -R--

LAST MOD: 02 MAR 90 14:22:16

fmat DRAU 1 39 1,024 1 WORLD 08 NOV 90

CREATION: 01 NOV 87 08:54:39 ACCESSORS ACC
LAST ACC: 03 JAN 91 14:56:59 WORLD DRAU
LAST MOD: 08 NOV 90 20:44:01

3 files 42 BLKS 31,281 BYTES
33files 3,000 BLKS 3,072,000 BYTES FREE

This is the meaning of fields shown in the listings.

Heading Meaning
NAME Up to 14-character filename (8.3 characters in DOS)
AT File attribute, where:
DR = Directory
MP = Bit map file
blank = Data file
ACC File access rights of the user who entereditheommand
For Directories: DLAC For Data Files: DRAU
D = Delete D = Delete
L = List R = Read
A= Add A = Append
C = Change U = Update
BLKS 9-digit number (5 digits on short listing, unless the number is
too long) giving the volume-granularity units allocated to the
file
LENGTH 10-digit number (7 digits on short listing, unless the number is

too long) giving the length of the file in bytes
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VOL 5-digit number giving the volume granularity in bytes

FIL 3-digit number giving the granularity of the file in multiples of
volume granularity

OWNER User ID of the file owner

LAST MOD Date of last file modification

CREATION Dates and times of file creation, last file access, and last file

LAST ACC modification

LAST MOD

ACCESSORS User IDs of users who have access to the file, followed by the
access rights of the corresponding user. The format is identical
to ACC, above.

DOS Files

The size of DOS directories is listed as 0. All files are owned by the World user.
The CREATION LAST ACC, andLAST MODtimes are all equal to the DOt
modified time.

NFS Files

Access rights and user IDs map differently between iRMX and other OSs when you
use NFS.

See also: permit command for information on NFS mapping

Remote IRMX-NET Files

You own and have full access to any new remote output files createddiy the
command. The listing format is identical to that for local directories. However,
some fields of IRMX-NET remote directory listings have different interpretations:

- TheAcCCfield supports th® (read),A (append), and (update) access controls
for data files, and the (list) andA (add entry) access controls for directory
files. TheD (delete) andC (change entry) values are omitted from AGC
field.

« Remote directory listings display the number of files, blocks, and bytes used
by the remote directory. The listings omit this information for the entire
volume.
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The user IDs in th@WNERNJACCESSORS$elds may not be the same as a

listing on the remote system. Your (client) system receives a user name from
the server for these fields. Your system obtains the user ID that corresponds tc
that user name from its own User Definition File (UDF). If your system and

the remote system are in different Administrative Units (subnetworks), and if
both systems contain a user by the same name, the user IDs are likely to be
different.

If the user name received from the server does not exist in the client UDF, the
user ID is displayed as 65534.

TheVvoLgranularity field is estimated by the Remote File Driver, using the
value returned by a BIOS_get_file_statuscall.

TheBLKSfield is calculated by dividing theENGTHfield by the estimated
value of thevOoL granularity field.

TheFIL granularity is assigned a value of 1.

Error Messages

no directory files found

None of the files you specified were directories.

<pathname>, READ access required
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You do not have read (list) access to the directory.
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disconnect

Removes a terminal connection established witlctmmectcommand; cannot be
used for virtual terminals.

Syntax

disconnect : logical_name

Parameter

logical _name
The logical name for the physical terminal device that is to be disconnected.

Additional Information

The specified logical name is deleted from the root job's object directory and the
terminal returns to locked status, under HI control.

The Super user may disconnect any connected terminal. Other users can
disconnect only those terminals connected by themselves or by the World user.
Disconnectreturns an error message if you attempt to disconnect a terminal
originally connected by another user.

If you change the terminal attributes while the terminal is connected, the changes
remain in force after the terminal is disconnected. Note your terminals attributes
before connecting; you must restore them before the HI can use the terminal.

Error Messages

<logical_name>, is not a terminal connection
The specified name does not represent a terminal connection.

<logical_name>, has not been connected
The specified name has not been connected usingptirectcommand.

<logical_name>, not found
The terminal connected atogical name> cannot be found in the terminal
table.
<logical_name>, device does not belong to you
The device was originally connected by a user other than you or World; you cannot
disconnect the device.
*, invalid wildcard specification
Wildcards are not supported.
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diskverify

Invokes the Disk Verification Utility, which inspects, verifies, and corrects the data
structures of iIRMX physical and named volumes. Operates as a single command
(described here) or in interactive mode.

See also:  Usingdiskverify in interactive mode, Appendix B

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

diskverify : logical_name : [to|over|after outpath ]
[disk|gb|v] options ]|fix[ options ]

The options for theerify andfix parameters are shown in the diagram on the
next page.
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—< diskverify >—Qogical—nam;:

disk

getbadtrackinfo

i

verify

namedl

fix

7

I

named?2

physical
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Parameters

logical __name
Logical name of the secondary storage device containing the volume to be verified.
The colons are not required.

to|over|after outpath
Pathname of the file to receive the output frdiskverify. If you omit this
parameter, and/or no preposition is specified, the output goes to the console screen
(:co:). You cannot direct the output to a file on the volume being verified; if you
do, the utility returns an error message.

disk Displays attributes of the volume, such as the type of volume, device granularity,
block size, number of blocks, interleave factor, extension size, volume size, the
root fnode number, and number of fnodes.
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gb (or getbadtrackinfo )
Reads and displays the bad track information from the volume. Output redirected
to a file may be used as input to foemat command by removing the header
information.

v(erify )
Verifies the volume according to the specified option. If you omit the option, the
utility performsnamed verification.

fix Verifies and fixes the volume according to the specified option. After performing
theverify  functions, the utility tries to fix several types of inconsistencies on the
volume. Using théix parameter may prove dangerous, since it changes data on
the disk. For example, durimgl verification,fix corrects the checksums on
fnodes with bad checksums. However, an fnode with a bad checksum may indicate
another fnode problem which needs attention.

It is best to uséix in this manner:
1. Usediskverify with theverify  option.

2. Examine the output and the problems on the volume to determine the type of
fix needed.

3. If the problems can be fixed usidgkverify, invoke diskverify with thefix
option to correct the problem.

n(amed) Performs both th&l1 andN2 options described below. If you omit an option to
verify  orfix , named is the default.

nl (ornamedl)
For named volumes only, checks the fnodes of the volume to ensure that they
match the directories in terms of file type and file hierarchy. This option also
checks the information in each fnode to ensure that it is consistent and displays a
list of files in error, with information about each file. When used f¥isith, theN1
option corrects bad checksums and attaches orphan fnodes to their parents.

See also: Fnodefrmat command, in this chapter

all For named volumes, this option performs kiigN2, andphysical ~ functions.
For physical volumes, only thghysical — option is done.

list A control you may use with any option that activatésserification framed, N1,
orall ). When you use this control, the same file information generated by
verify  orfix is displayed for every file on the volume, even if the file contains
no errors.
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n2 (ornamed2)
For named volumes only, checks the allocation of fnodes on the volume, checks the
allocation of space on the volume, and verifies that the fnodes point to the correct
locations on the volume. When used with , theN2 option saves on the volume
the correct bit maps constructed during verification. It also removes fnodes with
multiple references from illegal parent directories.

physical
Applies to both named and physical volumes. This option reads all blocks on the
volume and checks for I/O errors. It displays block numbers where errors are
found.

Additional Information

Diskverify is most useful after such occurrences as power irregularities or
accidental resetDiskverify can be used on only named and physical volumes; it
cannot be used on remote, NFS, EDOS, or DOS volumes. IniRMX for Windows
and iRMX for PCs, use this command only for an iRMX partition, not for a DOS
drive or a partition containing the DOS file system.

Diskverify can be used in two ways:

+ As a single command that verifies the structures of a volume and returns
control to the Human Interface; this mode is covered here.

- Ininteractive mode, which you enter if you don't specify any parameters after
outpath ; interactive mode is covered later in this manual. Using diskverify
in interactive mode requires a more thorough understanding of iRMX volume
structures to avoid damaging the volumes.

See also: diskverify in interactive mode, Appendix B
iIRMX volume structures, Appendix C

When you invoke thediskverify command, the utility responds by displaying this
message, when. y is the version number of the utility:

iRMX Disk Verify Utility, Vx.y
Copyright <year> Intel Corporation
All Rights Reserved

In single-command mode, the results of your diskverify command follow
immediately after the sign-on message. If you enter the interactive mode in error,
the sign-on message is followed by a prompt (*). Todiskverify at the *

prompt, enteruit .
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Unless you are the Super user, you may only ingtigleverify for devices

attached by you or the World user. Tskverify utility reattaches the device as a
physical device before verifying it. When the utility finishes, it reattaches the
device as it was before you invoked the utility.

If you verify the system devicesfl:), the OS deletes all connections to the device;
thus you must reboot the system before entering more commands.

See also:  Named and physical volunfesmnat command, in this chapter

Examples

1. This example uses tlerify  option:

- diskverify :f1: verify named2 <CR>
iRMX Disk Verify Utility, Vx.y
Copyright <year> Intel Corporation
All Rights Reserved
DEVICE NAME = F1 : DEVICE SIZE = 0003E900 : BLOCK SIZE= 0080
'NAMED2' VERIFICATION
BIT MAPS O.K.

TheDEVICE SIZE is a hexadecimal number of bytes. Bi®CK SIZE is the
volume granularity in hexadecimal; this is the size of a block on this volume.

If there were errors found, they would be reported as shown below. This display
also applies to thel option and théix parameter. If you use thist control,

this type of information is reported for all files, without an error message for files
not in error:

FILE=(<filename>, <fnodenum>): LEVEL=<lev>: PARENT=<parnt>: TYPE=<typ>
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<error messages>

<fnodenum>
Hexadecimal number of the file's fnode.

<lev> Hexadecimal level of the file in the file hierarchy. The volume's root
directory is the only level O file. Files in the root directory are level 1
files. Files in level 1 directories are level 2 files, etc.

<parnt> Hexadecimal fnode number of the directory that contains this file.

<typ> File type, eitheDATA(data files)DIR (directory files), SMAP(volume
free space mapFMAP(free fnodes mapBMAP(bad blocks map), or
VLAB (volume label file). Idiskverify cannot ascertain that the file
is a directory or data file, it displays the characters in this field.
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2. This example uses tfig option to perform bothamed andphysical
verification of a named volume and correct the problems on the volume.
Notice the prompt to save the bad block map fronpttygical  verification.

- diskverify :f1: fix ALL <CR>
iRMX Disk Verify Utility, Vx.y
Copyright <year> Intel Corporation
All Rights Reserved
DEVICE NAME = F1 : DEVICE SIZE = 0003E900 : BLOCK SIZE= 0080
'NAMED1' VERIFICATION
'NAMED2' VERIFICATION

BIT MAPS O.K.
'PHYSICAL' VERIFICATION

NO ERRORS

free fnode map saved

free space map saved
save bad block map? <y>

bad block map saved

3. This example uses thissk option. This is for a named device; many of these
fields are not displayed for a physical device.

- diskverify :f2: disk <CR>
iRMX Disk Verify Utility, Vx.y
Copyright <year> Intel Corporation
All Rights Reserved
Device name = WF0
named disk, volume name = UTILS
device granularity = 0080
block size = 0080
number of blocks = 0000072D
number of free blocks = 00000408
volume size = 0003E900
interleave = 0005
extension size = 03
number of fnodes = 0038
number of free fnodes = 0022
root fnode = 0006
save area reserved = no
MSA second stage included = no
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4. This example uses tlgetbadtrackinfo option. This option may be useful
on a Multibus | system when migrating from a 215G controller to a 214 or 221
controller.

-diskverify :sd: to :f1:WORK/BT GB <CR>
This information is written to th&1:work/bt file:

Bad track information
cyl head sector
0034 03 00

0043 02 00

0316 00 00

Error Messages

In addition to the errors listed below, teify  andfix options produce error
messages.

See also: diskverify error messages, Appendix B

argument error
The option you specified is not valid.

command syntax error
You made a syntax error when entering the command.

device size inconsistent size in volume label = <valuel> : computed

size = <value2>
Whendiskverify computed the size of the volume based on the physical name used
for attachment, the size it computed did not match the information recorded in the
volume label. It is likely that the volume label contains invalid or corrupted
information. This is not a fatal error, but it indicates that further errors may occur
during verification. You may have to reformat the volume or usdigierify
utility to modify or restore the volume label.

not a named disk
You tried to perform aamed, named1, or named2 verification on a physical
volume.

Can't attach device
Diskverify's attachdevicesystem call failed or you specified the logical name of a
remote server.
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domain

Sets the search domain of all subnets the iIRMX-NET Name Server can access. Use
this command when you have set up a network with any subnet IDs except 1, using
routable iNA 960 jobs.

Syntax
domain [-a ID[- range ]] [-d ID[- range ]|

Parameters
-a Adds a single ID or a range of IDs to the search list.
-d Deletes a single ID or a range of IDs from the search list.

Additional Information

Without any parameterdpmain displays the current search domain. With either
parameterdomain displays the current search domain after the addition or
deletion.

When adding or deleting IDs, specify either a single subnet ID or a range of IDs
separated with a dash (-) and no spaces. The ID must be a four-digit hexadecimal
number followed by an H. For example, to add subnet 4 to the current search
domain, enter:

domain -a 0004H
To enable searching of all subnets from 1 to 1AH, enter:
domain -a 0001H-001AH

The maximum number of subnets to be searched is 80. You can specify subnet IDs
not currently in use. However, adding more subnet IDs to the search domain slows
down Name Server operations.

You can add thdomain command to théadinfofile following the sysload
command that loads the iRMX-NET job.

See also: Multibus 1l Subnet and Multiple Subnétstwork User’s Guide
and Reference
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dump
Displays one or more files in hexadecimal format.
Syntax
dump inpath_list [to|over]|after outpath_list 1 [blw] [q] [p= num
Parameters
inpath _list

One or more filenames separated with commas. Wildcards are permitted.

to|over|after outpath _list
Writes the output to the specified file(s) rather than to the screen. If you specify
multiple input files and one output file, the output is appended.

b(yte ) Displays the input files as 2-digit hexadecimal numbers, with the ASCII printable
characters on the right. This is the default format.

w(ord ) Displays the input files as 4-digit hexadecimal numbers.

g(uery ) Prompts for permission to process each file. Respond to the prompt with:

Y Display the file

R Display remaining files without further query
E Exit the command

N or other Don't display the file; query for the next

p(agewidth )=num
Specifies the width of the output display in number of characters. By default the
number is decimal, but you can specify octal or hexadecimal by appending an O or
H. If this parameter is not entered, the default width for byte displays is 80
characters, and for word displays is 55 characters.

Additional Information

All input files are considered one logical file. Therefore the offsets at the
beginning of each line are not reset to 0 between each file. The default output is in
columns of eight bytes for byte format and columns of four words for word format.
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enetinfo

enetinfo

Displays the Ethernet addresses of the local system.

Syntax

enetinfo

Additional Information

The output of thenetinfo command is similar to:

Subsystem ID Ethernet Hardware Address

0x20
Ox2f

00:aa:00:02:fd:3a
a2:a4:a6:a8:aa:00

The Subsystem ID indicates the subsystem being used by iNA 960 network
software. The Ethernet address is encoded on the network controller board. In a
Multibus Il system you may have as many as three active network controller boards
by using MIX 560 boards. In this case theetinfo command displays the

subsystem ID and Ethernet address for each board. iNA 960 assigns subsystem IDs
according to the Data Link subsystem on each board

Subsystem 1D Board

20H
21H
22H
23H
24H

2FH

first MIX 560

SBX 586 board, EWENET module, or EtherExpress 16
second MIX 560

third MIX 560

82595TX component, EtherExpress PRO/10, SBC P5090 and
P5120 PC-compatible boards, all versions

Multibus Il subnet

When configuring TCP/IP, you assign a particular stream to one of the boards in
theinetinit.cffile.

See also:

/dev/edlina2xandinetinit.cf, TCP/IP and NFS for the iRMX
Operating System

Subsystem field in request blockéetwork User's Guide and
Reference
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esubmit

Reads and executes a set of commands from a file called an esubmit file. The
esubmitcommand allows more replaceable parametersgblamit, and the
esubmit file may contain programming statements and user-defined variables.

Syntax

esubmit  pathname [( param_list )] [to|over|after outpath ][e]
[cc ( char)][mc( char)][noexecute ( ne,e )] [sc ( char)]
[set ( variable [= value ][, variable [= value ]..])]

[reset (  variable _list )]

AGsume—@athnamg
(parameter-list) °

(oo

L O = -
=value
e (D

W-3469

Parameters

pathname
Name of the file from whiclesubmit executes commands. This file may contain
nestedcesubmitcommands. Typically the filename has the extensist which
you do not include in the pathname. If no such file is found, the filename is
assumed to be exactly as entered here.
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param_list
As many as 36 actual parameters, separated by commas, that are to replace formal
parameters in the esubmit file. You must surround this parameter list with
parentheses. To omit a parameter in the middle of the list, reserve its position by
entering a comma. If a parameter contains a comma, space, or parenthesis, enclose
the parameter in single or double quotes. The sum of all characters in the
parameter list must not exceed 1024 characters.

to|over|after outpath
Writes the output from each command in the esubmit file to the specified file rather
than to the screen. Commands in the esubmit file may redirect their own output;
that output is not written to this file.

e(cho) Data written to an output file is also echoed to the screen. Nestbdit
commands do not have their contents echoed to the screen unless they are also
invoked with theecho parameter.

cc (orcontchar or continuationchar )
Specifies a character in parentheses to be used as a line continuation character in
esubmitsubcommands. By default, the continuation charactr is

mc (or metachar )
Specifies a character in parentheses to be usedulymitas a metacharacter. By
default, the metacharacterdis The metacharacter at the beginning of a line in the
esubmit file indicates the line containsesubmit subcommand, rather than an OS
command.

ne (Or noexecute )

Displays the commands without actually sending them to the iIRMX Human
Interface.

sc (orsubchar or substitutionchar )
Specifies a character in parentheses to be usedulymitas a substitution
character. By default, the substitution charactét isThe substitution character is
used to indicate substitution of formal parameters and esubmit variables.

set variable [= value ]
Sets one or more user-defined variable names to the specified numeric value. If the
value is not specified, the default is one. The variable list must be within
parentheses and the variables must be separated with commas. The requirements
for variable names and values are described in a later section.

reset variable _list
Sets one or more user-defined variable names to zero. The variable list must be
within parentheses and the variables must be separated with commas.

See also: Example 6 for this command
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Additional Information
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|:| Note

Do not include the following commands in an esubmit file:

backup rsh
pause ruptime
psh rwho
rcp rwhod
restore telenet
rlogin tftp

If you use a form of the following commands that requires user
input in an esubmit file, you must use #wesponse and
coresponse subcommands witBsubmitto access the user
repsonse. Without access to the required user input the
commands will fail.

accounting format
addloc ftp
copy help
copydir locdata
date permit
delete remini
deletedir rename
dir time
diskverify

Theesubmitcommand has these characteristics in common withubmit
command:

« Any program that reads its commands from the console input¢an be
executed from within an esubmit file. With certain restrictions described at the
end of this section, a submit file may be used withethémit command.

« Theesubmitcommand can be nested in an esubmit file to any level, within the
limits of memory.

- If esubmitis operating in the foreground, you may enter a <Ctrl-C> to abort
esubmit processing and return control to the command line.

« You own and have full access to any new files created bgstliemit
command, including files created by tioe over , orafter parameters.
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To use theesubmitcommand, you must first create a text file that defines the
command sequencdé&submit supports aliases similar to the way in which the
iIRMX CLI does for iRMX commands (note that this does not include alias support
for esubmitcommands). Thalias anddealiascommands, and alias expansion are
supported. The difference between the alias suppestibmitand in the iRMX

CLI is thatesubmittreats the "?" (question mark) character as a single character
wild card. The iRMX CLI treats the "?" character as a supported ASCII character
for the alias abbreviation and the alias expansion.

Other CLI commands, such hackground, cannot be used in the file. Before
submitting commands in the file to the @Submit processes these elements in the
file:

- formal parameters
« esubmit variables
« esubmit subcommands

In most cases, an error within an esubmit subcommand cesigesit to
terminate. When all commands in the esubmit file have been exeestixahit
displays:

END esubmit <pathname>

Formal Parameters

Formal parameters in the esubmit file are specified by the charaatevsfigre %

is the substitution character andanges from 0 through 9 and A through Z, in that
order. Letters used as formal parameters are not case-sensitive.eSMhemit

executes the file, it replaces the formal parameters with the actual parameter list in
theesubmitcommand. The first actual parameter replaces all instances of %0, the
second parameter replaces all instances of %1, and so forth. If the actual parameter
is surrounded by quotes (to avoid command-line interpretation of a comma, space,
or parenthesis in the paramete&3ubmitremoves the quotes before performing the
substitution. If there is no actual parameter that corresponds to a formal parameter,
esubmitreplaces the formal parameter with a null string.

Within each line of the esubmit file, substitution of formal parameters occurs
before processing of esubmit subcommands. Therefore, the metacharacter, a
subcommand, or an expression within a subcommand may be passed as an input
parameter.

See also: Example 1 for this command
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Variables are names defined by the user and set to a numeric or string value on the
command line or in an esubmit file. Numerical and string variable names can be 1
to 32 characters and are not case-sensitive. String variables follow the same
syntactic rules as numerical variables, except that all string variables start with an
underscore () followed by either A through Z or a through z. The maximum

length of the value of each string variable is 128 bytes.

There are five new read-only esubmit variables.

- date is a numeric variable that contains the valjymmddn decimal where
yyis the last two digits of the yeanmis the month, andd is the day of the
current date.

« time is a numeric variable that contains the vdlbenmssn decimal where
hhis the hourmmis the minute, andsis the second of the current time.

- _date is a string variable that contains the vatu@/dd/yywhereyy is the
last two digits of the yeammis the month, andd is the day of the current
date.

- _time is a string variable that contains the valbemm:sswherehh is the
hour,mmis the minute, andsis the second of the current time.

- _hostid is a string variable that contains the interconnect board id for the
current board.

Two variable names are reserved:

+ Commandexcep always contains the condition code of the last command
executed. This read-only variable cannot be changed withettoe reset
subcommands.

* Inputparameters is a read-only variable that contains the value of the
number of input parameters (within parentheses) that were passed by the CLI
to the command sequence definition file.

Variables can be set to any whole number value in the range 0-OFFFFFFFFH.
When you set a value, the default base is decimal, but you may specify the base by
appending one of these letters to the value: B for binary, O or Q for octal, Dor T
for decimal, H or X for hexadecimal, or E for enumerated. Enumerated numbers
range from 0 through 9 and A through Z, with equivalent decimal values of 0
through 9 and 10 through 35. To distinguish between variable names and values,
values must begin with a numeral 0 through 9.

See also: Example 2 for this command
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String variable values are assigned usingstt@ndfor subcommandsSet

supports concatenation using the plus (+) charaéter.supports sets inside braces

({ and }) delimited by commas. All values that are not other string variables must
be enclosed within quotation marks. Both single and double quotation marks are
supported, but they must match within a single assignment statement. An example
of asetcommand with a string variable is:

$SET _stringvar = "my string's value"

This assigns the value enclosed by the double quotes, including the single quote, to
the string variablestringvar . An example of @etcommand with
concatenation is:

$SET _stringvar = _stringvar + ' delimiter ' + _stringvar
An example of dor command with sets is:
$FOR _stringvar = {"one",'two’,_stringvar+"three's",'four’}

String variables are maintained in an internal table separate from the one for
numerical variables, and, therefore, do not count against the limit of numerical
variables. The default maximum number of string variables is 32. This is
configurable with the commanddocatestring, clearstring, andinitstring , which

are equivalent to thallocate clear, andinit subcommands for numeric variables,
respectively. The maximum allowable number of string variables is 128. Each
entry in the table takes 162 bytes (1 byte for the variable name length, 32 bytes for
the variable name, 1 byte for the string value length, and 128 bytes for the string
value).

Generally, a variable name with@submit subcommands may be used to represent
the value to which it is set. However, when writing information to a file or issuing
an OS command, you need the actual value as an ASCII string rather than the
variable name that represents the value. To accomplish this, format the variable
name in the esubmit file as a variable substitution string. eEbbmit command
replaces the substitution string with an ASCII string corresponding to the current
numeric value. This process is similar to replacing formal parameters.

Theesubmit command substitutes the value string for variables preceded by the
substitution character and metacharacter, and followed by the metacharacter. You
may format the way the value string is displayed when substitution takes place by
embedding optional control characters before the variable name. The syntax for
variable substitution is shown below; the characters cannot be separated with
spaces. The closing metacharacter may be replaced with an end-of-line or end-of-
file.

subchar metachar [ base digits zerosupp ] variable metachar
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Base, digits , andzerosupp are format control characters that may occur in any
order, but each may only be specified once for a given variable. Each control
character is preceded with a backslash (\). Control characters are not case-
sensitive. If no variable name is provided, the value 0 is substituted in the
specified format.

base By default, the value is substituted in decimal. You may specify the
base with a two-character code: \B for binary, \O or \Q for octal, \D
or \T for decimal, \H or \X for hexadecimal, or \E for enumerated.

digits This is a two-character code specifying the number of digits to use: \0
through \9. If the specified number is smaller than the number of
significant digits, this code is ignored (the string\2var$ with
var=1234 becomed234). If the specified number is greater than
the number of significant digits, the display is padded with leading
zeros (the stringe$\dvar$ with var=3 become®003).

zerosupp  If the value is 0, it is substituted in the number of digits indicated (one
by default), unless you specify 0 suppression with a\S or\Z. Zero
suppression takes precedence over the number of digits (the string
%$\Z\2var$ with var=0 displays nothing). Zero suppression does
not suppress leading Os in a non-zero value.

Examples of the string substituted for the varialjear = 165 are shown below:

Variable String Substituted String
%$myvar$ 165
%$\Hmyvar$ A5
%3$\z\Emyvar$ 00165

Part of a variable name may be formed by embedding a formal parameter or
another variable substitution string. The forroivariableX $ wherevariable

is at least one character akits a formal parameter (%0 through %Z) or a second
variable string. For example, assume the varialylear2 has the value 7, the first
input parameter (%0) is 2, and the variabltex2 has the value 2. During
substitution, the string®$myvar%0$ %$myvar%s$index2$$ , and
%$myvar%e$index%0$$ become instances ef$myvar2$. Each is replaced

with 7.

When aresubmit command is nested in an esubmit file, the nessathmit shares
no variables with the pareasubmit Each invocation oésubmit starts with a
buffer large enough for 80 variables. Refer todlwzate |, clear , andinit
subcommands for information about manipulating the buffer size.
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Using Esubmit Subcommands

Esubmit subcommands are commands in the esubmit file to control processing.

You indicate a subcommand with a metacharacter ($ by default) at the beginning of
the line in the esubmit file. The metacharacter must be in the first column; if you
indent subcommands, do not indent the metacharacter. Subcommands are not case-
sensitive. A subcommand may be continued on subsequent lines with the
continuation character (& by default). Any text following the continuation

character on the same line is ignored. Subsequent continuation lines may

optionally include a metacharacter in the first column.

Within a subcommand, the semicolon (;) is a comment character. Any text
following a semicolon on a subcommand line is ignored. However, variable
substitution and input parameter substitution occur in a comment.

Some subcommands define programming expression blocks that conditionally
execute OS commands within the block. The subcommands to terminate a block
(endif , endwhile , enduntil ,endcase , end, andnext ) are matched with the
most recent corresponding subcommahd ifexist , ifnotexist, dowhile ,
dountil , case, do, andfor ). Programming expression blocks may be nested up
to 14 deep, in any order. Subcommands may contain mathematical or logical
expressions as arguments. Elements in expressions are not case-sensitive.

Mathematical and Logical Expressions

Mathematical expressions are expressions evaluated to a whole number in the range
0-OFFFFFFFFH. Mathematical expressions have the form:

operand [ operator operand ...

An operand may be a numeric constant (optionally followed by a character
indicating the base), a variable, or another mathematical expression enclosed in
parentheses.

Operators are the characters % (modulus), * (multiplication), / (division), +
(addition), and - (subtraction). When the substitution character is %, a space or tab
must follow the % modulus operator on a subcommand line. Otherwise, the
substitution character takes precedence over the modulus operator. This is the
order of precedence for operators:

0

% Evaluated left to right
*and / Evaluated left to right
+ and - Evaluated left to right
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This is an example of a mathematical expression:
(36H / (17 + subtotal)) % 32

Logical expressions are expressions evaluated to TRUE or FALSE. TRUE is
defined as the least significant bit on (all other bits are ignored) and FALSE is
defined as the least significant bit off (all other bits are ignored). Logical
expressions have the form:

[not]  variable [ relation expression 1[ logical [not] variable  ...]

Relation is one of <, <=, =, <>, >=, or >Expression is a mathematical
expression enclosed in parentheses, a variable, or a numeric constant (optionally
followed by a character indicating the basijgical is one of the logical

operators AND, OR, or XOR. This is the order of precedence for elements in a
logical expression:

0
NOT

AND, OR, and XOR Evaluated left to right. (The current order of evaluation
does not follow commonly accepted practice, which is
AND evaluated left to right, then OR and XOR
evaluated left to right.)

This is an example of a logical expression:

myvar = 32T OR NOT myvar = 10H
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Subcommand Descriptions

allocate Theallocate , clear , andinit subcommands adjust the size of
clear the variable table buffer. This is a buffer that stores the variable
init names and values; whesubmitis invoked the buffer has room for

80 variables.Init andclear are equivalent, and reinitialize the

buffer so no variables are currently stored inaitocate

reinitializes the buffer without losing the current contents, unless you
specify a new buffer size smaller than the existing number of
variables. These subcommands can be used to dynamically tune the
esubmit memory requirements and resource availability. It takes 37
bytes to store each variable in the table: 1 byte for the variable name
length, 32 bytes for the name, and 4 bytes for the value. The form of
the subcommand is

$keyword [ mathematical expression |

wherekeyword isallocate ,clear , orinit , andmathematical
expression is the number of variables to be supported by the new
table. The maximum number of variables is 600H; if more than
600H are requested, the number is reduced to 600H. If you specify
0, or if no mathematical expression is provided, the default number is
80. If you usallocate  to make the buffer smaller than the current
number of variables, only the specified number of variables is
preserved. The most recently declared variables are lost.

See also: Example 3 for this command

If an error is encountered trying to change the buffer using one of
these subcommandssubmit continues and the previous variable
buffer is maintained.

break Thebreak subcommand executes an Interrupt 3 to break to the
debug monitor. When this subcommand is executed, all processing
in the system is halted. To allow pending I/O to complete before the
INT 3, itis prudent to executedalay subcommand immediately
before thenreak . The subcommand has the form:

$BREAK
See also: Example 4 for this command
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default...
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These subcommands conditionally execute lines of text between
them, where the text may be other subcommands and/or OS
commands.Case begins the conditional block aeddcase
terminates it.Value and, optionallydefault define blocks of text
between thease andendcase .

Only one block of text is executed: the block following the first
value expression equivalent to the value in thee subcommand.
If novalue expression is equivalent to tbese expression, the
block of text following thedefault subcommand is executed.
(Includingvalue subcommands after thiefault subcommand is
pointless, since thdefault  or a previousalue expression will
have already forced execution of a text block.)

Thecase...endcase block has the form:

$CASE mathematical expression

$VALUE mathematical expression

text

[SVALUE mathematical expression ]

[ text ]

[SDEFAULT mathematical expression ]
[ text ]

$ENDCASE

This is an example of @se...endcase block:
$CASE 5 - 200 % (myvar * 3)

$VALUE newvar - 1

text

$VALUE (newvar * 2) - 3

text

$DEFAULT

text

$ENDCASE

See thallocate , clear ,init description.
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coresponse
eoresponse

continuationchar
contchar

Command Reference

These commands execute thesend_co_responsand
c_send_eo_respondduman Interface calls. They use a
prompt_string  as the message parameter, which is sent to :CO:
(for coresponse ) or to the operator's terminal (feoresponse ).
Execution will be halted until input is received. Aaresponse

input must come from the operator's terminalcofesponse input
will come from whatever is attached as :CO: (possibly another
esubmitfile that is executing this one). The syntax is:

$CORESPONSFariable [prompt_string]

$EORESPONSWariable [prompt_string]

wherevariable  is a numeric or string variable and the optional
parameteprompt_string is a string constant enclosed in quotes or
a string variable expression.

Examples:
$CORESPONSE _input_string "Enter a string value: "

$CORESPONSE _opt “Enter dir opt: “
dir $ %$_opt$

$EORESPONSE input_var "Please enter a numeric
value: "

$EORESPONSE _opt “Enter dir opt: “
dir $ %$_opt$

These subcommands are equivaletdintchar changes the
continuation character from the point where this subcommand
occurs. The continuation character (& by default) specifies that a
subcommand continues on this line. For example, to make @ the
continuation character, use the subcommand:

$CONTCHAR @
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copydependency

createdirdependency
mkdirdependency

delay
pause
sleep
wait

Thecopydependency subcommand copies one file over another
under certain conditions. It has this syntax:

$COPYDEPENDENCHrget | dependency [ access ]

wheretarget is a single filenamejependency is a single

filename, anchccess is an optional parameter listing the World
access rights to be granted to the target file if a copy is performed.
(In the syntax above, you must enter the pipe symbol (|) as part of the
command. It means that the dependency file follows, as imate
command. In this case, the pipe symbol does not mean enter either
target  or dependency as part of the command.) If the target file
does not exist, or if the dependency file has been modified later than
the target file, then the dependency file is copied over the target file.
Choices foraccess include any permutation of "DRAU" access. If
you do not specifiaccess , the current user will have DRAU access,
and all other non-Super users will have ---- access.

These subcommands are equivalent. They create a directory unless
the specified directory already exists. The syntax is:

$CREATEDIRDEPENDENC¥rget
$MKDIRDEPENDENCYarget

wheretarget is a single directory name. If the target directory
does not exist it is created, with World DLAC access rights.

These subcommands are equivalent. They delay execution of the
esubmitfile for a specified amount of time. The form of the
subcommand is

$keyword delaytime

wherekeyword is one ofdelay , pause, sleep , orwait , and
delaytime is a number, variable, or mathematical expression that
indicates the amount of time to delay, in hundredths of seconds.
This list shows the amount of delay time for various commands:

Subcommand Seconds Delayed
$DELAY 100 1

$PAUSE 200 2

$SLEEP 5 * 100 5

SWAIT myvar 10, when myvar = 1000
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dependency...
enddependency

do...end

dowhile...
endwhile,
dountil...
enduntil

eoresponse

Command Reference

Thedependency subcommand conditionally executes any
commands until thenddependency subcommand, depending on
certain conditions. It has this syntax:

$DEPENDENCYarget | dependency_list
<esubmitand iRMX commands>
$ENDDEPENDENCY

wheretarget is a single filename andependency list is a list

of filenames delimited by spaces or tabs. (In the syntax above, you
must enter the pipe symbol (]) as part of the command. It means that
the dependency file follows, as in theake command. In this case,

the pipe symbol does not mean enter eitagret  or dependency

as part of the command.) If the target file does not exist, or if no
dependency files are specified, or if any of the dependency files have
been modified later than the target file, the commands inside the
dependency/enddependency loop are executed. Otherwise, they will
not be executed.

See thdor...next description.

These subcommands conditionally execute the intermediate block of
text in a loop, based on logical expressions involving variables.
Dowhile...endwhile executes the text as long as the conditional
expression evaluates to TRUBountil...enduntil executes the
text as long as the conditional expression evaluates to FALSE. The
subcommands have the form:

$DOWHILE logical expression
text

$ENDWHILE

$DOUNTIL logical expression
text

$ENDUNTIL

These are examples of subcommands that cause infinite loops:

$DOWHILE 1
text
$ENDWHILE

$DOUNTIL O
text
$ENDUNTIL

See thecoresponse , eoresponse description.
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Chapter 2

Theexit andquit subcommands end the currestibmit

processing. If the current esubmit file was invoked witinelade
command from another esubmit file, then processing of that parent
file is also ended. If the current esubmit file was invoked from an
esubmitcommand in another esubmit file, then processing of that
parent file resumes. The subcommands are equivalent and have the
following syntax:

SEXIT exit_value
$QUIT exit_value

whereexit_value is a mathematical expression whose value is
passed to the Human Interface as the command exception when
esubmitexits using theq_exit_io_job system call.
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for...next,
do...end

Command Reference

These subcommands execute a block of text a specified number of
iterations. Do...end is equivalent tdor...next . The
subcommands typically have the form:

$FOR variable = startvalue TO stopvalue [STEP
stepvalue ]

text

SNEXT

$DO variable = startvalue TO stopvalue [BY
stepvalue ]

text

$END

Startvalue , stopvalue , andstepvalue may be numeric
constants, variables, or mathematical expressions enclosed in
parenthesesStartvalue  must be less than or equalstopvalue

to enter the loopStepvalue is always interpreted to be greater
than or equal to 0. Text following thext subcommand on the
same line is ignored. Thereforext always ends the loop begun
by the lasfor subcommand. In nested loops, specifyBNGEXT
variable_name  does not necessarily end the loop begun with a
$FORvariable_name = ... subcommand.

See also: Example 5 for this command

If the value of the loop variable is modified within the loop (using

theset subcommand), the next iteration increments the modified

value of the variable instead of the previous iterative value. The

same variable should not be used as a loop counter within nested
loops.

Thefor andnext and thedo andend subcommands must occur as
pairs. You can not havefar...end or ado...next  block.
However, thestep andby keywords are interchangeable.

An alternate form of these subcommands is to iteratively assign the
variable to a set of values in a list. The loop executes once for each
value in the list, independently of whether the variable is modified
within the loop. This form of the command is:

$FOR variable ={ list }
text
SNEXT
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List is a series of numeric constants, variables, or mathematical
expressions enclosed in parentheses. Surround the list with braces
({}) and separate each item in the list with commas.

This example would execute five times, once for each value in the
list:

$DO loopvar = & {10,(4*9),myvar,(myvar*2),%$myvars$}
text
$END

gethostid Sets an environment variable to the value of the Multibus Il slot ID
of the host CPU board. If an error is encountered, such as not having
the Nucleus Communication System configured, the environment
variable is set to OFFH. This is the syntax:

$GETHOSTID variable

178 Chapter 2 Command Descriptions



HI command esubmit

if/ifexist... These subcommands conditionally execute blocks of text, based on
ifnexist. .. logical expressionslf |, ifexist , ifnexist or ifnotexist

ifnotexist. . begin the conditional block arhdif terminates it.Else , elseif
else... elseifexist , elseifnexist andelseifnotexist may be used
elseif. between théf/ifexist and theendif ; only one block of text

o defined by the subcommands is executéekist
elseifexist... L . . . . .

. . elseifexist, ifnexist , ifnotexist , elseifnexist and
EISe!fneX'Stf‘ elseifnotexist are similar taf andelseif , except that the
elseifnotexist... conditional expression is a pathname. The positive conditionals
endif evaluate to TRUE if the file exists (even if it's an empty file) or

FALSE if it doesn't exist. The negative conditionals evaluate to
TRUE if the specified file does not exist, or FALSE if it does exist.

The subcommand block has the form:

$IF logical expression

text

[SELSEIF logical expression ]
[ text ]

[SELSEIFEXIST filename ]

[ text ]

[SELSEIFNEXIST filename |

[ text ]

[SELSEIF logical expression ]
[ text ]

[SELSE]

[ text ]

$ENDIF

The block shown above could begin with the staterfEBmXIST
filename . This is an example of using these subcommands:

$RESET EOK

$IF r_32 AND NOT (COMMANDEXCEP = EOK)
text to handle error condition

$ELSEIFEXIST a.inc

$INCLUDE a.inc

$ELSE

text to handle default case

$ENDIF
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This subcommand executes the contents of another file as if the text
existed in the current esubmit file. The scope of variables and input
parameters for the included file is the same as for the including
esubmit file. The nesting limit fonclude is 6.

The subcommand has the form:
$INCLUDE filename

wherefilename is either the full pathname of the file or the
pathname relative to the current working directanclude does

not append any extension to the specified filename. For example, to
include the filetest.incin thecsdsubdirectory under your current
working directory, the subcommand is

$INCLUDE csd/test.inc.

See thallocate , clear ,init description.
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log

metachar

Command Reference

Thelog subcommand appends a log message to a file. The
subcommand has the form:

$LOG filename [ list ]

wherefilename is any valid pathname ardt  is an optional list

of arguments to be written to the file. Arguments in the list must be
separated with spaces. Arguments can include text strings (quotes
are not required) and variables in substitution format. If the
Universal Development Interface (UDI) is part of the current iRMX
system, the date and time are the first two arguments in the line
written to the file. The argumentsfist are appended to the line

in order, separated in the log file by two spaces. Arguments longer
than 12 characters are truncated; arguments shorter than 12
characters are padded in the log file with trailing spaces.

If the file exists, the line is appended to the end of the file. If the file
does not exist, it is created. If an error is encountered while trying to
attach or create the file, an error message is displayed alod the
subcommand is aborted, begubmit continues executing. Examples
of thelog subcommand are:

$LOG

$LOG file.log

$LOG file.log Command_%3$\3myvar$ Error_=
%$commandexcep$

If no parameters are provided in thg subcommand, as in the first
line above esubmitwrites the date and time tco:. For the$LOG
file.log commandesubmit writes the date and time to the log
file. For the third example abovesubmit writes the date, time, and
"command_002=00" to the log file.

Use this subcommand to change the metacharacter from within the
esubmitfile. For example, if the metacharacter has not been
changed on the command line, the subcommand to make # the
metacharacter is:

$METACHAR #
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Themin andmax subcommands assign to a variable the minimum or
maximum value from a list of values. The subcommand has the
form:

$keyword variable { list }

wherekeyword is eithemin or max and/ist is a series of
operands separated by commas. The operands may be mathematic:
expressions enclosed in parentheses. For example:

$MIN minvalue {10,30,99,%$myvar$,42}
$MAX maxvalue {10,30,99,(myvar% 20),42}

See thalelay description.

Therandom subcommand returns a pseudo-random value. It has
this syntax:

$RANDOMariable maximum_value

wherevariable is anesubmit numeric variable and

maximum_value is a mathematical expression as defined in the
"Mathematical and Logical Expressions" section under this
command descriptionRandom executes a call tget_timeand

returns the value (time MOBiaximum_value ). This is not a true
random number function because the variation of the value returned
by consecutiveandom functions is dependent on the time elapsed
between the calls.

Set sets a variable to a specified value. If no value is specified, the
default is one.Reset sets a variable to 0. These subcommands
have the form:

$SET variable [= mathematical expression |
SRESET variable

Examples are:

$SET r_32

$SET iteration = iteration + 1

$SET execution_cnt = (iteration * loop ) / 10H
$RESET a

See thalelay description.
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substitutionchar These subcommands are equivaleéibchar changes the

subchar

wait

substitution character (% by default) from the point ingbebmit
file where this subcommand occurs. For example, this is the
subcommand to make @ the substitution character:

$SUBCHAR @
See thalelay description.

Compatibility with Submit Files

A file that works with thesubmit command may be used as an esubmit file, with
these restrictions:

Examples

1.

A line that begins with $ is assumed to beesanbmit subcommand. If this
occurs in the submit file, change the metacharacter on the command line to a
character that does not occur at the beginning of the line.

If the two characters %$ occur in sequence, where % is the substitution
character and $ is the metacharacter, the text that follows until a closing
metacharacter is assumed to beesmbmit variable. If this occurs in the

submit file, change the substitution character and/or the metacharacter on the
command line. If you change the substitution character, you must also change
the character used in the submit file for substitution of formal parameters.

If the two characters %X occur in sequence, where % is the substitution
character and X is any character from A to Z, upper- or lower-case, the
characters are assumed to be a formal parameter. If this occurs in the submit
file, change the substitution character on the command line. You must also
change the character used in the submit file for substitution of formal
parameters.

The file must use full command names rather than CLI-supported aliases. For
example, usattachdeviceinstead ofad. CLI commands such adias,
dealias andbackground may not be used in an esubmit file.

This is aresubmitinvocation that calls the fileest.cscand uses thset
subcommand:

esubmit test (:sd:testdir/testl, :sd: testdir/test2) &
set (decision=1)
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This code is the filéest.csclit uses théf , else , andendif subcommands:

$if decision = 1
%0
$else
%1
$endif

The esubmit invocation will be interpreted as:

$if decision = 1
:sd:testdir/testl
$else
:sd:testdir/test2
$endif

2. This examples use tiset subcommand:

$set num = 255

$set bin_num =11111111b
$set oct_num = 377Q

$set hex_num = OFFh

3. These examples use the allocate, clear, and init subcommands:

$clear :clears variable buffer of all variables

$init :same as clear

$allocate 100 ;creates variable buffer capable &
of having 99 variables

$allocate %0 :creates a variable buffer the &

size of the first parameter-1
4. This command sets a delay of 2 seconds before the break:

$delay 200
$break

5. This example references all of your input parameters sequentially using the
for andnext subcommands:

$for loopvar = 0 to (inputparameters-1)
%%$\Eloopvar$
$next

Loopvar would take on the values 0,1,...,9,A,...Z depending on how many
parameters you passed in. The substituiess\Eloopvar$ would give you
%0, %1,...9%9,%A... which in turn would give you your parameters.
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6. These aresubmitinvocations of the filéest.csd
esubmit :sd:testdir/test (:amh:,1)
esubmit test (:amh:,1) over log/test.log echo
esubmit test (:amh:,1) cc(\) mc(@) sc(#)&
set (dos_IvI=330,file_driver=1)

esubmit test (:amh:,1) reset (dos_lIvl,file_driver)

Error Messages

The error messages listed undersbhbmit command may be returned, as well as:

error creating variable buffer
An error was encountered creating the variable table buffer segment. If this error is
caused by invokingsubmitwhile trying to create the original variable table
buffer, it is fatal and causesubmitto exit. If the error is returned because of an
allocate ,clear , orinit subcommand, itis not fatal. The original variable
buffer is maintained.

illegal ASCII base
The code used to indicate a numeric base is not a valid value.

illegal subcommand
The esubmit file contains a line with the metacharacter in the first column, but it is
not followed by a supported subcommand.

illegal invocation parameter
Theesubmitinvocation line contains an illegal parameter.

illegal operand
The subcommand did not find a valid operand (%, *, /, +, or -).

illegal relation
The subcommand did not find a valid relation (<, <=, =, <>, >=, or >)

illegal variable name
The esubmit file contains a reference to an illegal variable name.
insufficient input
The subcommand did not contain sufficient input to complete its function.
misplaced logical
The subcommand found a logical keyword (NOT, AND, OR, or XOR) where one is
not allowed.

misplaced parenthesis
The subcommand found a parenthesis where one is not allowed.

missing environment command
The esubmit file contains the metacharacter in the first column of a line, with either
nothing or only a comment character following (regardless of spaces and tabs).
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missing logical
The subcommand did not find a valid logical keyword (NOT, AND, OR, or XOR)
where one was expected.

missing operand
The subcommand did not find a valid operand (%, *, /, +, or -) where one was
expected.

nesting limit exceeded
Theinclude nesting limit of six has been exceeded.

unmatched (
An unmatched open-parenthesis was encountered.

unmatched )
An unmatched close-parenthesis was encountered.

unmatched command

A subcommand was encountered that required a previous subcommand for it to be

valid. This could be caused by:

« Anelseif ,else , elseifexist , orendif without a preceding or
ifexist

e Avalue ,default , orendcase without a precedingase

e Anendwhile orenduntii  without a precedindgowhile ordountil
respectively
« Anext orend without a precedinfpr ordo, respectively.

variable limit exceeded
More variables have been declared than can be supported in the current table.
Refer to theaallocate , clear , andinit subcommands.
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exit

Exits the system manager mode that was entered with a preupeiscommand.

Syntax

exit

Additional Information

When you enter this command, the CLI changes your user ID back to the ID you
had before entering the lagiper command. It also changes the system prompt
back to the prompt in effect before theper command.

Error Messages

exit, allowed only in super mode
You invoked this command without previously invoking sluger command.

<parameter>, unexpected parameter
You entered a parameter; theit command does not take any parameters.

<condition code:mnemonic>, during exit execution
An internal system problem occurred which prevented the CLI from setting the
default user.
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find

Searches a directory tree for files with names that match a given pattern. For each
matching filename, the full pathname is displayed.

Syntax

find pattern [ directory  [to|over|after outpath 1]

Parameters

pattern
A pattern filename that may contain wildcards.

directory
The pathname of the directory to search for matching filenames. All subdirectories
are also searched.

to|over|after outpath
Writes the output to the specified file rather than to the screen.

Additional Information

Thefind command recursively descends a directory hierarchy comparing the
pattern with each data or directory file in the tree. If you do not specify a
directory,find searches the current working directory. However, you must specify
a search directory if you direct the output to a file usingdhever , or after
parameter.

This command finds all files under the current directory that beginterith It
writes their pathnames to tfiadlogfile in this directory:

find term* $ over findlog
This command displays the pathnames of all files on this volume that dnd in

find *doc /
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findname

Finds the spokesman system on the network that has cataloged a specified object
name in its Name Server table.

Syntax

findname object name [P= property ][R= retries ][L]

Parameters

object _name
The name of the object to locate. This may be the name of a file server or virtual
terminal server, or any other object in the Name Server object tables.

property
The property type of the object to be located; assumed to be a hexadecimal value.
You need not specify an H after the value unless it contains the letters A-F. Any
letters in the hexadecimal value must be entered in upper-case (but the H need not
be). If a property type is not specified, 5H is the default.

retries
A decimal number of times the Name Server should try to find the spokesman
using a different slot ID (necessary only for Multibus Il spokesman systems). The
maximum is 21. The default is 8.

L Additionally display the Ethernet address of the spokesman system.

Additional Information

Table 2-4 shows some of the property types defined by Intel. Types with values
8000H and higher are available for user definition.
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Table 2-4. Property Types Used in Name Server Entries

Type Value Kind of Entry

0000H File server TSAP ID

0001H File client TSAP ID

0002H Name of client

0003H File server transport address
0004H Configuration objects

0005H Host unique ID
0000H-7FFFH Reserved by Intel
8000H-0FFFFH Available for user applications

Thefindname command provides information about the system whose Name
Server has cataloged the specified object. fiiltmame command returns the

name of the system where the given object is entered. If an object by the same
name is cataloged on multiple systems, only the first system found is listed. You
may specify an object by its name or by name and property type.

Thefindname command tries up to eight times to find the name of the system
where the given object is entered. This is necessary because in Multibus I
systems, the host can be located in any one of the slots, and the slot ID is used as
part of the unique ID for the object. If the Multibus Il system contains more than
eight slots, specify theetries  option to increase the number of trials. Repeated
trials are indicated by this message, whrestands for the number of trials:

finding IRMX System name - Trial n

In Multibus | and PC systems, tiedname command finds the name of the host
in the first trial.

See also: Format of names and addresstsameandloadnamecommands,
in this chapter

Error Messages

<object_name>, illegal name
The name given in the command line is longer than 16 characters. Execute the
findname command again with a valid object name.

<object_name>, illegal property
The property type of the object specified in the command line is longer than four
characters. Execute tfisdname command again using a valid property type.
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<object_name>, illegal option
The switch specified in the command line is not correct. Execute the command
again giving the correct switch.

Spokesman name for object not found
The name of the host with the property type 0005H is not entered in the object
table of the spokesman. Tfiedname command could not find the name of the
spokesman; it displays the Ethernet address of the spokesman system.

<name>, name does not exist
The given object does not exist in the network.
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format

Formats an iRMX or DOS volume on an attached device, such as a diskette or harc
disk. Theformat command cannot format a device across a network.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

format :

format :

format :

192

logical_name [ volume_name ] [named|DOS|physical
[ options 1]

logical_name : getbadtracks [> pathname |
logical_name : bootstrap [msaboot|pcboot]

Use one of the three forms of the command shown above. The main optional
parameters for formattingamed, DOS, ancbhysical devices are shown below.
The options fophysical and DOS are a subset of the optionsfoned.
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{form at)—C logical-name >
num
I
force extensionsize= granularity= mapstart=
num num num
I

S oin
btonly=
filenarme

setbadtracks

I

=
Options for Formatting Named Devices

460rmat>—60gical-name/1
num
I
OM02734

Options for Formatting DOS Devices

W-2695
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—Gormat)—@ogical—name/:

num filename
btonly=
filename

setbadtracks

W-2655
Options for Formatting Physical Devices

Parameters

logical _name
Logical name of the physical device-unit to be formatted. You must surround the
name with colons.

volume _name
An optional alphanumeric ASCII name, of up to 6 characters without embedded
spaces, to be assigned to a named volume. You must not leave spaces between tt
logical name and the volume name.

na(med) The volume can store only named files; that is, it can hold many files that can be
accessed by individual pathnames. Diskettes and hard disks are typically formattec
for named files.

DOS The volume can store only DOS files.

p(hysical ) (orpi)
The volume can be used only as a single, physical filefiftke |,
extensionsize , granularity , mapstart , andreserve parameters are not
meaningful). If neithenamed norphysical is specified, the volume is formatted
for the file type specified when the device was attached.

quick
An option fornamed andDOSdevices that bypasses the normal low-level format
and simply writes the file system to the device.
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fi (les )= num
A decimal number, 1-65528, defining the maximum number of user files that can
be created on a named volume. (The maximum may be limited by different
combinations ofjranularity andextensionsize  .) The default number is
200. Theeserve andmsaboot parameters each require one of the files
allocated.

force  Forcibly deletes any existing connections to files on the volume before formatting
the volume. If connections exist and you do not spédaite , you cannot format
the volume.

e(xtensionsize ) (ores )= num
A decimal number, 3-255, specifying the number of bytes in the extension data
portion of each file. If not specified, the default extension size is 3 bytes.

g(ranularity ) (orgu )= num
A decimal number, 1-65535, specifying the volume granularity. This is the
minimum number of bytes to be allocated for each increment of file size on a
named volume. The value you specify is rounded up to the next multiple of the
device granularity, and becomes the default file granularity for every file created
on the volume. If not specified, the default granularity is the device granularity.

See also: Device tables, Appendix E

m(apstart ) (orms)= num
The block number on the volume where the fnodes file, bit map files, and root
directory should start. The size of the block is set bythweularity parameter.
If no number is given, the OS puts the fnodes file in the center of the volume. If
the number is too low, the OS places the map files at the lowest available space on
the volume.

i (nterleave ) (oril )= num
A decimal number, 1-255, specifying the interleave factor for a named or physical
volume. If not specified, the default value is 5. Track 0 is not affected by this
value.

bt (or btfile or badtrackfile )
Names a file containing bad track/sector information to be written to the volume.
Unless you specifgverwrite , the information from the file is merged with any
bad track/sector information existing on the disk, and is written to the disk before
the volume is formatted.

btonly ldentical tobadtrackfile , except that the rest of the volume is not formatted
after the bad track/sector information is written.

s(etbadtracks ) (orsbt )
Invokes a user interface that allows you to enter bad track/sector information from
the keyboard.

Command Reference Chapter 2 195



format HI command

o(verwrite ) (orow)
Bad track/sector information existing on the disk is overwritten by information you
provide. This parameter is only meaningful when used withdbeackfile ,
btonly , orsetbadtracks  options. If you do not specitywerwrite  with one of
these options, the default is to merge the bad track/sector data you supply with the
bad track/sector information already on the device.

r (eserve )
Creates the special fil®saveat the end of a volume after formatting. The volume
label file and the fnode file are copiedri@tsave This file may be used in
conjunction with thealiskverify utility to back up the fnodes file on the volume.
Ther?savefile is not updated when files are altered; you update the file by using
diskverify or by specifyingoackup in theshutdown command.

g(uery ) Issues this prompt for permission to format the volume:
<volume name>, format?

EnterY or R to format the volume. Any other response is considered tmbe a

world  Makes the World user the owner of the formatted disk's root fnode, regardless of
what user issues tiermat command.

msa(boot )
Writes the Multibus Il System Architecture (MSA) second stage bootloader in a file
namedr?secondstagand initializes the Bootloader Location Table (BOLT) in the
volume label to point to it. When this parameter is used aibkstrap , the
r?secondstagéle is written without formatting the rest of the volume.

pcboot
Writes the second stage bootloader for PC platforms to track O of the volume.
When this parameter is used witbotstrap , the second stage is written without
formatting the rest of the volume.

gbt (orgetbadtracks )
Existing bad track/sector information is read from the disk and displayed. This
option may be used only on a hard disk that is not the system dedge (f this
option is specified, all other options are ignored. However, you can redirect the
output to a file (3pathnamg and use the file when reformatting the disk.

bs (orbootstrap )
Writes the second stage of the Bootstrap Loader onto track 0 without formatting the
volume. When this parameter is specified, the only options that apply are
msaboot or pcboot .
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Additional Information

|:| Note

You cannot use this command with a device that you access
through NFS or through iRMX-NET.

Hard disks, diskettes, and RAM disks must be formatted as named or DOS volumes
before you use them to store and access files. For example, you must format all
previously unused diskettes before storing files on them. Formatting a volume as
named or DOSalso includes ahysical format, or low-level format.

If you do not specifjmamed , DOS or physical , the volume is formatted as
appropriate for the file driver attached to the connection specified when the device
was attached. For example:

format :c_rmx3: /*formats a named disk*/
format :c_dos: /*formats a DOS disk*/

Although you could use tHermat command to format a tape, the proper header
information is not created on the tape for use withbtlekup andrestore
commands. Instead, use themat option of thebackup command.

Before formatting a volume, you must attach it withakttachdevicecommand.

When formatting a diskette, you must attach it by its physical name. The physical
name you specify determines the device characteristics used when you invoke
format.

See also: attachdevice in this manual

Low-Level Format for Partitioning

A named or DOSformat of a complete (non-partitioned) volume includes a low-
level format, unless you also specify theck option. On a hard disk where you
want to create partitions, you must first do a low-level format, then partition the
volume, and finally format each partition. To do the low-level format, specify
named or DOS without thequick option. (Do not specify physical low-level
format as preparation for partitioning.) Then partition the disk withidisé
command.

After partitioning, format each partition asamed or DOSvolume. The format
command performs only a high-level (file system) format when you format a
partition. You can specify thguick option, but it is not necessary to prevent a
low-level format after partitioning.
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Volume Name

Specifying a volume name makes a convenient volume reference (for example, it
identifies a diskette with a lost or destroyed label). The volume name is displayed
when you list any directory of the volume. Once the volume is formatted, you
don't need to specify the volume name in commands; you only specify the logical
name for the device.

DOS Format Option

This option forces a DOS file system to be installed on the device. It overrides the
file driver that is attached to the logical device. A DOS file system can also be
installed by attaching to the device using the DOS file driver.

These examples illustrate the DOS format option:

attachdevice d_dos as d_dos DOS
format :d_dos:

or
format :d_dos: DOS

This is the output message for DOS volumes:

volume (<volume name>) will be formatted as a DOS volume
device gran =512 interleave = 5
root dir size =512 volume size = 30,719K
volume gran = 2,048 available bytes = 30,656 K
fat type =16 number of clusters = 15,328
number of fats =2 sectors/cluster = 4
sectors/fat =60
Where:
device gran The low-level sector granularity of the device.
interleave The sector interleave factor.
root dir size The number of file slots available in the root directory.
volume size The total volume size.
volume gran The allocation granularity (size of a cluster).
available bytes The free space on the device (total space - file system
overhead).
fat type Either a 12-bit or 16-bit FAT (file allocation table).
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number of clusters
Total number of allocation units in the file system.

number of fats Is always 2.
sectors/cluster The number of disk sectors per each allocation cluster.
sectors/fat The size of each fat, in sectors.

Quick Format Option (Named and DOS Only)

This option causes tHermat command to bypass the low-level format and simply
write the file system to the device. It is useful for formatting devices that have
been previously formatted, either by the manufacturer, or by a previous use of
either the DOS or iRMXormat command. A file system can be quickly changed
from one supported file system to another by using this option. All data on the
device is lost, just as in a full format. Titpgick option is ignored if you specify a
physical format.

This is an example quick format command:
format :a_dos: QUICK
When performing a quick formdgrmat displays this message:

volume (xyz) will be quick-formatted as a [DOS|NAMED)]
volume

Files and Fnodes (Named Only)

The number of fnodes on a volume defines the number of files that can exist on the
volume. Each fnode is a data structure that contains information about a file. Each
time you create a file on the volume, the OS records information about the file in

an unused fnode. Later, it uses the fnode to determine the location of the file on
the volume. You can enter thepstart option to locate fnodes anywhere on a
volume. If this option is not entered, the OS puts the fnodes in the center of the
volume.

The number of fnodes created during formatting is the number you specify with the
fles parameter, plus 7. Six of the additional fnodes are for internal system files
and one is for the root directory. If you specify tiserve or msaboot

parameters, one fnode is used for each parameter. For example, if you use the
defaultfiles  value of 200, 207 fnodes are established and you may create 200
files on the volume. If you specifgserve andmsaboot , you may create 198

files.

Two of the internal system files created during formatting are not listed in a
directory. The other four files (five if you specifsserve ) are listed in the root
directory as hidden files. The OS grants World read access to these files.
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The files are listed below; the volume label file is a special file occupying the first
3328 bytes of the volume:

File Description

r?spacemap Volume free space map

r?fnodemap Free fnodes map

r?badblockmap  Bad blocks map

r?volumelabel Volume label

r?save Save area for fnodes and volume label (created by the

reserve parameter)

See also:  Disk Verification, Appendix B

Owner of the Root Directory (Named Only)

The fnode for the root directory lists the user who formats the volume as the owner,
giving that user all access rights. No other user has access to the root directory
until the owner explicitly grants access. The owner can grant other users access tc
the volume with thg@ermit command. However, because the owner has all access
rights to the root directory, the owner can obtain exclusive access to the volume,
and can obtain delete access to any file created on the volume, even files created |
other users.

Extension Data (Named Only)

Each fnode contains a field that stores extension data for its associated file. An OS
extension can access and modify this extension data by invoking the
a_get_extension_datanda_set_extension_dataystem calls. You can use the
extensionsize parameter to set the size of the extension data field in each

fnode. Although you may specify any size from 0 to 255 bytes, the HI requires all
fnodes to have at least 3 bytes of extension data.

See also: a_get_extension_datanda_set_extension_dataystem calls,
System Call Reference

Volume Granularity (Named Only)

200

The volume granularity is the minimum block assigned for files created on the
volume. For example, if the volume granularity is 128 bytes, the I/O System
automatically allocates permanent storage to each new file created on the volume
in multiples of 128 bytes, regardless of whether the file requires the full amount.
The default volume granularity is always the granularity of the physical device.
When you specify the granularity, the value is rounded to the next multiple of
device granularity. That number is written in the header of the volume, where it
becomes the default file granularity when a file is created on the volume.
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Using a volume granularity larger than 1024 might cause users to exceed their
memory limits when executing programs that reside on the volume. This error can
occur because the OS uses the volume granularity as a minimum buffer size when
reading and writing files.

Relationship Between Files, Extension Size , and Granularity (Named
Only)

Although thefiles , extensionsize , andgranularity parameters have the
maximum values listed in the parameter descriptions, the combination of these
parameters must also satisfy this formula:

(87 + extensionsize) * (files + 7) / granularity < 65535

Theformat command displays an error message if the combination of values you
specify for these parameters exceeds this limit.

Map Files (Named Only)

If you have specified a map-files location (either implied or explicit) in an area
which has a bad track or for which an alternate track was assfgneadt

allocates these files to the nearest available area, and then asks for permission to
move the files in one of these ways:

Map files located on a track assigned an alternate
Map files located on a bad track

A response oY causes the files to be relocated and this message to be displayed:
map start relocated to <hex-location>

This means you do not have to compute the location of the maps.

Interleave Factor (Named and DOS Only)

The interleave factor applies to volumes formatted either for named or physical
files. The interleave factor specifies the logical sector sequence. If the
consecutively-accessed sectors of a disk are staggered (not physically consecutive),
disk access time can decrease considerably. The reason for this decrease is that
although a controller cannot read a sector and issue ame#fttecommand in the

time it takes for the next sector to be positioned under the head, the controller can
perform this operation in less time than it takes for the disk to revolve once.
Therefore, if consecutively-accessed sectors are correctly interleaved, the next
sector accessed will be positioned under the read head just as the controller
becomes ready to read it. An interleave factor of two means that as the disk
rotates, the controller consecutively accesses every second sector. An interleave
factor of five means that the controller consecutively accesses every fifth sector.

Command Reference Chapter 2 201



format HI command

The interleave factor also implies the number of disk rotations necessary to access
all the sectors on a given track in order. For example, with an interleave factor of
two the controller might access sectors 0, 2, and 4 on the first rotation and sectors
1, 3, and 5 on the second.

How to Select an Interleave Factor (Named and DOS Only)

The interleave factor is important when large transfers of consecutive data take
place at speeds that approach the maximum transfer rate of the disk. For hard
disks, the revolution speed is high enough that the type of application does not
affect the choice of interleave factor. Format hard disks with an interleave factor
optimized for the turn-around speed of the disk controller. Recommended values
for hard disks are shown below.

System Controller Interleave Controller Interleave
iRMX for Windows SCSI 1 non-SCSI 2
Multibus 11 any 1

Multibus | SBC 221 1 SBC 215G, 51/4" 5

For diskettes with a slower revolution speed, the default value 5 is typically used.
The ideal interleave factor depends on the turn-around time of software that
controls I/O operations. The turn-around time is the time between reading a sector
and becoming ready to read the next sector.

In the cases listed below, the turn-around time between sector accesses is differen
indicating a different interleave factor:

«  When you bootstrap load the OS, the Bootstrap Loader instructs the disk
controller to read one sector at a time. The turn-around time depends on the
execution overhead of the Bootstrap Loader and is comparatively long. A
large interleave factor is optimum for diskettes used with the Bootstrap Loader.

« When you load an application program, the Application Loader reads several
sectors at a time into its internal buffer, taking a relatively long time to process
the data. The ideal interleave factor for diskettes is somewhat smaller than for
the Bootstrap Loader.

« When you invoke programs that transfer large amounts of consecutive data
(such as theopy command), data transfers can involve many sequential
sectors. The controller accesses sectors on a given track as fast as possible.
Optimize the interleave factor for the turn-around speed of the disk controller.

If you do not know the optimum interleave factor, it is better to specify too large a
value rather than too small. An interleave factor slightly larger than optimum
causes the disk to move only an extra sector or two before reaching the correct
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sector. However, an interleave factor smaller than optimum causes the disk to
make nearly a complete revolution before reaching the sector.

Getting Bad Track Information (Named Only)

When you use thgetbadtracks ~ parameter, the bad track information is
displayed (or written to a file) in this form:

cyl head sector
XXX XXX XXX

If you use I/O redirection (pathnaméto write this information to a file, you may
edit the file to remove the header information and add your own data. Then re-
invokeformat and specify this file with thbadtrackfile orbtonly parameter.

Writing Bad Track Information (Named Only)

Thebadtrackfile , btonly , andsetbadtracks  parameters allow you to enter
the manufacturer's bad track information before actually formatting the disk. With
the badtrackfile andbtonly parameters, bad track information in the file must
be in this format, which constitutes a triplet:

cylinder_number head_number sector_number <CR><LF>

Where:

cylinder_number
The cylinder number of the bad track or sector

head_number
Head number of the bad track or sector

sector_number
The number of the bad sector on the track indicated by the cylinder
and head numbers. On devices that only support bad track
information, this value must be set to 0.

The triplets may be separated by spaces, commas, carriage returns, or line feeds.
Each triplet is terminated with a carriage return-line feed combination.

If you use thesetbadtracks ~ parameter to enter bad track information, this
message is displayed:

Enter bad track information in <cylinder_number>, <head_number>,
<sector_number> triplets, one triplet per line. Numbers can

be in decimal or hexadecimal form. Entry of <sector_number>

is optional. An empty line terminates the entry process.

<cylinder>, <head>, <sector> =
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The last line is the prompt line for the utility. Enter the cylinder, head, and sector
number in that order on one line and then enter a <CR>. The prompt is again
displayed; enter either more bad track information or <CR>. A <CR> with no
entries indicates that all the bad track information has been entered. The system
then displays the entries you made, in this form:

n bad track triplets entered.

Entered bad track information:

entry cyl head sector
1 nnnn nnnn nnnn
2 nnnn nnnn nnnn and so on

If you want to change or add to your previous input, type the entry, cylinder, and
head numbers (sector number is optional) of the new or existing information and
press <CR>. Repeat this process until all changes have been made. When you
finish entering information, press <CR> on a line by itself. A summary of the bad
track information is again displayed. If the bad track information is correct, press
<CR> again to begin formatting the disk.

Bad track information you enter (in a file or interactively) is not checked for
validity. Only the first 255 triplets are used when writing bad track information to
a non-ESDI drive configuration.

When writing to an ESDI drive on an SBC 221 controller board, the first 202 bad
track entries per head are used. If you have greater than 2048 defect entries, you
must invoke théormat command with thétonly parameter and either the
badtrackfile orsetbadtracks ~ parameter. Do this multiple times in 2048
defect blocks, until all the bad track information is written to the disk. When
writing multiple defect blocks, use tlogerwrite  parameter the first time you

invoke theformat command. This overwrites any old bad track information. Omit
this parameter in subsequent executions ofdhmat command.

Bootstrap Loader and the Format Command (Named Only)

The Bootstrap Loader operates in three stages on a Multibus | system, in two stage
on a Multibus Il system, and in three stages on a PC system. On all three buses, tt
first stage of the Bootstrap Loader resides in the system firmware and a real mode
second stage resides in a reserved area on Track 0 of the disk. On a Multibus Il
system, an additional MSA second stage resides as a named file somewhere on the
hard disk. This MSA second stage is pointed to by an entry in the Bootloader
Location Table (BOLT) located in a reserved area on Track O of the disk. The

third stages on Multibus | and PC systems are named files located on the disk.
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To avoid forcing you to reformat entire disks when the second stage of the
Bootstrap Loader changes, you can specifipthuestrap ~ parameter to write the
second stage of the Bootstrap Loader onto track 0 without reformatting the rest of
the volume.

A CAUTION
If you fail to specify thébootstrap ~ parameterformat will
format the entire volume.

You can also add the MSA second stage to an existing iRMX disk by using the
msaboot parameter with theootstrap  parameter. In this case, both second
stages, (real mode and MSA) are added to the disk. The real mode second stage
overwrites the existing one on track 0, and the MSA second stage replaces any
existing MSA second stage, in th@secondstagéle.

You can replace the second stage for PC platforms on an existing iRMX disk by
using thepcboot parameter with theootstrap ~ parameter.

Any of these commands copy the second stage of the Bootstrap Loader onto track 0
of a device that was attached usifigas the logical name:

-format :f: BS <CR>

-format :f: bootstrap <CR>

-format :f: files= 300 granularity=200 force bootstrap
<CR>

-format :f: BS MSA

The remainder of the files on the volume are unaffected. (In the third example, the
file , granularity , andforce switches are ignored because tithetstrap
parameter has precedence over any other format parameter.)

Output Display

Theformat command displays one of these messages while formatting. This is the
message for physical volumes:

volume (<volume name>) will be formatted as a physical volume
device gran = <number>
interleave = <number>
volume size = <k/m_number>

volume formatted
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This is the message for named volumes:

volume (<volume name>) will be formatted as a named volume

granularity = <number> map start = <block_number>
interleave = <number> sides = <sides>

files = <number> density = <density>
extensionsize = <number> disk size = <d-size>

save area reserved = <yes/no>

bad track/sector information written = <yes/no>

MSA bootstrap information written = <yes/no>

PC Bus bootstrap loader chosen = <yes/no>

volume size = <k/m_number> K (or M)

volume formatted

206

See also: DOS format option for the DOS output message
Where:

<volume name>
Volume name specified in tHermat command

<number> Decimal number specified in the command (or the default)

<block_number>
Volume block number where the fnodes file, bit map files, and the
root directory start

<k/m_number>
Volume size in kilobytes (K) or megabytes (M) (the display is in K-
bytes unless the size is greater than 25 MB)

<sides> For diskettes:1 or 2 indicates the side being formattedf@ifmat can
recognize this characteristic)

<density>  For diskettes:single ordouble indicates the diskette density (if
format can recognize this characteristic)

<d-size> For diskettes:3.5 or5.25 indicates the size (fbrmat can
recognize this characteristic)

T One T is displayed for every 100 tracks formatted. These are not
displayed when formatting a SCSI device; SCSI controllers do not
allow individual tracks to be formatted.
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If you format a SCSI hard disk using the PCI driver, the volume size information is
automatically obtained by querying the SCSI device. If the capacity of the device
changes as a result of the format, one of these messages is displayed. The first
message is for a physical format; the second for a named format:

formatted capacity = <size>
formatted capacity = <size> mapstart = <block_number>

If you specify thebootstrap ~ orbtonly parameter, one of these messages is
displayed (instead afolume formatted  ):

Bootstrap Loader written
Bad Track/Sector Block written

If the error codé€E_IO_ALT_ASSIGNEDIs returned by a driver when formatting a

track, the track number is entered into a table and displayed when formatting is
complete. There should be an entry in this table for every BTI track specified,
except those that reside in the alternate track area. The cylinder and head numbers
are in hexadecimal.

The following tracks were assigned an alternate:
cylhd cyl hd cyl hd cyl hd cyl hd
# # # # # # # # # #

If the E_IO_NO_SPARESerror code is returned by a driver when formatting a track,
the number of reserved alternate tracks is exhausted. The sectors of that track are
marked in the Bad Block Map File and entered in the Volume Space Map File as
they were assigned. The track is entered into a table and displayed as follows when
formatting is complete:

The following tracks were marked as bad:
cylhd cyl hd cyl hd cyl hd cyl hd
# # # # # # # # # #

Formatting Uniform Versus Standard Granularity Diskettes

Previously, iRMX OSs supported iNDX-based development. This required a
special diskette format to allow the various systems to read the same diskettes.
Standard granularity diskettes were attached usingife DUIB and formatted

as follows:

format :f:disk extensionsize = 41 mapstart = 0

These switches provide an iINDX compatible, standard granularity format, which
can be read by SCSI controllers.
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You should use uniform granularity format diskettes with newer Intel products such
as the System 520, and with newer boards. The SCSI interface in the newer Intel
boards reads uniform granularity diskettes usingvifé andwqfo DUIBs. With

these DUIBs, track 0 of a standard granularity diskette is unreadable.

Although the PCI device driver can read standard format diskettes if they were
formatted with the iINDX-compatibility switches, these are not the default values
for theformat command. If it is necessary to transfer files to the System 520 from
a system which does not have a high density drive, usedtheDUIB to ensure
creating a uniform format diskette, readable on all iRMX systems.

Error Messages
<logical_name>, can't attach device

<logical_name>, <condition code:mnemonic>
Format cannot attach the device for formatting, or it cannot reattach the device
(that is, restore it to its original condition) after formatting takes place.

<logical_name>, can't detach device

<logical_name>, <condition code:mnemonic>
Format cannot detach the device for formatting, which means that the volume does
not exist, the volume is busy, or the device on which the volume is mounted is not
currently attached to the system.

<logical_name>, device is in use
You cannot format the volume because there are outstanding connections to files
on the volume and you did not specify theee parameter.

<vol_name>, fnode file size exceeds 65535 volume blocks
The combination of values specified fies , granularity , and
extensionsize is too great. See the formula described earlier.

<number>, invalid number
You specified an out-of-range number for any offilee , granularity
extensionsize , Orinterleave parameters.

<logical_name>, map files do not fit
The volume is too small for the map files or the map start block is too high to allow
room for the map files.

map files do not fit with save area
Either the volume is too small for both the map files and the save area, or the map
start block is too high in disk storage memory to allow for the map files and the
save area.
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<logical_name>, outstanding connections to device have been deleted
There were outstanding connections to files on the volume. However, because you
specified thdorce parameterformat deleted those connections. This is a
warning message that does not prevent formatting the volume.

0023 : E_SUPPORT PCBOOT not supported for standard diskettes
An attempt was made to write the second stage of the bootstrap loader to a standard
format diskette.

0085 : E_LIST, too many values
You entered multiple logical_name/volume_name combinations separated by
commasformat can format only one volume per invocation.

<logical_name>: <condition code:mnemonic>

unit status <unit status code> while writing block number
An 1/O error occurred while writing the label, map files, or save area to a named
file.

<logical_name>: <condition code:mnemonic>

unit status <unit status code> while formatting track
An /O error occurred while physically formatting the volume. If an
E_IO_ALT_ASSIGNED error code is returned, you can consider this message a
warning.

<volume_name>, volume name is too long
The volume name must not be longer than six characters.

Track zero bad, cannot write
The volume label track (track 0) is marked in the Bad Block Map.

cannot relocate
This is a warning message displayed when the map files are located on one or more
sectors which have been assigned an alternate, and a suitable location cannot be
found on the disk.

cannot relocate...aborting
The map files are located on a sector or sectors which have been marked in the Bad
Block Map and an alternate location cannot be found.

Save file located on a bad track, cannot write
The save area is located on a sector or sectors which have been marked in the Bad
Block Map.

<filename>, cannot open bad track/sector information file

<filename>, <condition code:mnemonic>
The file containing the bad track/sector information cannot be opened for reading.
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too many bad track/sector information entries
The file containing the bad track/sector information has too many entries, or the
combination of file entries and information on the volume cannot be merged.

<filename>, illegal bad track/sector information
The file containing the bad track/sector information has the wrong format.

badtrackfile option missing, cannot replace Bad Track/Sector

Information Block
You entered theverwrite  option without theébadtrackfile parameter.
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ftp
The user interface to the File Transfer Protocol (FTP), which allows you to transfer
files to and from a remote network site.
|:| Note
You can use this command in an esubmit file if the form of the
command does not require user input. If the command requires
user input, you must use the esubeoitesponse and
coresponse subcommands to get the user input. In either case,
errors from FTP will not percolate to the esubmit variable
commandexcep.
Do not use this command in eqd ¢_send_commandystem
call.
See also: esubmitcommand, in this chapter
Syntax
ftp [-d] [-g] [-] [-n 1L -vI[ host [port ]|
Parameters
-d Enables debugging (séebug).
-g Disables filename globbing (sgéob).
-i Turns off interactive prompting during multiple file transfers (gemmpt).
-n Disables autologin upon initial connection.
-t Enables packet tracing (stace).
-v Enables verbose mode (sesbosse.

host A host name or Internet address.

port A port number or a port name defined in tbte/servicedile.
Most options correspond to #p command and are discussed in more detail in the
description of the referenced command.

Additional Information

Theftp client includes a command interpreter which interactively executes file
transfer commands. The command interpreter pronfgi>is.
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If no host is specified on the command lirfg enters its command interpreter

and awaits further instructions from the user. fbat is specifiedftp

immediately attempts to establish a connection to an FTP server on that host. If th
host is followed by goort , ftp attempts to contact an FTP server at that port;
otherwise it uses the default FTP port number.

If autologin is enabled (the defaultlp checks thaetrcfile in the user's home
directory for an entry describing a login on the remote host. If such an entry exists,
ftp automatically logs in to that account. If no entry is fodtpduses the local

user name as the login on the remote host and prompts for a password (and
account, if appropriate) to complete the login. If autologin is disafifed,

establishes the initial connection to the remote host and returns to the command
interpreter. Theiser command must then be invoked to log in to that host.

Filenames specified as argumentétpocommands are processed according to
these rules.

1. Ifthe filename is, stdinis used for reading argtdoutis used for writing.

2. If the first character of the filename is a pipe symbol (]), the remainder of the
argument is interpreted as a shell commadrig. will fork a shell with the
supplied argument, and pipe the output offthecommand to the shell. If the
shell command includes spaces, the entire argument must be enclosed in
guotation marks (for examplgls -It" ). There can be no space between
the pipe symbol and the shell command.

3. If globbing is enabled, local filenames are expanded according to shell
metacharacters (see thi®b command).

4. The transformations defined bgse ntrans, andnmap are applied whenever
a destination filename is derived from a source filename. When yaugete
or getwith an unspecified local filenamease ntrans, andnmap are applied.
When you usenput or put with an unspecified remote filenanrgrans and
nmap are applied. These transformations are of particular interest when
connecting to a remote host with different file naming conventions or
practices.

5. If runique orsuniqueis on, a unique local or remote destination filename is
created by appending a unique numeric extension to the filename.

An FTP command works only if the remote FTP server supports itrhggeto

see which requests the remote server recognizes. Commands may be abbreviated
so long as they remain uniquEtp will prompt for required arguments omitted

from a command. Command arguments that have embedded spaces should be
enclosed in double quotation marks.
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A CAUTION
Use themget andmdeletecommands with caution. You may
overwrite or remove files you did not intend to.

Specifying a directory where a plain filename is expected could
produce unexpected results. For examplefttheommand

Is-I  file will put along directory listing of the current
working directory intdfile  instead of returning a long listing of
that file.

Commands
These commands are recognized byfthhecommand interpreter.

accountpassed
Specify the supplemental password or account name required by some
systems for access to system resources. This command has no
meaning on the iRMX and Unix OSs; they do not implement account
information.

allbinary  Toggle the use of binary type for non-file transfer operations.
Normally, these operations are done in ASCIlI mode regardless of the
file transfer type. I&llbinary is on and the file transfer type is
binary, non-file transfer operations will also be done in binary mode.

appendlocal-file [remote-filg
Appendlocal-file to a file on the remote host. rémote-fileis not
specified, the remote file will be namkxtal-file. Ftp uses the
current settings for file type, format, transmission mode, and structure.

ascii Set the data representation type to ASCII. This is the default type.

bell Toggle sounding of a bell after each file transfer command is
completed. By default, the bell is turned off.

binary Set the data representation type to binary.

bye Terminate the FTP session with the remote server and efipthe
program.

case Toggle case-mapping of remote filenames duriggtaor mget

command. When case-mapping is enabled, uppercase letters in the
remote filename are changed to lowercase letters in the local
filename. By default, case-mapping is turned off.

cd remote-directory
Change the working directory on the remote hosetoote-directory
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cdup Change the working directory on the remote host to the parent of the
current working directory.

chmod mode remote-file
Change the permission mode on the remote file or directonotte
(interpreted by the remote server). AniRMX FTP server accepts only
a 3-digit octal value; for examplg77 grants all permissions.

See also: chmod( ) function,C Library Reference

close Terminate the FTP session with the remote server and return to the
client FTP command interpreter.

cr Toggle stripping of carriage returns during ASCII file retrieval. When
enabled, the carriage return is stripped from each carriage
return/linefeed pair encountered in the file, leaving the linefeed record
delimiter recognized by Unix. By default, carriage return stripping is
off.

debug Toggle debug mode. When debug mode is on, ipgbrotocol
command sent to the remote server is displayed, preceded by the
string--> . By default, debug mode is off.

deleteremote-file
Delete the fileeemote-fileon the remote host.

dir [remote-file[local-file]

dir [options[local-file]]
List the current remote directory or a specified file or directory on a
remote host. Specifiegptionsare supplied to the remote list
command (for example, Unig or VMSdir). If a local file is
specified, the list is written to that file. Note that if the first argument
is options the second argument is assumed ttobal-file.

disconnect A synonym forclose

form format Set the vertical format control for ASCII and EBCDIC file transfers to
format Valid formats arearriage-control , non-print  (the
default), andelnet . Only the non-print format is supported.

getremote-file[local-file ]
Retrieve the specifiedemote-fileand store it on the local host. If
local-file is not specified, the local file will be namesmote-file
Ftp uses the current settings for file type, format, transmission mode,
and structure.
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glob

hash

Toggle local filename globbing. With globbing disabled, all local
files and pathnames are treated literally. With filename globbing
enabled, each local file or pathname is processed for the shell
metacharacters? [ ] and~. An additional pair of metacharacters,

{ and}, may enclose several comma-separated strings, for each of
which a match is sought. Globbing is always on with reference to
remote files; it is on by default with reference to local files.

Toggle hash mark (#) printing for each data block transferred. The
size of a data block is 4096 bytes. By default, hash mark printing is
off.

help [comman{i

Display a list of thdtp commands (no argument) or information
about the specifiedommand

idle [secondp

image

Display the current inactivity timer on the remote host or set it to
seconds

Same adinary.

Icd [directory]

Change the working directory on the local host to the user's home
directory (no arguments) or to the specifiiictory.

Is [remote-file[local-file]]

Is [options[local-file]]

Same asglir. Note that if the first argument éptions the second
argument is assumed to loeal-file.

macdefmname

Define a macro that will be invoked by using the nanmame
Subsequent lines will be stored as the macro definition. A null line
(consecutive newlines or carriage returns) ends the macro definition.
Within the macro definition, a dollar sign specifies substitution of
arguments from the macro invocation line. The sequ&nce&heren

is a number, will be replaced by thargument (for example, $1 is

the first argument). The sequeriewill cause the macro to loop
automatically, executing once with each argument. Escape the dollar
sign with a backslash (\$) to prevent this special treatment. The
maximum number of macros is 16. The maximum definition length is
4096 characters. A macro definition is valid only for the duration of a
connection to a remote host; all macros are automatically deleted
when the connection is closed.
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macdelmname
Delete the macrmname

macls[mnamé
List the names of defined macros or list the definition of the macro
mname

mdeleteremote-file...
Delete the specified files on the remote host. If globbing is enabled,
each filename is first expanded.

mdir remote-file... local-file
Obtain an extended directory listing of multiple files on the remote
host and place the resultlocal-file. Globbing must be turned off
when using this command. Note that the specificatidoaa-file is
mandatory.

mgetremote-file...
Retrieve the specified files from the remote host and place them in the
current local directory. If globbing is enabled, the specification of
each remote file will first be expanded.

mkdir directory-name
Make a directory on the remote host.

mls remote-file... local-file
Obtain an abbreviated listing of multiple files on the remote host and
place the result itocal-file. Globbing must be turned off when using
this command. You must specify a local file.

mode[mode-namk
Set the file transmission modertmde-name Valid modes are
block , compressed , andstream (the default). Only the stream
mode is supported.

modtime remote-file
Display the last modification time of the remote file.

mput local-file ...
Transfer multiple files from the current local working directory to the
current working directory on the remote host.

newer remote-file
Get the specified remote file if a local file of that name does not exist
or if the remote file has a later modification date than the local file of
the same name.

nlist [remote-file[local-file]]
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nlist [options[local-file]]
List name(s) of the current directory or a specified file or directory on
a remote host. Specifiexptionsare supplied to the remote list
command (for example, Unig or VMSdir). If a local file is
specified, the list is written to that file. Note that if the first argument
is options the second argument is assumed ttobal-file.

nmap [inpattern outpatterh
Remove (no arguments) or set the filename mapping mechanism.
Filename mapping automatically derives a destination filename from
the source filename durirget, mget, put, andmput commands.
This is of particular interest when connecting to a non-Unix remote
host with different file naming conventions or practices.

The input pattern consists of the varial$f¢shrough$9 and literals.
This pattern is matched against a source filename to extract the
portions of interest. The input pattern cannot contain spaces.

The output pattern specifies the manner in which the variables derived
by the input pattern are used to create the destination filename. The
variables$1 through$9 are replaced by their derived values. The
variable$0 is replaced by the original source filename. The pattern
[stri,str2] is replaced bgtrl if strlis not a null string or bgtr2 if

strlis a null string. All other spaces and characters are treated as
literals.

For example, the commamdnap $1;$2 $1.$2Zan be used to create a
Unix equivalent of the VMS version number extension by replacing
the semicolon with a period.

ntrans [inchars[outcharg]
Remove (no arguments) or set the filename character translation
mechanism. Character translation automatically derives a destination
filename from the source filename duriget, mget, put, andmput
commands. This is of particular interest when connecting to a remote
host with different file naming conventions or practices.

If a character in the source filename matchesttiearacter in
inchars it is replaced by the corresponding character foomcharsto
create the destination filename. If fheharsstring is longer than the
outcharsstring, the characters without a corresponding output
character are ignored in the source filename.

For example, the commamdrans ;$-% . will translate semicolons to
periods wherever they appear and ignore all dollar signs, hyphens, and
percent signs.
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openhost[port]
Establish a connection to the FTP server on the specified réostte
Portis used to specify an alternate FTP server; it can be the actual
port number or the service name. If autologin is enabled (the default),
ftp will also attempt to automatically log the user in.

prompt Toggle interactive prompting, which is turned on by default.
Interactive prompts occur during multiple file transfers, to allow the
user to selectively retrieve or store files. If prompting is turned off,
mgetandmput transfer all specified files.

proxy ftp-cmd
Execute an FTP command on a secondary control connection. This
command enables you to open simultaneous connections to two FTP
servers and transfer files between them instead of between the local
client and a server. The original FTP connection is called the primary
control connection; the connection made throughptb&y command
is called the secondary control connection. The server on the
secondary connection must support the FTP protocol command
PASV.

The firstproxy command should bapen, to establish the secondary
connection. Theroxy command? displays the list of commands

that can be used on the secondary connection. These FTP commands
behave differently when executedmexy commands:

Command Difference

open will not define new macros during autologin

close will not erase existing macro definitions

get, mget transfer files from the primary server to the secondary
server instead of to the local host

put, mput, transfer files to the primary server from the secondary

append server instead of from the local host

put local-file [remote-filg
Copy the local file to the remote host.réimote-fileis not specified,
the remote file will be namddcal-file. Ftp uses the current settings
for file type, format, transmission mode, and structure.

pwd Display the pathname of the current remote working directory.

quit A synonym forbye.
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guotearg ... The specified arguments are sent, verbatim, to the remote FTP server.
A single FTP reply code is expected in return. This command is used
to avoid processing of a command by the local FTP client, and
facilitates the sending of an explicit FTP protocol command to the
remote server when the client does not implement the related
command.

recv remote-file[local-file]
A synonym forget

regetremote-file[local-file]
Similar toget, but iflocal-file already exists and is smaller than
remote-file it is assumed to be a partially transferred copy of the file.
The transfer is resumed from an offset into the remote file equal to the
byte count of the local file.

rename remote-file new-name
Rename the remote file mew-name

reset Clear the reply queue to resynchronize the command/reply
mechanism between the FTP client and server.

restart marker
Restart the file transfer immediately followiggt or put at the
indicatedmarker, which is a byte offset into the file.

rhelp [commantl
Request a list of the FTP protocol commands implemented by the
remote server (no arguments) or an explanation of the specified
protocolcommand

rmdir directory-name
Delete a directory on the remote host.

rstatus [file] Show the status of the remote host or of the specified file on the
remote host.

runique (receive unique) Toggle the creation of unique local filenames when
usinggetandmget, receive unigue is turned off by default. If
runique is on and the destination filename already exists, a numeric
extension is added to the name, incrementing the number sequentially
until a unique name is created. For example, if the target local
filename isfortuneand that file already exists, the target name
becomedortune.l If fortune.lalready exists, the target name
becomedortune.2 and so on with extensions 1 through 99. If all
versions of the file already exist, the transfer fails. If the transfer
succeeds, the unique filename will be displayed.
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sendlocal-file [remote-file]
A synonym forput.

sendport  Toggle the use of the FTP protocol PORT command when
establishing a data connection. When enabled (the defgultgnds
aPORT command to inform the server which local port the client
uses to listen for the data connection. The server will then connect to
that port. When disableéip listens for all data connections on the
default port. This command is particularly useful when connecting to
FTP implementations that do not support @RT command.

sitearg... Send the arguments, verbatim, to the remote server as a SITE
command. Thes8ITE commands are supported by the iRMX FTP
server; theCHMOD , ULIMIT , andUMASK commands operate like
the corresponding Unix commands:

CHMOD mode file Change the permission mode on the remote

file.

HELP List the SITE commands supported by the
server.

IDLE [sec$ Display (no arguments) or set the current idle
time limit.

ULIMIT [blockg Display (no arguments) or set the current file
size limit.

UMASK [mask Display (no arguments) or set the current file-
creation mode mask.

sizeremote-file
Display the size of the remote file.

status Show the current status .

struct [struct-namég
Set the structure of the file to be transferredttact-name Valid
formats ardile  (the default)page, andrecord . Only the file
structure is supported.

sunigue (send unique) Toggle the creation of unique remote filenames when
usingput andmput; send unique is turned off by default. This
operates the same asique.

system Display the type of OS running on the remote host.
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tenex Set the data representation typeeteex , which corresponds to the
local logical byte size. The only byte size supported is 8 bits, making
this data type virtually the same as binary.

trace Toggle packet tracing. Packet tracing is turned off by default.

type [type-namg
Display the data representation type of the file to be transferred (no
arguments), or set it type-name Valid types ar&ScCll (default),
binary , EBCDIC, image , andtenex (local byte size). The binary
and image types are identical. The EBCDIC type is not supported.
Thetenex type, in which the logical byte size is 8, is virtually the
same as binary.

umask [mask
Display (no arguments) or set the user file-creation mode mask on the
remote host.

userlogin [passwordaccount]
Log in to the remote FTP server as usgin. Ftp will prompt for the
password and account if they are required and not specified.

verbose  Toggle verbose mode. When enabled, all responses from the FTP
server are displayed along with statistics regarding the efficiency of
each file transfer. By default, verbose mode is enabled for an
interactive session and disabled for a background or batch session.

? [commandl
A synonym forhelp.

$mnamearg ...]
Invoke the macrannamewith the specified arguments.

I [commangiinvoke a shell on the local host. To returrftfo, exit from the shell
with an EOF (in the iRMX OS, a <Ctrl-Z>). If an argument is
specified, thatcommands executed and the shell exits automatically.
Do not execute any iRMX command that doeatsachfile : $:.

Diagnostics

Exit status is O for normal termination or a positive number for error termination.
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ftpd

The server process for FTP.

Additional Information

Thetcplisten server listens for incominigp connections at the well-known port
assigned to FTP, and starts ftpel daemon to service each such request.

See also: servicedile, TCP/IP and NFS for the iRMX Operating System

Ftpd interprets filenames according to the same globbing conventions uépd by
This allows you to use the shell metacharactér$] and~.

Ftpd authenticates users according to two rules:

e The user name must be in the system password datatxasig:udf Users
cannot have a null password.

* The user name must not appear in the/éte/ftpusers

Ftpd can be set up to maintain a log fitenp/ftpd.log where it records the

originating host name, date, and time of each incoming FTP request. All requests
are logged, including those where user authentication fails and service is denied.
To enable logging, modify thietc/tcpd.csahetwork initialization script to create
the/tmp/ftpd.loglog file at startup. To disable logging, remove fthep/ftpd.log

file if it exists and comment out the command to create the file in the initialization
script. Logging information is appended/timp/ftpd.logonly if the file exists and

is a regular file; thétpd server will not create the file.

See also: tcplisten, in this chapter
ftp andtcplisten commands, in this chapter
Commands

Theftpd server supports these FTP protocol commands:

Request Description

ABOR abort previous command

ACCT specify user account

ALLO allocate storage for a new file

APPE append the transferred data to a file
CDUP,XCUP change to parent of current working directory
CWD,XCWD change working directory

DELE delete a file

HELP give help information

LIST give long list of file or directory (Is -Ig)
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ftpd

Request Description

MDTM show last modification time of file
MKD,XMKD make a directory

MODE specify the data transfer mode
NLST give names of files in directory
NOOP do nothing

PASS send password

PASV set server to passive mode
PORT specify data connection port
PWD,XPWD print current working directory
QUIT terminate session

REST restart incomplete transfer
RETR retrieve a file

RMD,XRMD remove a directory

RNFR specify file to be renamed

RNTO specify new filename

SITE get/set site parameters

SIZE get file size

STAT get server status

STOR store a file

STOU store a file with a unique name
STRU specify data transfer file structure
SYST show server's OS type

TYPE specify data transfer representation type
USER specify user name

The remaining FTP protocol commands specified in Internet RFC 765 are
recognized but not implemented.

Invoking the FTPSITE command on an FTP client host causes a second command
to be executed on the FTP server. Even though the server runs the iRMX OS, these

non-standard or Unix-specific commands are supportetl by :

Command Description

chmod set access mode of file

help get list of supported SITE commands
idle set/get current idle timer

umask set/get current file umask

SITE also supports thglimit command, but it has no effect on iRMX hosts.

ULIMIT sets or gets the current file size limit, and there is no limit for iRMX files.

See also: Unix documentation for more details about these commands

The FTP server will abort an active file transfer only whenrABOR command is
preceded by a TELNET Interrupt Process signal and a TELNET Synch signal in the
command stream, as described in RFC 959.
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The FTP server will return the transfer status wherSth&T command is
preceded by the TELNET IP and Synch signals.

Diagnostics

Exit status is O for normal termination or a positive number for error termination.
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getaddr

Returns the local system's Ethernet address.

Syntax
getaddr

Additional Information

Thegetaddr command displays the Ethernet address of the local system. The
command looks up the value for the local object namgdostidand returns it.
iIRMX-NET enters thanyhostidobject with the Name Server during initialization.
The address is reported as shown below:

Ethernet address : 00 AA 00 02 5A 70
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getname

Returns the network name of the local system or of any iRMX-NET system
specified by its Ethernet address.

Syntax

getname [A= net_addr |[R= retries |

Parameters

A=net _addr
A 12-digit ASCII string representing the hexadecimal Ethernet address of a system.
Spaces are not allowed. If this parameter is omitted, the name of the local system
is returned. This is an example address:

00AA00025A70

R=retries
A decimal number of times the Name Server tries to find the system, using a
different Multibus Il slot ID. The maximum is 21. The default is 8.

Additional Information

Thegetnamecommand displays the name of the specified host, if the name is
cataloged under property type 5H in any Name Server object table. If no object
with the specified Ethernet address is found cataloged under property type 5H,
getnamedisplays an error message.

If an input parameter is not specified, the local host name is returned. This is the
type of name cataloged with theadnamecommand from thesd:net/datefile
(assuming it is entered as property type 5H in that file). The name could also be
cataloged with aethnamecommand.

In Multibus | and PC systems, thethamecommand finds the name in the first
trial.

In Multibus Il systems, a host can be in any one of the Multibus Il slots. To

identify different hosts in the system, the Name Server appends the slot ID with the
Ethernet address for the host-unique ID (property type 5H). For example, if a host
CPU is in slot 4 of a Multibus Il system, the host-unique ID might be as follows,
where04 is appended to the Ethernet address:

Name Type Value
SLOT4SYS 0005H 00AA00025A7004
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To obtain the names of Multibus Il hosts withtname you may specify the slot
ID as part of the address, as follows:

getname A=00AA00025A7004

If the slot ID is not known, it need not be specified. In this agstmameattempts
to find the host name up to 21 times (depending on the number of retries specified),
each time with a different slot ID. For example, this command contains no slot ID:

getname A=00AA00025A70

Thegetnamecommand tries five times with different appended slot numbers
before it finds the name, as shown below:

Getting iRMX System name ... Trial 01 (slot0)
Getting iRMX System name ... Trial 02 (slotl1)
Getting iRMX System name ... Trial 03 (slot2)
Getting iRMX System name ... Trial 04 (slot3)
Getting iRMX System name ... Trial 05 (slot4)

Host name is: SLOT4SYS

See also: findname command, in this chapter

Error Messages

<net_addr>, illegal Ethernet address
The Ethernet address specified in the command line is invalid. Execute the
getnamecommand again using the correct Ethernet address.

<net_addr>, name does not exist
An object with the property type 0005H matching the given Ethernet address is not
found in the entire network.

<net_addr>, maximum responses received
More than one name is found to match the given Ethernet address. This happens if
thesetnamecommand is executed more than once and different names are used.
In this case, the number of such duplicate names found by the Name Server can be
too large to handle. The maximum number of responses that can be handled by the
Name Server is a configurable option.
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grep
Searches the specified file(s) for a string matching the given pattern. For each
matching stringgrep displays the lines and/or filenames.
Syntax
grep pattern  pathname [to|over|after outpath ] [nofile]
[line] [exact] [unique] [pIm]
Parameters
pattern
The pattern for which a match is desired.
pathname
The file to search. Wildcards are permitted.
to|over|after outpath
Writes the output to the specified file instead of to the screen.
nofile  Don't display the flename when a match is found. The default is to always display
the filename.
line Display the line number when a match is found.
exact Searches for the pattern as entered with regard to upper- and lower-case. The
default is to search without case-sensitivity.
unique When a match is found, displays only the filename, and only once for each file.
plm Ignores $ characters in the file when searching for a match.

Additional Information

228

Unless you specify thexact parameter, the search is caseless; all occurrences of
the matching string, in any combination of case, are reported.
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Examples

To find all occurrences aofi$send$messagen all files ending wittp38 regardless
of PLM coding style, enter:

grep rqsendmessage *p38 plm
To find all occurrences of a distinctly spelled variable in the same files, enter:

grep SillyVar *p38 exact
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help

Displays information about one or more commands. If no parameters are given,
information about théelp command is displayed.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

help command list [to|over|after outpath_list 1Mdl [p = num

Parameters

command _list
One or more command names for which you want help. Separate multiple names
with commas. Wildcards are permitted. Only utilities added to the OS have help
screens available.

to|over|after outpath _list
Writes the output to the specified file(s) rather than to the screen. If you specify
multiple input files and one output file, the output is appended.

g(uery ) Prompts for permission to display each help file. Respond to the prompt with:

Y Display the file

R Display remaining files without further query
E Exit the command

N or other Don't display the file; query for the next

p(agelength )=num
The maximum number of lines in the output page; the default is 66. A formfeed
(OCH) is inserted in the output evaryines, wheren = pagelength-3 . If the
output is not directed to a file, this parameter is ignored. The default value is
decimal, but you can specify octal or hexadecimal by appending an O or H.
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Additional Information

If no output pathnames are given, the output is sent to the screen usskiythe
command. For help on commands usedlm, type H or ? at thenore? prompt.

See also: skim command, in this chapter

Thehelp command displays the contents of a help file with the same name as a
command. Each help file has the extensidp. If the filename becomes too long
the excess part of thblp extension is truncated.

Not all commands have help files. Thelp command is used primarily to give
information about utilities added by users; many of these utilities are now shipped
with the OS and described in this manual.

Thehelp command determines the location of the help files by entries in a
help.madile, which is in the same directory as thedp command. Théelp.mac

file contains the names of directories to search for help files. The directories
should be on separate lines or separated by commas. If you add directories, use
these types of entries; note the trailing slashes on the directory pathnames:

‘prog:

:sd:helps/system/

:sd:helps/utils/

:sd:helps/uprocs/

:sd:util286/

:$:
If no help file for a command is found in any of the directories listdgbip.mac¢
an error message to that effect is displayed.

Indirect help files may be created by using an at s@jyag the first character in the
help file, followed by the indirect command name. To use this capability, there
must be an actual help file referenced by the indirect command name. For
example, if there is an actusim.hlpfile, and you want to provide help for an
aliasm=skim, create a file nameuh.hlpthat contains only this line:

@skim
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history

Displays the last 40 command lines in chronological order. You can use the
associated number with theommand to recall one of the displayed command
lines.

Syntax

history

Additional Information

232

The command lines are displayed a screenful at a time, includimgstbey

command, and are numbered from 1 to 999. After 999, the numbers start over at 1.
When displaying the command lines, the CLI lists the first page (20 lines) of
commands followed by the query:

display more ? ([y] or n)

The default isr. If you enter anything other than the CLI displays the next page
of command lines (assuming there are more command lines in the history buffer).

You can use thhistory command with thé command to recall a specific line

number or command line. For example, you might entehnittery command to

see the last 20 command lines. To recall line 10 so you can modify and execute it,
you would enter:

110 <CR>

This would display line 10 as the current line. You can then edit the line; however,
the original line 10 remains unchanged in the history buffer. The edited line
becomes the last (newest) line in the history record.

If you have entered a command line that includes continuation hirstsry
displays it as shown for command 2 below:

1 copyxtoy
2copyz &
** o &
** t.asm
3dir
4 history
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Examples
Assume that you enter these commands:

- copy X to Y.PLM <CR>
- dir <CR>

- AEDIT Y.PLM <CR>

- history <CR>

The response to thestory command would be:

1 copy X to Y.PLM
2 dir

3 AEDIT Y.PLM

4 history

To edit line 1, use thecommand. Line 1 is displayed with the cursor at the end:

- 11 <CR>
- copy X to Y.PLM

If you edit the line to readopy NEW.PLM to Y.PLM  and execute the command,
the line is entered into the history buffer as line 5. Now if you entédrighary
command you see:

1 copy X to Y.PLM

2 dir

3 AEDIT Y.PLM

4 history

5 copy NEW.PLM to Y.PLM
6 history

Error Messages

<parameter>, unexpected parameter
You entered a parametdristory does not accept parameters. If you want to recall
a specific line, enter tHecommand.

<condition code:mnemonic>, while history displayed
An error occurred when the CLI tried to write the history buffer to the screen.
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hostid

Displays or sets the identifier of the current host, normally the Internet address.

Syntax
hostid [  identifier ]

Parameter
identifier
A numeric value for the current host. It is expected to be unique across all hosts

and should correspond to the host's Internet address. The value may be
hexadecimal or dotted-decimal format.

Additional Information

The command sets the address if you specify one on the command line; otherwise
displays the current address. Only the Super user can set the host's Internet
address. Below is an example of hbestid displays the address.

- hostid
128.215.12.21 80d70c15

See also: gethostid andsethostidfunctions,TCP/IP and NFS for the iRMX
Operating System

Diagnostics

Exit status is O for normal termination or a positive number for error termination.
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hostname

Displays or sets the name of the current host.

Syntax

hostname [ namé€

Parameter

name The fully-qualified host name, constructed by appending the local domain to the
host's node name.

Additional Information

The command sets the name if you specify one on the command line; otherwise it
displays the current name. Below is an example of msthamedisplays the

name; the current hostli®st2in the domainntel.com Only the Super user can

set the name of the host.

- hostname
host2.intel.com

See also: unamecommand, in this chapter
gethostnameandsethostnamefunctions, TCP/IP and NFS for the
iIRMX Operating System

Diagnostics

Exit status is O for normal termination or a positive number for error termination.
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ic
Reads or writes interconnect space to perform one of several functions on a
Multibus Il system. Thé& command must be invoked separately for each
subcommand function.

Syntax

ic -c agents [-S]
ic -c fpi [-s] arm|disarm

ic -c get [-s] slot  register count

ic -c help

ic -c kill [-s] slot

ic -c myslot [-s]

ic -c nmi [-s] [-€] slot  nmitype

ic -c record [-s] [-0 occurrence ] slot record

ic -c reset [-s] [-p monitor|bootstrap| index | slot type
ic -c set [-s] slot  register value

Parameters

The parameters after are in alphabetical order, with hyphens ignored.
-C Specifies that one of thie subcommands follows.

a(gents )
Displays the slot ID and product code for each board (agent) in the system,
including add-on (extension) boards. With theswitch, the slot ID is repeated
for extensions.

count A decimal number specifying the number of registers to display.

-e Enables the NMI source specified witype . The-e is unnecessary if the NMI
source is already enabled.

f(pi) arm|disarm
Arms or disarms notification from the Front Panel Interrupt (FPI) server. This
server notifies when you turn the front panel keyswitch to Interrupt. By default, all
boards are disarmed when the system starts, and the interrupt switch has no effect.
If you arm the server, the board where you issue the command is given a non-
maskable interrupt (NMI) when you turn the keyswitch.

g(et) Displays the contents of one or more interconnect registers on the board in the
specified slot.

h(elp ) Displaysic syntax.
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k(ill ) Disables the board in the specified slot by applying a local reset. To re-enable the
board it must be reset with tiecommand or theeset  switch.

m(yslot )

Displays the slot ID of the board whecds executing.

n(mi) Issues an NMI on the board in the specified slot.

nmitype
The following; to specify the whole string, use underscores (_) not spaces:
diagnostics  (_request )
debugger (_entry )
software  (_nmi_source)

-0 occurrence
A decimal number specifying which occurrence of the record to display, where
there are multiple occurrences. The default is 1, the first record.

-p monitor|bootstrap| index
For a local or warm reset, specifies a program to run after the reset:

monitor invokes the firmware debug monitor
bootstrap  invokes the firmware bootstrap loader

index is a number in the range 0-7, invoking a program in the Program
Table Index Register (PTIR)

rec (ord )
Displays the contents of an interconnect space function record on the board in the
specified slot, or displays information about extension boards on it.

record A decimal number specifying the interconnect space record, or, to indicate
extension boards, the literz0 or HW

register
A decimal number specifying the (beginning) interconnect register.

res (et ) Resets the board in the specified slot.
-s Shortens output to the value requested, not a message, except for error messages.

s(et) Writes a value into an interconnect register on the board in the specified slot. The
value written is verified and displayed.

type  The type of resetold , recovery ,warm, orlocal . Local causes a processor
reset if the specified slot is whdreis executing.

slot A decimal slot number specifying which board to act upon.

value A one-byte hexadecimal value to write (don't specify the H).
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Additional Information

Interconnect registers and the logical records that comprise a group of registers are
defined differently for different boards. Refer to the hardware reference manuals
for the boards you use.

See also: Records, reset, program table index register, Mtipus I
Interconnect Interface Specification

The table below shows default aliases defined forclsemmand in Multibus |1
systems. These are not defined for iRMX for Windows installed in a Multibus |l

system.

Subcommand Aliases

agents agents = ic -c agents

myslot myslot = ic -c myslot

reset agentreset = ic -c reset #0 local
coldreset = ic -c reset 0 cold
sysreset = coldreset
monitor = ic -c reset -p monitor #0 local
reboot = ic -c reset -p bootstrap
warmreset = ic -c reset 0 warm

nmi nmi = ic -c nmi #0 software
nmiforce = ic -c nmi -e #0 software

get icread = ic -c get #0 #1 #2

set icwrite = ic -c set #0 #1 #2

kill offline = ic -c kill #0

Values written to a register with tlset subcommand are hexadecimal. All other
numeric values you specify in thecommand are decimal. Values displayeddy
follow the same convention. If you enter an invalid commandisplays the
syntax ofic commands.
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Examples

agents In this example the commands are for a system that includes an SBC 386/258 board
in slot 1, with a CSM/002 module attached.

ic -c agents <CR> or agents <CR>
AGENTS COMMAND -
SLOT:00  386/258
- CSM/002
SLOT:02  186/410
SLOT:03  386/116
SLOT:07  186/530

ic -c agents -s <CR> or agents -s <CR>
00
00
02
03
07

myslot In this example the command is issued from the board in slot 1.

ic -c myslot <CR> or myslot <CR>
MYSLOT COMMAND - SLOT:01
ic -c myslot -s <CR> or myslot -s <CR>
01
get This example returns the value from the board in slot 1, interconnect register 100,

with the contents of two registers returned.

ic-c get1100 2 <CR> or icread 1 100 2 <CR>
GET COMMAND - SLOT:01
100 - 03H 101 - 00OH

ic -c get-s 1100 2 <CR> or icread -s 1 100 2 <CR>
03
00
set This example writes to the board in slot 2, interconnect register 0, value 1.
ic-cset201<CR> or icwrite 2 0 1 <CR>
SET COMMAND - SLOT:02, REGISTER: 0, VALUE:01H
ic-cset-s201<CR> or icwrite -s 2 0 1 <CR>
01
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record
This example returns information from the board in slot 1, record 1. The
corresponding interconnect register numbers are shown in parentheses.
ic -c record 1 1 <CR>
RECORD COMMAND - SLOT:01, NAME:MEMORY, TYPE:001, LENGTH:05
2(038)-3fH 3(039)-00H 4(040)01H 5(041)-alH
6(042)-f1H
ic -crecord -s 1 1 <CR>
01
05
3f
00
01
al
fl
record
This example returns information about the hardware extension board attached to
the board in slot 0. The litera®® or HW used as a record number, specify
hardware extensions. Notice the prompts to display more information between
each record.
-ic-crec 0 20 <CR>
RECORD COMMAND - SLOT:00, NAME:HW_EXTENSION, LENGTH:20
02(103) - 00H 03(104) - 00H 04(105) - 01H 05(106) - 00H
06(107) - 43H 07(108) - 53H 08(109) - 4dH 09(110) - 2fH
10(111) - 30H 11(112)-30H 12(113)-32H 13(114) - O0H
14(115) - 00H 15(116) - 00H 16(117) - 01H 17(118) - OOH
18(119) - 00H 19(120) - 00H 20(121) - 00H
-MORE ([YUN)? ~ <CR>
RECORD COMMAND - SLOT:00, NAME:CSM, TYPE:008, LENGTH:02
02(124) - 00H 03(125) - 23H
-MORE ([YUN)?  <CR>
RECORD COMMAND - SLOT:00, NAME:TIME_DATE, TYPE:009, LENGTH:10
02(128) - 40H 03(129) - 10H 04(130) - 27H 05(131) - 16H
06(132) - 15H 07(133) - 31H 08(134) - 01H 09(135) - 90H
10(136) - 00H 11(137) - 03H
-MORE ([YUN)?  <CR>
RECORD COMMAND - SLOT:00, NAME:ALARM, TYPE:032, LENGTH:07
02(140) - 00H 03(141) - 00H 04(142) - 00H 05(143) - 00H
06(144) - 00H 07(145) - 00H 08(146) - OOH
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-MORE ([Y]/N) ?

<CR>

RECORD COMMAND - SLOT:00, NAME:NVRAM, TYPE:033, LENGTH:28

02(149) - 00H
06(153) - 00H
10(157) - 00H
14(161) - 00H
18(165) - 00H
22(169) - 00H
26(173) - 00H

-MORE ([Y]/N) ?
RECORD COMMAND - SLOT:00, NAME:CHASSIS_ID, TYPE:034, LENGTH:02

03(150) - 00H
07(154) - 00H
11(158) - 00H
15(162) - 00H
19(166) - 00H
23(170) - 00H
27(174) - 00H

<CR>

02(179) - 00H 03(180) - 00H

Error Messages

04(151) - 00H
08(155) - 00H
12(159) - 00H
16(163) - 00H
20(167) - 00H
24(171) - 00H
28(175) - 00H

GET COMMAND - Invalid count argument
The count value entered is invalid.

GET COMMAND - Invalid register argument

The register offset is invalid.

SET COMMAND - Interconnect write error
The value written to interconnect space could not be read back to validate it.

RECORD COMMAND - Invalid record type
The record value entered is invalid.

<slot>: Invalid slot ID argument
The slot value is not a valid Multibus 11 slot.

<slot>: Interconnect not initialized

The specified Multibus Il host had not initialized its interconnect space.

<slot>: Invalid command argument

The major option entered was not a vatidubcommand.
E_NOT_CONFIGURED

05(152) - 00H
09(156) - 00H
13(160) - 00H
17(164) - 00H
21(168) - 00H
25(172) - 00H
29(176) - 00H

The system on which the command was invoked is not a Multibus Il system.
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ifconfig
Displays or modifies the configuration of a local TCP/IP Ethernet or SLIP
interface.
Syntax
ifconfig interface [ address family ][ address |[ parameters |
Parameters
interface

The name assigned to the interface in/gie/inetinit.cffile. If no other parameters
are suppliedifconfig displays the current configuration of the specified interface.

address_family
Specifyinet ; the only address family supported is the DARPA Internet family.

address
Specify a host name or Internet address to set a new address for the interface.

parameters
One or more of these:

broadcast addr
(Internet Address family only.) The address to be used for broadcasts
to the network. The default broadcast address is the interface address
with a host part (as identified by the netmask) of all 1s. This setting
affects only the broadcast address for transmitted packets; addresses
of all Os and all 1s are both recognized as broadcasts on incoming
packets.

down Mark an interface as being disabled; no messages will be transmitted
through the interface. If possible, the interface will be reset to disable
reception as well. This action does not automatically disable routes
using the interface.

netmask mask
(Internet Address family only.) ldentifies the part of the Internet
address to be used for the network and subnetwork specification; the
remainder is the host specification. It is strongly recommended that
the network and subnetwork fields be contiguous. Specify a 32-bit
address mask containing 1s for the bit positions in the network and
subnet parts, and Os for the host part. The mask can be a single
hexadecimal number (for example, 0xffffff00), a dot notation Internet
address (for example, 255.255.255.0), or a pseudo-network name
listed in theletc/networkslatabase.

242 Chapter 2 Command Descriptions



TCP/IP command ifconfig

up Mark an interface as being enabled. This re-enables an interface after
marking it down. An interface is automatically marked up when its
address is first set. If the interface was reset when previously marked
down, this command re-initializes the hardware.

Additional Information

To display information about an existing interface configuration, specify only the
interface name; for example, interfea®:

- ifconfig en0
en0: flags=3<UP,BROADCAST>
inet 128.215.12.21 netmask ffff0000 broadcast 128.215.255.255

The display reiterates the interface name and shows the flags pertaining to the
interface's state. The state is a combination of these flags:

Flag Description

DOWN Interface is down (disabled).

UP Interface is up (enabled).
BROADCAST Interface supports broadcast.
LOOPBACK Interface is to the loopback network.

The mutually exclusive flagsP andDOWNrovide a basic state. If the interface is
down, no other flags apply. The mutually exclusive fRBOADCASENd
LOOPBACHK]escribe the type of network to which the interface connects. Ethernet
networks support broadcast.

The next line displays these items:

inet 128.215.12.21
The address family and the actual address assigned to the interface.
netmask ffff0000
A hexadecimal value identifying which part of the Internet address
applies to the network and which applies to the host. In this example,
the network address is 128.215 and the host on that network is 12.21.
broadcast 128.215.255.255
The broadcast address, formed by setting all the bits in the host part of
the Internet address.
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Most of the interface characteristics described above are configurable using the
ifconfig command. In some cases, you need to change the configuration in
response to a temporary condition, such as a physical link going down. However,
in many cases you set the configuration to support the normal networking
environment, such as a netmask or broadcast address configuration. For these
normal settings, place the configuration commands in the network startup script
tcpstart.csgwhere they will be executed automatically. Such commands should
immediately follow the command that invokes thetinit daemon.

In a command where you specify an address, you can substitute the official host
name or an alias for the actual Internet address. The name and address must be i
the/etc/hostdile.

Disabling and Re-enabling an Interface

The only state changes you can make are to mark the interface as being down or
up. The remaining flags are set automatically by the software when the interface is
enabled. Normally an interface is brought up when the network is initialized and
remains enabled until the network is brought down. Useddive parameter to

disable a particular interface without affecting the operation of the rest of the
network. For example:

ifconfig en0 down

No packets will be sent or received through a disabled interface as long as it
remains disabled. You can re-enable the interface witlp grarameter in the
ifconfig command.

Setting the Interface Family and Address
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You can configure the address family inifmonfig command. However, because
only the Internet address family is supported, this configuration option has no real
effect.

When the network is initialized, the interface is assigned the Internet address that
corresponds to the host name given to the interface in¢hieit.cffile. The

address is taken from thetc/hostdile. You can change an interface's address; for
example, to change the address of interfu@to 89.0.0.9, enter:

ifconfig en0 89.0.0.9

The netmask and broadcast address associated with the interface are automatically
changed to correspond to the new interface address, as follows:

Class Netmask Broadcast Address

A (first octet 1-127) ff000000 Last three octets = 255
B (first octet 128-191) ffff0000 Last two octets = 255
C (first octet 192-254) ffffff00 Last octet = 255
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Configuring a Point-to-point Interface

To properly configure a point-to-point interface, such as slip, you ustondig
command as follows:

ifconfig interface address destination

whereinterface is the official designation for the interfacgldress is the
Internet address or host name of the interface gastihation is the Internet
address or host name of the other end of the link.

Below is an example of using tifeonfig command to configure the point-to-point
interface between interface slO at address 89.0.0.9 and address 89.0.0.7.
Commands of this type are generally executed from the network initialization script
tcpstart.csd

ifconfig sl0 89.0.0.9 89.0.0.7

The command to configure a point-to-point interface will reset the netmask and
broadcast address to default values based on the source address, as described
previously. Changes to the netmask and broadcast address for this interface can be
made by adding a netmask clause (as described below) to this command line or
through subsequeiftonfig commands.

Setting a Subnet Mask

If the local network is divided into subnets, you must uséftieafig command to
reconfigure the netmask for the associated interface. This properly identifies the
network part of the Internet address.

The example below sets the netmask so that network 89 is treated as subnetworks
89.1, 89.2, and so on. You typically execute a command of this type from the
network initialization scriptcpstart.csd

ifconfig en0 89.4.0.9 netmask Oxffff0000

You could include the Internet address or host name in the command; this would
automatically modify the broadcast address for the interface to reflect the new
netmask. In the previous example, the broadcast address would be changed from
89.255.255.255 to 89.4.255.255.
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Setting the Broadcast Address

There are two styles of broadcast addresses in use. Network implementations
based on 4.2BSD use a host address of Os while network implementations based o
4.3BSD use a host address of 1s. The TCP/IP software recognizes and correctly
accepts either style of broadcast address. By default, it uses the 4.3BSD style whe
formulating a broadcast packet. To broadcast packets to other hosts on 4.2BSD-
style networks, you must use tificonfig command to set the broadcast address for
the interface. You could add the example below tddpstart.csdscript:

ifconfig en0 broadcast 89.0.0.0

If the local network is divided into subnets, the broadcast address should take into
account the subnet mask and should be set on the same command line as the
netmask. For the host 89.4.0.9 described earlier under subnet masks, you would s
the broadcast address explicitly to 89.4.0.0.

See also: netstatcommand, in this chapter
inetinit.cffile, TCP/IP and NFS for the iRMX Operating System

|:| Note

Trailer protocol (placing the header at the end of the packet) is
not supported.

Diagnostics
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Exit status is O for normal termination or a positive number for error termination.

Error messages may indicate that the specified interface does not exist or the
requested address is unknown.
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iInamon

Performs several network functions chosen from a menu, including reading and
setting Network Management Facility (NMF) objects, performing echo tests, and
managing network routing.

Syntax

inamon

Additional Information
Inamon is a menu-driven utility that provides these functions:

Determines and changes the iNA 960 configuration through NMF objects and
monitors Remote Boot Server activity. If the NMF is configured for remote
object support, you can usemon to monitor NMF objects on a remote
system. Except for thea961.31Ldownload file, the default NMF

configuration for iNA 960 files shipped with IRMX-NET allows remote object
manipulation.

Performs echo tests of the Data Link Layer to determine if the physical link
between two systems is in place and if the INA Data Link Layers are
functioning. A remote system's Ethernet address and a Data Link Layer LSAP
ID of 08 are used to reach the remote Data Link Layer.

Attaches to iNA 960 on a remote system to determine whether the iNA
Transport software is functional on the two systems. You must provide the
transport address for the remote system.

Notifies the user of a local event.
Provides routing management for both static IP and ES-IS dynamic routing.

See also:  NMF objectdletwork User's Guide and Reference

When you invokeénamon, this menu is displayed:

TYPE 0 FOR : READ/SET/CLEAR OBJECTS
TYPE 1 FOR : ECHO TESTING

TYPE 2 FOR : EVENT NOTIFICATION

TYPE 3 FOR : ROUTER MANAGEMENT

TYPE 4 FOR : ATTACH REMOTE AGENT

TYPE 5 FOR : DETACH REMOTE AGENT

Enter Option (TYPE H FOR HELP, E FOR EXIT) -->

At this menu, enter for help information about the command. Once you enter the
help screens, you must page through (using <CR>) to the end.
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HI command

initstatus

Displays the initialization status of all HI-managed terminals.

Syntax

initstatus

Additional Information

This is the format of thaitstatus display:

terminal

config device init term job user user user

device name excep excep excep state ID ID POOL name

.TO.
T1.
.T3.
.T4.

0000
0000
0000
0021

Where

terminal
device
name

config
excep

device
excep

init

excep
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0000 0000 D-E 1 O 1,400K rmx
0000 0000 SLE 2 65535 1,400K rmx
0002 D--

D--

The physical name of the terminal, as defined during the
configuration of the Basic I/O System and as attached by the HI.
Periods surround each name.

Hexadecimal condition code that the HI received when it attempted
to interpret the terminal definition and user definition files. A0
value indicates a normal condition. Nonzero values indicate
exceptional conditions.

Hexadecimal condition code that the HI received when it originally
attached the terminal as a physical device.

Hexadecimal condition code that the HI received when it created a
job for the interactive session.
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initstatus

term
state

job
ID

user
ID

user
POOL

user
name

See also:

Error Message

not a multi-user system

Three characters that indicate the current state of the terminal. The
first character can be either:

D a dynamic logon terminal

S a static logon terminal

The second character can be either:
L the terminal is locked
- the terminal is unlocked

See also: lock andunlock commands, in this chapter
dynamic and static terminalSystem
Configuration and Administration

The third character can be either:
E the Hl interactive job associated with this terminal
exists
- the interactive job does not exist

A sequential number that the HI assigns to the interactive job during
initialization. You specify this number as the parameter in the
jobdelete command to delete the corresponding interactive job.

The user ID that the HI associates with the interactive job when the
user begins a HI session.

The maximum size of the memory pool associated with the
interactive job.

The logon name of the user who is accessing this terminal.

Logon names and termin8lgstem Configuration and Administration

The HI cannot return information about terminals because it is not configured as a
multi-user system.
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jobdelete

Deletes one or more running interactive jobs, which are the HI jobs that manage
user sessions. The Super user can delete any interactive job. Other users can
delete only those jobs with the same user ID as their own.

Syntax
jobdelete job_id_list

Parameter

job _id _list
One or more job ID numbers separated by commas, specifying the interactive jobs
to be deleted. Use theitstatus command to display the current job IDs.

Additional Information

Deleting an interactive job causes the HI to terminate the corresponding user
session. Th@bdeletecommand cannot be used to delete background jobs; for
those, use thkill command.

When you invokgobdelete, it first attempts to delete the interactive job's offspring
jobs (for example, a submit file or a program invoked as a result of an
rqe_create_io_jobsystem call). It deletes multiple levels of offspring jobs.
However jobdelete cannot delete any interactive or offspring job that contains
extension objects.

See also:  Deleting offspring jobSystem Concepts

Normally, when a user's interactive job is deleted, the HI logs the user off the
system and issues a new logon prompt. If the job is on a static terminal, the Hl
automatically re-creates the interactive job, with no logon prompt. However, if the
lock command has been invoked for the terminal, the HI does not reissue a prompt
or re-create interactive jobs aftejobdeletecommand. The system manager can
use the combination ddck andjobdeleteto remove users from the system before

a system shutdown.

Unless you delete your own interactive jfiydelete displays this message as it
deletes each job:

<job_ID>, deleted

If you delete your own interactive job, the logon prompt is displayed (for dynamic
terminals) or your interactive job is restarted (for static terminals).
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Error Messages

<job_ID>, does not exist
The interactive job associated with this job ID does not exist. It has already been
deleted or never existed.
<job_ID>, invalid job id
The specified job ID is not associated with any terminal managed by the HI.
<job_ID>, job does not belong to you
You do not have the same user ID as the interactive job, or you are not the system
manager.

<job_ID>, not deleted

<job_ID>, <condition code:mnemonic>
The indicated condition code was encountered, prevejaiittplete from deleting
the job.
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jobs
Displays the current background jobs and their job ID numbers, in last-in first-out
order.

Syntax

jobs

Additional Information

The job IDs are displayed in a list of four-digit hexadecimal ID numbers. These
are the job IDs assigned when tieckground command was invoked. To cancel
a background job, use thél command.

This is the type of display produced by tbles command, wherejob> is a
truncated copy of the command line running in the background:

Background Jobs:

9B08  "<job>"
1FFO  "<job>"
10A8 "<job>"

Error Message

<parameter>, unexpected parameter
You entered a parametgops does not accept any parameters.
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keyb
Configures the console keyboard for a specific country, in iRMX for PCs and
iIRMX for Windows. The default keyboard setting is US.

Syntax

keyb [ country-abbreviation ]

Parameters

country-abbreviation

Two-character abbreviation of the country indicating which keyboard is being used,
as follows:

Abbreviation  Country

FR France

GR Germany

IT Italy

LA Latin America
SV Sweden/Finland
UK United Kingdom
us United States

Additional Information

Without a country abbreviatiokeyb displays the syntax and list of countries
supported.

For keyboards with keys that support three characters, you can type the third
character only by pressing the <Ctrl+Atey> combination.

Currently, <Alt+Shift+ey> and the <Alt Gr> key are not supported by the
keyboard command.

Error Messages

Invalid Language Abbreviation
You did not enter a correct country abbreviation as listed above.

Invalid Command Tall
You entered a single letter instead of a two-letter country abbreviation.

Command Reference Chapter 2 253



kill CLI command

Kill
Cancels the specified background job or all background jobs.
Syntax
kil[  job_id |*]
Parameters

job _id The hexadecimal job ID number established when the background job was invoked

* Cancels all background jobs.

Additional Information

The Super user can cancel any job. Other users can cancel only background jobs
started by themselves or by the World user.

If you cancel several background jobs at once and then immediately isgoigsthe
command, some of the canceled jobs may be listed. Even though these jobs are
displayed, they have been canceled. Verify this with angdbercommand.

When a job has been canceled, this message is displayed:
Background job <job_id> canceled

If you use the asterisk (*) parameter with Kile command, all background jobs
are canceled and this message is displayed:

All background jobs were canceled

Error Messages

kill, the job parameter is not a valid background job of the caller
You tried to kill a background job that is not in your list of background jobs.

kill, a job parameter is required
The command you entered has a syntax error.
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lanstatus

An alias for thenetinfo command. The features of the forrarstatus command
are included in theetinfo command.

See also: netinfo command, in this chapter
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listhame
Lists the names and values of objects in the local network Name Server object
table.

Syntax

listhame [to|over|after outpath ]

Parameters

to|over|after outpath

Writes the output to the specified file rather than to the screen.

Additional Information

This command lists only objects cataloged on the local system, not on remote
systems. The output can be directed to a terminal, a file, or a printer. The output
has the form:

Name Property Unique PV_Type Value
FSTSAP 00000H NO SIMPLE 10 OOH
FCTSAP 00001H NO SIMPLE 11 OOH
INARELNUM 00004H NO SIMPLE  03H
INANLNUM 00004H NO SIMPLE  01H
NSCOMMENGINE 00004H NO SIMPLE  FFH
TLCOMMENGINE 00004H NO SIMPLE  OOH

The following entries depend on the number of subnets in the iINA 960 job. For
example, there can be up to 4 MYHOSTID entries, 1 for each subnet, where xx
varies from 01 to 03.

MYHOSTID 00004H NO SIMPLE 00 AA 00 02 57 86H
MYHOSTIDxx 00004H NO SIMPLE 00 AA 00 02 57 86H
INASUBNET 00004H NO SIMPLE 00 O1H
INASUBNETxx 00004H NO SIMPLE 00 O01H

The following entries are added by file servers from/tie¢/datafile. The BSMB2
entry is for the server in slot 0 and the BSSLOT2 entry is needed by the client in
slot 2 (note that the last two digits of addresses in the Value column are the slot
number for these entries).
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RNETSRV 00004H NO SIMPLE 52 4E 45 54 53 52 56 00 AA 00H
02 57 86H

BSMB2 00003H YES SIMPLE 0B 49 00 00 00 AA 00 02 57 86 FEH
00 02 10 O0H

BSMB2 00005H YES SIMPLE 00 AA 00 02 57 86 00H

BSMB2 00006H YES SIMPLE 0B 49 00 00 00 AA 00 02 57 86 FEH
00 02 30 O0H

BSSLOT2 00005H YES SIMPLE 0001 00 AA 00 02 57 86 02H

NSDONE 00004H NO SIMPLE 524D 58 00 AA 00 02 57 86H

The

following entry is for the client (file consumer), taken from/tret/datafile.

MYNAMEQO 00002H NO SIMPLE 726D 78H

In the object table\amemeans the name of the object, such as the server name
BSMB2in this example.

TheProperty column lists the property type, a numeric code that tells what kind
of information is represented by the property value in the last column.

See also:  Name Server property typestwork User's and Reference Guide

Unique indicates whether this combination of object name and property type are
unique on the network. The fixed entries are not unique; the object table on every
node in the network includes these objects. Other non-unique objects can be added
to the object table through the programmatic interface. Non-unique objects are, in
effect, local objects. Each computer can read the value of the object in its own
object table, but it cannot access the object with that name on a remote node. The
Name Server guarantees the uniqueness of any object entered through the Human
Interface. Before it accepts a new object, it checks all the other object tables on the
network for objects with the same name and property type.

SIMPLE in thePV_Type column means that the property value in the last column

is a simple string, rather than a complex structure in which each element is an
object, such as a mail list made up of network users. Structured property types are
not supported in iINA 960/iRMX-NET.

Thevalue column is the property value, a field containing specific information
about this object, usually based on the network address. For objects of property
types 3, 6 and 8, thealue column contains the server's transport address. For
objects of property type 5, that column contains the host-unique 1D, combining the
Ethernet address and a slot ID.

See also: findname andsetnamecommands, in this chapter
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Error Messages

illegal option
The option specified in the command mustdeover , or after

<pathname>, illegal path
The pathname specified in the command line is longer than 255 characters.
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load

Loads iNA 960 network software into memory on the network controller board and
starts the controller running.

Syntax

load pathname

Parameter

pathname
The name of the file containing iINA bootable network software.

Additional Information

The iRMX-NET software loads the iNA boot software onto the network controller
board during initialization, so tHead utility is generally not needed on iRMX llI
systems. However, if IRMX-NET is unable to find the iNA file and cannot load the
software, IRMX-NET initialization stops. iIRMX continues to initialize, and you
may then invoke thimad command to load iNA and resume iRMX-NET operation.

The iNA file being loaded must be in a format as processed byateeutility. In
previous releases of iINA 960, tlead utility had the capability thatlate has; it

could be used for translating an OMF86 file to the iNA boot file format. However,
thexlate utility should now be used to perform the translating function, and the
load utility should be used to load the LAN controller. Attempting to usdodu
utility to perform the translation function produces unpredictable results.

See also:  Remote Booting aadnfofile, Network User's Guide and Reference
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loadname

Adds the names and addresses of network servers listed in a specified file to the
local Name Server object table.

Syntax

loadname [ pathname ]

Parameter

pathname
The name of the file containing the list of network servers. The default file is
:sd:net/data If you specify another file, it must use the format defined for the
/net/datafile.

Additional Information

Theloadnamecommand reads the names and addresses of objects from a file and
enters them into the Name Server object table. A templaténidédata.exis

provided with the iRMX-NET software. Copy the template filesidinet/dataand

edit it. You may instead copy tleet/datafile from a Unix or Xenix system that

has an edited file containing required servers. To do this, usettieme

command to specify the network address for the Unix system, then establish a
connection to the system and copy the file.

See also:  Chapter 1fletwork User's Guide and Referenéer the format and
syntax of thénet/datafile

When you invokdoadname a message is displayed indicating the success or
failure of loading each object. If a failure occurs, the message indicates the name
of the object and the cause of the failure. After failing to enter an object,
loadnamecontinues entering other objects from the file. File lines that are invalid
are ignored.

A server object only needs to be entered in the object table of one iRMX system to
be accessible to the entire subnetwork. The system that contains the names and
addresses of other systems is calledspiwkesmarfor those systems. If the system
that executed thiwadnamecommand is shut down, the command must be
reinvoked. The number of objects that can be loaded into a single system’s Name
Server object table is configurable; the default is 50.
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Changes to thinet/datafile are not reflected on the network until the file is

reloaded using theadnamecommand. If you intend to change a file loaded with
loadname you should first invoke thenloadnamecommand to remove the

objects from the name table. Then edit the file and reinladdname This

ensures that only the current entries in the file are cataloged with the Name Server.

To display the entries loaded after invoklngdname use thdistname command.

See also: setnamecommand, in this chapter

Error Messages

<pathname>, illegal input file format
The input format of the file is not correct. Check the contents of the input file and
correct the format.

<object_name>, syntax error. TYPE not found
The entry in the input file for this object does not contain the keyword TYPE=.
The entry is ignored arldadnameprocesses the next entry.

<object_name>, property type too long
The property type or the system type field for this object is not in the correct
format.

<object_name>, not valid property type
The system type field for this object does not contain a valid value for the property
or system type.

<object_name>, syntax error. ADDRESS not found
The entry for this object does not contain the keyW@DRESS

<object_name>, value too long
The transport address specified for this object is too long.

<object_name>, illegal property value
The transport address specified for this object contains invalid characters.

<object_name>, name already exists
The object name in the input file is already present on the network.

<object_name>, illegal name
The object name specified in the input file is more than 16 characters long.

<object_name>, name table full
The local object table is full. Each server specified in the input file occupies one
entry in the object table. You can delete some objects from the object table or
reconfigure the Name Server to increase the size of the table.
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loadrmx

Loads the iRMX OS after DOS has booted. Use only with the iRMX for Windows
OS. Invokermxtsr beforeloadrmx.

Syntax

loadrmx -n bootfile_name  -s system_device [-fd|n|r]
[ init_file_name 1 [-w]

Parameters

-n Specifies the bootfile name; insert a space betweeand the name.

bootfile_name
Name of the iRMX bootfile.

-s Specifies the iRMX system device; insert a space betvgea@md the name.

system_device
Name of the iRMX system device. The system device may be a DOS-formatted
drive (C_DOS, E_DOS, etc.), an iRMX-formatted drive (C_RMX or D_RMX), or a
remote iIRMX-NET file server. The device must have been set up correctly at
installation time, with the correct iRMX OS directories and system files; otherwise
the iRMX OS will not initialize properly.

See also: Device names, Appendix E
-f Specifies the file system type. Values and corresponding file system types are:

d DOS partitions such as C_DOS

n named iRMX partitions such as C_RMX

r remote file systems using iRMX-NET
The r option invokes network remote load operations and requires the
EtherExpress 16 or EWENET module. The bootfile name parameter then
specifies the remote load class code (hexadecimal class code nnnn encoded
as CC_nnnn). See examples.

Insert a space between and the value. If you do not specify a file system, EDOS
is the default.

-i Specifies the iIRMX initialization file name; insert a space betwieeand the
name. If you do not specify , the default idrmx386\config\rmx.ini

init_file_name
Name of the iRMX initialization file. If not specified, the defaultdenfig:r?init.

-w Wait for iRMX initialization to complete.
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Additional Information

During the iRMX installation process, iRMX files are copied from the installation
diskettes to the hard disk. That hard disk is known to the iIRMX OS as the System
Device and has the logical nansé:. To load the iIRMX OS, specify the physical
device name of the system device.

Loadrmx delays DOS execution until RMX is fully initialized.

Any DOS application that requires resetting the system (such as Wisdtwsexe
or fdisk) or reconfiguring CMOS RAM must be run prior to loading iRMX for
Windows. Even if you have shut down iRMX for Windows, reset the system
before running such software.

Load the iRMX OS before starting large applications, such as word processors, so
that memory allocation, which is done by the iIRMX OS, is adequate for the
application. If you load the iRMX OS from within an application, the encapsulated
DOS task will have only that amount of memory available at load time, even if you
quit the DOS application.

Examples

1. To load the iRMX bootfile located in the DOS subdirecmkgosrmx and to
use the first iRMX partition on the first hard drive as the iRMX system device,
enter:

loadrmx -n C:\DOSRMX\bootfile_name -s C_RMX -f n <CR>

2. To load the iRMX bootfile located in the DOS subdirectmkgosrmx and to
use the primary DOS partition on the first hard drive as the iRMX system
device, enter:

loadrmx -n C:\DOSRMX\bootfile_name -s C_DOS -f DOS <CR>

The two batch files in th&dosrmxdirectory, rmx.batand rmxnet.bat use the
mechanism in this example. You can modify these batch files if you need to.

3. If you are in thédosrmxdirectory, this command will default to loading the
file dosrmxwith the current DOS drive as the system device, and using the
EDOS file driver:

loadrmx <CR>

4. This command provides an example of a remote load invocation, where the
name of the remote file systenfilssrv  and the remote load class code is
4003H:

loadrmx -n CC_4003 -s FILESRV -fr <CR>
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Error Messages

ERROR -->Boot file is not OMF-386 type, loading aborted.
The Object Module Format (OMF) of the specified bootfile is not valid. The file's
OMF header is not present or not correct. You specified the wrong file or the file
has become corrupted.

ERROR -->Exception interrupt error, loading aborted!
BIOS error.

ERROR -->file -n is empty
The specified bootfile is empty (0 bytes). Use the DOS commiadik to scan
your disk, then reinstall your iRMX bootfile.

ERROR -->file -n is too short!!
The specified bootfile must be greater than 75 bytes to be a valid OMF bootfile.
You specified the wrong file or the file has become corrupted.

ERROR -->Gate Address A20 Failed, cannot run iRMX.
Cannot access memory above 1 Megabyte, or BIOS error.

ERROR -->iRMX Interface TSR is not present.
Invokermxtsr before usindoadrmx.
ERROR -->iRMX Operating System is present in memory, cannot
overload.
The iIRMX OS is already loaded. You cannot load more than one bootfile at any
one time. Reboot the system, then invaoketsr before usindoadrmx.

ERROR -->Memory configuration error; cannot load iRMX.
The reported memory size was either less than 0 or greater than 640K.

ERROR -->No extended memory present; cannot load iRMX.
Loadrmx loads the specified bootfile into extended memory and requires at least
1.5 Megabytes. If insufficient extended memory is present, the iRMX OS cannot
load.

ERROR -->Can't allow iRMX to load below 1MB, loading aborted
The specified bootfile does not contain code to load the iRMX OS in extended
memory. The bootfile is probably a regular iIRMX Il bootfile without the IRMX
for Windows enhancement.

ERROR -->Protected mode software already loaded.
Loadrmx has detected that the microprocessor is running in Protected mode.
Products that use Protected mode services cannot be used with iRMX for Windows

Determine what DOS application program or utility is using Protected mode
services, remove it fromonfig.syqgor wherever it is being invoked), reboot the
system, then invoki®adrmx.

ERROR -->RAM parity error, loading aborted!
BIOS reported a parity error.
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ERROR -->Target file read error.
The file may have been corrupted.

ERROR -->Unable to open file: <filename>
The specified bootfile is not in the specified directory. Inviokelrmx again and
specify the correct drive, directory, filename, and extension of the bootfile.

ERROR -->Unknown error from BIOS, loading aborted!
Run the system tests for your system.

*»**\WWARNING***Available Extended memory is less than 2 megabytes.
There is less than 2 Mbytes of extended memory in your system. The requested
bootfile will load and the iRMX OS may run, depending upon how much memory
is available. Some tools, application programs, compilers, etc. may not execute
because insufficient memory is available.

*»**\WWARNING***PC junior Not supported.
The platform is a PC Juniot.oadrmx will attempt to load the bootfile but will
return an error and abort.

*»**\WWARNING***PC Not supported.
The platform is not a supported PCoadrmx will not attempt to load the bootfile.

*»**\WARNING**PC/XT 8088 base Not supported.
The platform is an 8088-based PCoadrmx will not attempt to load the bootfile.

*»**\WWARNING***PS/2 Model 30 Not supported.
The platform is a PS/2 Model 3Qoadrmx will not attempt to load the bootfile.

*»**\WARNING***Unknown PC Not supported.
The platform is not an Intel386, Intel486r Pentiuri microprocessor-based PC.
Loadrmx will not attempt to load the bootfile.

*»**\WARNING***Unknown system type, loading aborted.
The platform is not compatibld.oadrmx will not attempt to load the bootfile.
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locdata

Transforms a data stream, such as a physically attached RAM disk, into a located
data file (a file that identifies the absolute memory address where the Bootstrap
Loader loads the file). You then use #udlloc command to integrate the located
data into an existing application system.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

locdata inpath to|over outpath address= value
Parameters

inpath

tojover

The logical name of the physically attached RAM disk. Multiple or wildcard
pathnames are not allowed.

outpath
Pathname of the file to receive the outpuloafiata. Multiple or wildcard
pathnames are not allowed. Specifyingguards against overwriting an existing
file. If you receive a message that the file exists, ent#R to overwrite the file,
or N or E (exit) to exit thdocdata command and preserve the existing file.

address= value
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The address at which the Bootstrap Loader is to load the data stream (for example,
the address of a RAM disk). The address must specify a WORD boundary. Be
careful not to assign an address that overlays any part of the system or the third
stage of the Bootstrap Loader. By default, the value is decimal, but you may
specify octal or hexadecimal by appending an O or H.
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Additional Information

Thelocdata andaddloc commands can be used together to create an application
that automatically loads part of itself into a RAM disk when the system boots.
Generally, to use a RAM disk you configure a system with an area of RAM
dedicated to the RAM disk. When the system boots, you attach the RAM disk
memory to your system, format it, and move data into and out of it just as you
would with any other secondary storage device.

If you want to use a RAM disk to store part of the application system (for instance,
the HI commands), the stored data must be available in the RAM disk area when
the system boots. This data cannot be copied into the RAM disk until you have
configured the application system into a bootable file, because the RAM disk area
doesn't exist until you define it through the configuration process. Therefore, you
must integrate a copy of a RAM disk data structure into an existing application
system boot file.

Using the address assigned to the RAM disk during the configuration process,
locdata creates a located data file containing the image of the RAM disk. (A
located file is a file that specifies the starting address at which it is to be loaded by
the Bootstrap Loader.Addloc integrates the located data file with an existing
application boot file, creating a file that contains a new bootloadable version of the
application system. When this new file is booted, the RAM disk data structure is
loaded into memory in the area defined for the RAM disk during configuration.

You own and have full access to any remote files created bgdtiata command.
(Read, append, and update access permissions constitute full access for remote
files.)

Example

To create an application system with a RAM disk that is initialized by the
Bootstrap Loader, perform these steps:

1. Configure a version of the OS that includes a RAM disk. Make a special note
of the starting address you specify for the device.

See also: ICU User's Guide
2. Bootstrap load this new version of the OS.
3. Attach the RAM disk as a named device. For example:
attachdevice RAM AS :r: <CR>
4. Format the RAM disk as a named file. For example:

format :r: <CR>
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5. Create a directory structure on the RAM disk and copy the files that you need,
such as the HI commands, to the appropriate directory. An error message is
displayed if you run out of room on the RAM disk.

6. Detach the RAM disk. For example:
detachdevice :r: <CR>

7. Attach the RAM disk as a physical device. This allows you to access all the
data in the device, including the formatting information. For example:

attachdevice RAM AS :r: physical <CR>

8. Use thdocdata command to process the information from the RAM disk and
place the output in a file on the hard disk. Use the RAM disk starting address
(specified during configuration) as the value for the address parameter. If you
configured the RAM disk to have a base address of 0100000H, this example
applies:

locdata :r: to commands address = 0100000H <CR>

9. Use theaddloc command to add the processed output ¢dremanddile) to
the file that contains the bootstrap loadable version of the OS. For example:

addloc commands, RMX86.286 to /boot/RAMdisk.286 <CR>

The processed output file of thlcdata command (theommandsile) is
combined with a bootloadable filR1X86.286) to produce a new
bootloadable file RAMdisk.28h Theaddloc process generates a print file
(RAMdisk.mpa

10. Create a Bootstrap Loader third stage for the new bootable file. For example:
copy /system/RMX86 to /boot/RAMdisk <CR>

When you bootstrap load this new version of the OS, the RAM disk contains the
commands and files copied to it during Step 5.
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Error Messages

<pathname>, is a keyword not a file name
One of the pathnames you specified was a command keyword, not a file.

locdata, one input file only
Locdata requires one input file; you specified more than one.

locdata, one output file only
Locdata requires one output file; you specified more than one.

after, is an illegal preposition for locdata

Theafter preposition is not a legdcdata parameter.
<string>, illegal preposition

The preposition you entered is not a lelgalata parameter.

locdata, address parameter is missing
You omitted the address parameter in the invocation line.

locdata address value is missing
You omitted the address value in the invocation line.

locdata, no more than one address value
You entered more than one address value in the invocation line.

locdata, illegal address value
The address value you specified is not within the range of 0 to OFFFFFFH.

<pathname>, output file same as input file
Locdata does not allow the same name for both the input and output files.

<pathname>, write error
A system error caused an incorrect number of bytes to be written to the output file.
Retry the command.

<pathname>, physical address exceeded 16M bytes
The base address added to the size of the input file you specified exceeds
16 Mbytes (this is for IRMX Il systems only).

<pathname>, read error
A system error caused an incorrect number of bytes to be read from the input file.
Retry the command.
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lock
Locks the terminal(s) after the current interactive job is deleted; cannot be used for
virtual terminals.

Syntax

lock [ terminal_name_list [*]

Parameters

terminal _name_list
One or more physical device names of the terminals to be locked. Multiple names
must be separated with commas. To display the terminal device names, invoke the
initstatus command.

* Specifies that all configured terminals should be locked.

Additional Information

The lock takes effect as soon as there is no interactive job on the terhanolal.
prevents the HI from re-creating an interactive job or issuing a logon prompt once
the current interactive job is deleted. As a result, users cannot access the Hl
through that terminal.

One use of thiock command (in conjunction witbonnec) is to take the terminal
off-line for use with a modem. Note your terminal's attributes before changing
them for modem use; you must restore them before the HI can use the terminal.

The Super user can lock any terminal; other users can lock only those terminals
whose interactive jobs have the same user ID as their own.

The system manager can useltiek command followed by pbdelete command
either to selectively delete users from the system or to shut down the entire system
Interactive jobs are deleted with tjobdelete or thelogoff command.

This message is displayed on each locked terminal as the lock takes effect:
Terminal is now locked and unavailable for use

As each terminal is locked, this message is displayed at the terminalladiere
was invoked:

locked
<terminal_name>, locked

See also:  Terminal§ystem Configuration and Administration
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Error Messages

lock not allowed
You attempted to lock your own terminal, which can only be done by the Super
user.

<terminal_name>, not found

No terminal with the indicated name is configured into your application system.
<terminal_name>, already locked

The indicated terminal is already locked.

not a multi-user system
Thelock command does not function if the HI is configured as a single-user
system.
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logicalnames

Lists all the current logical names available to the user, including local and remote
names.

Syntax

logicalnames [to|over|after outpath ] [f|s|I[ r]] [u]sy]

Parameters

to|over|after outpath
Writes the output to the specified file rather than to the screen.

f (ast ) Lists the logical names without any additional information. This is the default.

s(hort ) Lists logical names along with their type, the physical device name, the current
connections, and the owner.

| (ong) In addition to the information displayed blyort , lists the complete pathname
associated with each logical name.

r (oot ) If specified withlong , displays the pathname beginning at the root device.
u(ser ) Lists only the logical names associated with the current user.
sy (stem)

Lists only the logical names of system-defined files and devices.
Additional Information

You own and have full access to output files created biothealnames
command, including any remote files.

When invoked with théong orshort parameterlogicalnamesdisplays these
abbreviations for the standard file driver names:

Named file driver: NAM
DOS file driver DOS
EDOS file driver EDOS
Physical file driver PHYS
Stream file driver STR
iIRMX-NET Remote file driver REM
NFS file driver NFS

Logicalnamesalso displays the loadable file driver names.
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Without any parameterlggicalnamesdisplays the logical names defined by the
user and by the system. In thiss¢ ) type of display, asterisks are shown beside
logical names that refer to a device. Logical names without an asterisk refer to
files.

Example

This example shows the output listing when you uséotite parameter. Items in
the example are described below it. This listing is the samstasta listing,
with the addition of thg@athname column.

User Logical Names:

name type fdvr con dev name owner pathname
PROG dir EDOS 2 C_DOSs WORLD :$:PROG
TERM file PHYS 5 Tl :TERM:
$ dir NAM 3 scw_0p2 WORLD :$:
Cl file PHYS 5 Tl :Cl:
CcoO file PHYS 5 T1 :CO:
HOME dir EDOS 3 C_DOS WORLD  :SD:user/world
REMOTE1 file REM 0 serverl WORLD :REMSYS:SD/remotel
System Logical Names:
name type fdvr con dev name owner pathname
SYSTEM dir EDOS 1 C_DOs #0 :SD:sys386
WORK dir EDOS 1 C_DOs WORLD  :SD:work
SD Idev EDOS 1 C_DOs #0 :SD:
BB Idev PHYS BB #0 :BB:
STREAM [dev STR 1 STREAM #0 :STREAM:
REMSYS ldev REM 0 serverl WORLD :REMSYS:
W Idev. NAM 1 scw_0p2 #0 W
Where:
type Specifies the kind of logical naméile , dir (directory),map

(system file), otdev (logical device).

fdvr File driver: Specifies the abbreviation for the named, physical,
stream, remote, EDOS, DOS, NFS, or loaded file driver.

con The number of connections a file or device has. For remote files the
con field always contains a 0.

devname The physical device name associated with the logical name. In the
case of a directory or file, the name shows on what device the file or
directory exists.

owner The originator of the connection to the logical name.
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pathname The pathname of the logical name.

When you specify theoot parameter with theeng parameter, the pathname is
displayed beginning from the root device. If the displayed pathname has ellipses
before it (../user/dirl/dir2/dir3/filenamg logicalnamestruncates the pathname
because it is too long to fit in its column; only the last elements are shown.
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logoff

Logs the user off of a dynamic terminal and frees the terminal for use by other
operators.

Syntax
logoff

Additional Information

Logoff also deletes the user's interactive job, executeptbg:r?logofffile, and
issues a new logon prompt (if the terminal has not been locked). If there are any
active background jobs when you invdkgoff, you receive the message:

background jobs are running, do you want to exit ?

(In] ory)
If you respond withy, your background jobs are canceled and you are logged off.
If you use the CLI, this is an internal CLI command. It is also supplied as an HI
command for systems that use a custom interface. Regardless of whether you use

the CLI, invoking:system:logoff invokes the HI command. The HI version of
the command does not check for the existence of background jobs.

On static terminaldpgoff simply terminates the session and restarts a new session
for the same user, unless the terminal has been locked.

See also:  Dynamic and Static Termin&gstem Configuration and
Administration

Error Messages

:prog:r?logoff, file does not exist
The CLI could not find the logoff file. This message is only a warning, not an
error;logoff completes successfully.

<parameter>, unexpected parameter
You entered a parametdogoff does not accept any parameters.
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HI command

make (mk)

Automates the creation of large programs.

Syntax

make [ option |[ macdef][ target ]

Parameters

option

One or more switches that modify program operation.

[]

276

Note

Many of these switches produce status codes, warnings, or errors:

 Status codes provide useful information.

« Warnings provide vital information that may affect
programming decisions. However, warnings will not stop the
creation of object files.

- Errors are fatal to the compilation process and stop the creation
of object files.

filename

Ignores iRMX errors.
System exits when it receives a warning from iRMX tools.
Displays commands but does not execute them.

Prints the complete set of macro definitions and dependency lines in a
makefile.

Returns an iRMX status code based on the updated file.
Ignores the built-in rules.

Specifies that environment variables override makefile assignments.

Specifies the name of the makefile. For filenames, you must supply a
full path name if the file is not in the current directory.

Executes makefile commands without displaying them.

Changes the modification date of each target file without recreating
the files. This is similar to thuch command, where the date is
made current so that the object files are not unnecessarily created
again.
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-u Forces an update.

-? Requests help messages for various switches and version information
for this command.

-d[dd] DEBUG makefile. Each (up to three) provides more information.

See also: Additional Information section of this command for information on
macros, dependencies, built-in rules, environment variables, and
commands

macdef
A macro definition that provides value or meaning to a macro.

See also: Using Macros section of this command

target
Name of a file to be updated. Must correspond to one of the target names in the
makefile. Make processes target names from the command line from left to right.

Additional Information

Themake command helps you to quickly create makefiles and object files without
leaving the IRMX OS.Make reads commands from a user-defined makefile that
lists the files to be created, the commands that create the files, and the files from
which they are created. This command is similar to the biaike command.

When you use thmake command to create a program, it ensures that each file on
which the program depends is up-to-date. If necessary, it then creates the program
by executing the given commands in the makefile. If a file is not up-tordate
updates it before creating the program by executing explicitly given commands or
one of the many built-in commands.

See also:  Using Built-in Rules section of this command

Creating a Makefile

A makefile contains dependency lines, command lines, and comments. A
dependency line shows how a given file depends on other files and what commands
are required to bring a file up-to-date. You can add comments as notes for the
programmer or anyone reading the makefile.

Keep the makefile in the same directory as the given source files. The filename
makefileis provided as the default filename if you do not give an explicit name at
invocation.
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Dependencies

A dependency line lists the filename, its dependencies, and commands using this
form:

target ... :[dependent ...]
[ command ...]

wheretarget is the name of a file to be updatddpendent is the name of a file

on which the target depends, ammthmandis the IRMX command needed to create
the target file. The command line(s) should be on a newline, and should begin at
the first tab stop. If a dependency line is too long, you can continue it by typing a
backslash (\) immediately followed by a newline.

You can give more than one target name or dependent name if desired. Separate
each name from the next by at least one space. Separate the target names from tt
dependent names by a colon (:). Filenames must follow iRMX naming
conventions.

See also:  iRMX file-naming conventions, in Chapter 1

|:| Note

Names are case-sensitive within a makefile.

Commands

You can give a sequence of commands on lines following the target by beginning
each line with a tab character. Specify commands exactly as they would appear or
an iRMX command line. Use the ampersand charag}en front of a command

to prevenimake from displaying the command before executing it.

Comments

You can add a comment to a makefile by starting the comment with a pound sign
(#) and ending it with a newline. All characters after the pound sign are ignored.

Example

278

A program nametkstis made by linking three object filespbj, y.objandz.obj
These object files are created by compiling the C language source djlgs, and
z.c Furthermore, the files.candy.c contain the line:

#include <defs>

This meangestdepends on the three object files, the object files depend on the C
source files, and two of the source files depend on the includeefie
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Here is a makefile representing these relationships:

test: x.obj y.obj z.obj
$(BND) $(CSTART), &
x.obj, y.obj, z.obj, &
$(SD)intel/lib/cifc32.lib, &
$(SD)RMX386/lib/rmxifc32.lib &
renameseg(code32 to code) &
segsize(stack(+8192)) rc(dm(10000,5000000)) &
object($@) $(DEBUG) $(TYPE)

x.obj: x.c defs
$(CC) $*.C $(CFLAGS)

y.obj: y.c defs
$(CC) $*.C $(CFLAGS)

z.0bj: z.c
$(CC) $*.C $(CFLAGS)

In the first dependency linggstis the target file and.obj, y.obj, andz.objare its
dependents. This is the command sequence:

$(BND) $(CSTART), &
x.obj, y.obj, z.obj, &
$(SD)intel/lib/cifcf32.lib, &
$(SD)RMX386/lib/rmxifc32.lib &
renameseg(code32 to code) &
segsize(stack(+8192)) rc(dm(10000,5000000)) &
object($@) $(DEBUG) $(TYPE)

The next line tells how to createstif it is out-of-date. The program is out-of-date
if any one of its dependents has been modified gastevas last created.

The second, third, and fourth dependency lines have the same form, witblihe
y.obj, andz.objfiles as targets amxic, y.c, z.¢ anddefsfiles as dependents. Each
dependency line has one command sequence that defines how to update the given
target file.

Specifying a Makefile

This examplenake command reads the dependency lines of the makefile named
maketesfound in the current directory:

mk -f maketest
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You can directnake to read dependency lines from the standard input by giving a
hyphen (-) as the filenaméJdake will read thestdinuntil an end-of-file is
encountered (Ctrl-Z iftdinis the console).

If you specify only a target on the command line and no makefile is presak,
will attempt to create the target using only built-in rules. This is especially useful
for small, single-module programs.

Updating Makefiles

When you invokanake, you can update and modify one or more target files in the
directory. You can also direntake to update the first target file in the makefile

by typing just the commandake. In this casemake searches for the makefile in
the current directory.

For example, assume that the current makefile contains the dependency lines givel
in the last section. This command compares the modification datestesthe

program and each of the object filesbj, y.obj, andz.objand recreatestif any
changes have been made to any object files s@ste/as last created:

mk

It also compares the modified dates of the object files with those of the four source
files, x.c y.¢ z.¢ anddefs and recreates the object files if the source files have
changed. It does this before recreatiegtso that the recreated object files can be
used to recreatest If none of the source or object files has been altered since the
last timetestwas mademake stops and all files are unchanged.

You can directnaketo update a given target file by giving the filename of the
target. For example, this command causege to recompile, creating theobj
files if thex.c or defsfiles have changed since the object file was last created:

mk x.obj

Similarly, this command causeasake to recompile, creating.objandz.objif the
corresponding dependents have been modified:

mk x.obj z.obj
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Using Pseudo-target Names

You can include dependency lines that have pseudo-target names, i.e., names for
which no files actually exist or are produced. Pseudo-target namesalosto
perform tasks and execute iRMX commands not directly connected with the
creation of a program, such as deleting old files or printing copies of source files.
For example, this dependency line removes old copies of the given object files
when the pseudo-target nanmieanup is given in the invocation ahake.

cleanup:
delete x.obj
delete y.obj
delete z.obj

Since no file exists for a given pseudo-target name, the target is always assumed to
be out-of-date. Thus the associated series of commands are always executed.

This command causes the creatiomatkefile.newvhich will have a dynamically
created dependency section formed byntkelep command:

depend:
copy makefile over makefile.new
mkdep -p -f makefile.new -i $(CDIR) \
mkdep.c $(SRC)

See also: mkdep command
Make also has built-in pseudo-target names that modify its operation.

The pseudo-target nani&NORE causesnake to ignore errors during execution
of commands, allowinghaketo continue after an error. This is the same asithe
option. Make also ignores errors for a given command if the command string
begins with a hyphen (-). To causeke to stop on warnings, the pseudo-target
name.WARNING has the same effect as the option.

The pseudo-target nanfRECIOUS prevents dependents of the current target from
being deleted whemake is terminated by an error condition or user-input
<Ctrl-C>.

The pseudo-target nan®LENT has the same effect as tse option.

Using Macros

A makefile can contain macros. A macro is a short name that represents a filename
or command option. The macros can be defined when you imeake or in the
makefile itself.
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In a macro, the name (a string of letters and digits) to the left of the equal sign is
assigned the string of characters following the equal sign. Except where noted
under concatenated macro definitions, leading blanks and tabs on both sides of the
operator are ignored (on both sides of the equal sign, leading blanks and tabs are
stripped).

The macro definition templates shown differ only in the operator they contain
(=,+=or :=). The operator distinguishes these three typeské macros:

NAME = [value] #standard macro definition
Defines a standard macro, where the value of the macrovaltlee string,
which can contain other macros.

NAME += [value] #concatenated macro definition
Defines a concatenated macro, where the value of the macro is the
concatenation of its current value aradue . If you omit whitespace after the
operator in the definitiormake pastes the concatenated value immediately
after the current value; otherwisgake converts any whitespace to a single
space between current and concatenated values.

NAME = [value] #immediate macro definition
Defines an immediate macro, where all macrogsmine are expanded and the
expanded line is the value of the macro.

These examples are valid macro definitions:

CFLAGS = optimize(3) debug
LIBS =

The last definition assignsBS the null string. A macro that is never explicitly
defined has the null string as its value.
Invoking Macros

Invoke a macro by preceding the name with a dollar sign $ ; place macro names
longer than one character in parentheses () or braces {}. The name of the macro is
either the single character after the dollar sign or a name inside parentheses or
braces. These are valid macro invocations:

$(CFLAGS) $(xy) $Z ${Z}

The invocation$z and${z} are identical.
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Including a Standard Macro Definition in a Command Line

A macro definition argument has the same form as a macro definition in a
makefile. Macros in a command line override corresponding definitions found in
the makefile. For example, this command assigns the iratugal to

RELEASE

mk RELEASE=internal

All environment variables are preloaded as macros before reading the makefile. If
the-e switch is set, the environment variables override the makefile.

Using Built-in Macros
Make has built-in macros that you can use when writing dependency lines:

@ Contains the full pathname of the current target. It may be used in
dependency lines with user-defined target names.

$* Contains the name of the current target with the suffix removed. Thus
if the current target itest.obj $* containgest It may be used in
dependency lines that redefine the built-in rules.

$? The value is the list of prerequisites newer than the target.

$- Contains the filename of the dependent that is more recent than the
given target.

$(@D), $(@F), $(<D) , $(<F) , $(*D) , $(*F) , $(-D) , $(-F)
These macros get directory and file portions of the respective macros
above.

$(MAKE) By default, the value of this macro is the name with winigtke was
invoked, but you can change it. Using this macro on any operation
line overrides thén no execute control. This is useful in debugging
makefiles that invokenake recursively.

$(MAKEVERSION)
This macro is the version afake.

$(MFLAGS) $(MAKEFLAGS)
This macro specifies the options tinadke starts with. Make fills
this macro with all options supplied, so you can use them to pass
along options when invokingnake recursively.

$(STATUS) Make fills this macro with the return code of operation lines that
contain the ignore prefix (-).

Make supports a macro substitution feature:

$(macro:old_suffix=new_suffix)
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This is used as follows:

SRC =x.cy.cz.c
OBJS = $(SRC:.c=.0bj) OBJS iS now x.obj y.obj z.obj
OBJLIST = $(SRC:.c=.0bj,) OBJLIST is nowx.obj,y.obj,z.obj

vpath: Search Path for All Dependencies

The value of thenake variablevpath specifies a list of directories thaiake

should search. Dependency files are usually in the current directory, but if a file
that is listed as a dependency does not exist in the current direntay searches
the directories listed impath for a file with that name. The first occurrence of
that file is then used as the dependency.

Thevpath variable is a list of directory paths separated by colons. Because the
paths are colon-separated, iRMX logical names cannot be used.

For example, this command specifies two directory pathsrtake sequentially
searches if it cannot find dependency files in the current directory:

vpath = intel/ic386/inc:/rmx386/demo/c/intro

Using Environment Variables

Make provides access to current values of the environment variaiksee
automatically assigns the value of each environment variable to a macro of the
same name. You can access a variable's value in the same way that you access tt
value of explicitly defined macros. For example, in this dependency line,
$(SOURCE) will have the same value as the user's SOURCE variable (assuming the
user has defined the variald®@URCE

test:
$(CC) $(SOURCE)/x.c

Make assigns the environment variable before it assigns values to the user-
specified macros. Thus, you can override the value of an environment variable by
explicitly assigning a value to the corresponding macro. For example, this macro
definition causesnake to ignore the current value of t8®URCHariable and use
/usr/pubinstead:

SOURCE=/usr/pub

For another example of changing environment variables, if you add this line to the
:config:r?envfile, make will break to an AEDIT window if an error occurs during
compilation:

EDITOR = AEDIT
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The precedence afiake macros is determined by where they are defined. You can
redefine an existing macro (i.e., change its value) if the redefinition has precedence
at least as high as the existing definition. This is the default precedence of macro
definitions:

. Invocation command definition (highest)
. Description file definition

. Macros predefined byake

. Environment definition (lowest)

The-e environment control causes environment definitions to have higher
precedence than makefile definitions (but lower precedenceribkainvocation
command definitions) for a particular invocationnadike.

|:| Note

Some systems upper-case the name of an environment variable
while the value of the variable retains its case as specified in the
variable's definition. It is therefore recommended that all macro
names be in uppercase.

Using the Built-in Rules

Make provides a set of built-in dependency lines, called built-in rules, that
automatically check the targets and dependents given in a makefile and create up-
to-date versions of these files if necessary. The built-in rules are identical to user-
defined dependency lines except that they use the suffix of the filename as the
target or dependent instead of the filename itself. For examples can

automatically assume that all files with the suffikj have dependent files with the
suffix .c.

When no explicit dependency line is given in a makefile for a givemfidde
automatically checks the default dependents of the file, forming the name of the
dependents by removing the suffix of the given file and appending the pre-defined
dependent suffixes. If the given file is out-of-date with respect to these default
dependentanake searches for a built-in rule that defines how to create an up-to-
date version of the file and executes it.
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There are built-in rules for these files:

.obj Object file

.c C source file

.p38 PLM386 source file
.pim PLM386 source file
.a38 ASM386 source file
.asm ASM386 source file

For example, if the filex.objis needed and there is amin the description or
directory,x.cis compiled.

The built-in rules are designed to reduce the size of your makefile. They provide
the rules for creating common files from typical dependents.

Reconsider the example given in Creating a Makefile. In this example, the
program test depended on three object fitashj, y.obj,andz.obj The filesx.c

andy.c also depended on the include filefs In the original example, each
dependency and corresponding command sequence was explicitly given. Many of
these dependency and command lines were unnecessary, since the built-in rules
could have been used instead.

This is all that is needed to show the relationships between these files:

test: x.obj y.obj z.obj
$(BND) $(CSTART), $(@).obj, &
$(SD)intel/lib/cifc32.lib, &
$(SD)RMX386/lib/rmxifc32.lib &
renameseg(code32 to code) $(TYPE) &
segsize(stack(+8192))
rc(dm(10000,500000)) object($@) $(DEBUG)
x.0bj y.obj: defs
In this makefile testdepends on three object files, and an explicit command is
given showing how to updatest However, the second line merely shows that two
object files depend on the include filefs No explicit command sequence is
given on how to update these files if necessary. Insteakk uses the built-in
rules to locate the desired C source files, compile these files, and create the
necessary object files.
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Changing the Built-in Rules

You can change the built-in rules by redefining the macros used in these lines. You
can display a complete list of the built-in rules and the macros used in the rules by

typing:
mk -p

The macros of the built-in dependency lines define the names and options of the
compilers, assemblers, and other programs invoked by the built-in commands.
Make automatically assigns a default value to these macros when you start the
program. You can change the values by redefining the macro in your makefile.
For example, this built-in rule contains two macK@SandCFLAGS

.c.obj:
$(CC) $*.C $(CFLAGS)

You can redefine any of these macros by placing the appropriate macro definition
at the beginning of the makefile. You may create your own built-in rule in your
makefile. A built-in rule has the form:

suffix-rule :
command

wheresuffix-rule is a combination of suffixes showing the relationships of the
implied target and dependent, arwhmandis the iRMX command required to

carry our the rule. If more than one command is needed, they are given on separate
lines.

For a complete list of built-in rules, check:
:lang:builtins.mk

A pair of suffixes indicates a rule that makes one file from the other. For example,
.c.objis the rule that creates an object filehf) from a corresponding C source file

(.c).

If necessary, you can create nawffix-rules by adding a list of new suffixes
to a makefile withSUFFIXES: this pseudo-target name defines the suffixes that
may be used to malseffix-rules for the built-in rules. The line has the form:

.SUFFIXES: suffix ...

wheresuffix  is usually a lower-case letter preceded by a dot (.). If more than one
suffix is given, you must use spaces to separate them.
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The order of the suffixes is significant. Each suffix is a dependent of the suffixes
preceding it. For example, this suffix list causes.cto be a dependent of
test.obj andtest.pimto be a dependent tdst.c

.SUFFIXES: .obj .c .p38 .plm .a38 .asm

You can create newuffix-rules by combining dependent suffixes with the
suffix of the intended target. The dependent suffix must appear first. If a
SUFFIXES list appears more than once in a makefile, the suffixes are combined
into a single list. ISUFFIXES s given but has no list, all suffixes are ignored.

Troubleshooting

288

Most difficulties in usingnake arise from its specific meaning of dependency. If
the filex.c has the line:

#include <defs>

then the object fil&.objdepends on defs; the source filedoes not. Ifefsis
changed, it is not necessary to do anything to thefdewhile it is necessary to
recreatex.obj To determine which commandsake will execute, without actually
executing them, use the option. For example, this command prints out the
commandsnake would normally execute without actually executing them:

mk -n

If a change to a file is absolutely certain to be benign (e.g., adding a new definition
to an include file), thet touch option can save a lot of time. Instead of issuing a
large number of superfluous recompilatiomske updates the modification times

on the affected file. Thus, this command, which stands for touch silently, causes
the relevant files to appear up-to-date:

mk -ts
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here Documents

Make understands Unix-styleeredocuments. This enables you to include data in
the makefile that would normally need to be placed in a separate file, and makes
the data available as the standard input of the command. <<- (strip leading tabs)
and <<\word (quoting) modes are both supported. If quoting is not specified, then
the data is subject to macro expansion, at the time of command execution.

date

EOF

/sys286/submit heredoc.000 to :bb: <<-\EOF

ed today.h

vl/local/d

s/ local//

s/.*/static char xxxtime[] = "@(\#) Compiled: &";/
w

q
EOF

Error Messages

Make does not generate error messages. However, it does pass through any error
messages generated by the iRMX tools it invokes.
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memory

Displays the amount of memory currently allocated to the user, and the total system
memory available to the user.

Syntax

memory [e]

Parameters

e Also displays the total amount of initial and currently available system memory.

Additional Information
This is an example of the listing produced when you use gaameter:

- memory e <CR>

User Private Memory (pool minimum) : 300 k Bytes
Available Memory (Private + Shared): 1.545 M Bytes
Initial Available Shared System Memory: 13.99 M Bytes
Current Available Shared System Memory: 7.650 M Bytes

Where:

User Private Memory
The amount of memory currently allocated to the user

Available Memory
The amount of memory available for the user; that is, the private
memory and the amount of memory the user job can borrow from
parent jobs. For example, if the private memory is 300 Kbytes and
the total memory is 1.545 Mbytes, as shown above, your interactive
job can still borrow 1.245 Mbytes.

Initial Available Shared System Memory
The amount of memory initially assigned to the Free Space Manager
after the root job allocates its memory.

Current Available Shared System Memory
The amount of memory currently available in the root job from the
Free Space Manager.
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mirror

Manages disk mirroring on a pair of matched hard disks.miitrer command
provides several distinct functions and must be invoked once for each function
desired. This command is supported in:

e IRMX Il systems using Multibus | and Il

e iIRMX for Windows and iRMX for PCs systems using Multibus Il

e iIRMX for Windows and iRMX for PCs systems using a PC bus with an
Adaptec 1542/1742 host adapter

Syntax

mirror create primary  secondary
mirror setopt primary read alt|prim|sec
mirror resync primary p2s|s2p

mirror waitevent primary

mirror getstat primary

mirror attstat primary

mirror disable primary

Parameters

create

Creates a mirror set with a primary and secondary hard disk.

primary
Primary hard disk's logical name (for example, :w:).

secondary
Secondary hard disk’'s DUIB name (for example, M4380_3)

See also: physnamecommand, in this chapter
device names, Appendix E

setopt Sets special options for the mirror set.

read  Sets the read policy for the mirror set to one of the following:

alt Reads are performed alternately from the primary and secondary hard
disks. Ifsetopt is not specified, this is the default.

prim Reads are performed only from the primary hard disk.

sec Reads are performed only from the secondary hard disk.
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resync Enables disk mirroring on a mirror set and resynchronizes the set's hard disks while
on-line. The direction of resynchronization is one of these:

p2s Primary to secondary.
s2p Secondary to primary.
waitevent

Waits for a disk mirroring event and returns when an event occurs.

getstat
Reports the mirroring status of a mirror set.

attstat
Reports the attachment status of a hard disk.

disable
Disables disk mirroring on a mirror set.

Additional Information

|:| Note

You cannot use this command with a device that you access
through NFS.

Disk mirroring is a hard disk configuration that maintains identical copies (mirrors)
of data on two disks for increased reliability. Disk mirroring requires you to create
a mirror set: a pair of hard disks configured to write the same data to both disks,
read data from alternate disks (by default), and perform error checking for read and
write operations on the set.

A mirror set has a primary and secondary hard disk. The mirror set takes its name
from the primary hard disk, and disk mirroring operations are directed at that disk.
The primary hard disk must be already attached and is identified by a logical name.
for example;sd: or:m:. The secondary hard disk works together with the primary
hard disk to do disk mirroring operations. The secondary hard disk is identified by
its physical (DUIB) name. The secondary hard disk should be formatted, but
detached.

To create a mirror set, use térror command with thereate parameter. This
creates a mirror set and specifies the primary and secondary hard disks in the set.

|:| Note

The two hard disks must have the same formatted capacity,
device granularity and should be the same model type to ensure
the same formatted disk capacity.
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To set the read policy for a mirror set, userthigor command with theetopt

andread parameters. This determines whether data is read from one or both disks.
By default, data is read alternately from the primary and secondary disk; this gives
the best performance for multiple I/O requests.

To enable disk mirroring on a mirror set, usentiror command with the

resync parameter. This enables disk mirroring and causes on-line
resynchronization to occur. Th@mary parameter specifies the mirror set name.
Resynchronizing a mirror set involves copying data from one hard disk of the set to
the other. The resynchronization direction is specified in the command. This
command must be used only after a mirror set is created or after a rollover event
(described later). During execution, the command ensures that the destination hard
disk is a good hard disk. The resynchronization operation runs in the background
and is done one track at a time. 1/0O system read and write operations are allowed
on the mirror set while resynchronization is in progress. If an I/O system write is
directed at the same disk address where the resynchronization is being performed,
the driver delays the write operation. The write operation is resumed when the disk
address no longer conflicts with the resynchronization address.

Themirror resync command returns with either a completion or abort status.
Use themirror command with thevaitevent ~ parameter to get the
resynchronization status. Issue this command as a background job.

To get mirroring status for a mirror set, userieror command with the

getstat parameter. The status information includes the state of the mirror set, the
names of disks in the set, the name of the good hard disk after a rollover event, the
error status, the error's address, whether resynchronization is in progress, and the

percentage of resynchronization completed. This example shows a display of disk
mirroring status:

State = Mirroring Enabled
Primary Unit = M4380_2
Secondary Unit =M4380_3

Read Policy = Alternate Read

For a mirror set to be operational, the 1/0 system must successfully have attached
the hard disk. To get the attachment status for a disk, us@rnioe command

with theattstat ~ parameter. The status report contains such information as the
name of the mirror set and the state of the disk when it was last detached. The
incarnation number is a unigque 9-digit number assigned at shutdown. This example
shows a display during a shutdown when you request attachment status:

Mirror Attach Status = Mirror Set Valid

Other Unit Name =M4380_3
Incarnation Number = XXXXXXXXX
Disk Status = Marked Good
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These events can occur for a mirror set: rollover, resynchronization complete, and
resynchronization abort.

A rollover is an operation done by the device driver when a failure occurs on one
disk in the set. All I/O is automatically directed to the surviving disk. After fixing
the problem that caused the rollover, you must resynchronize the disks.

To get notification of an event, invoke therror command with thevaitevent
parameter, as a background job. The command returns only when an event occurs
After the command returns, you must reissue the command to continue event
notification. An example of the message returnediditevent is:

Mirror Event Status = rollover

When the command returns, use mthieror command with thgetstat
parameter to get more information about the mirror event.

To disable a mirror set, use timérror command with theisable parameter. If
resynchronization is in progress on the set, the resynchronization is aborted. All
pending I/O operations on the mirror set are completed before mirroring is
disabled.

See also:  Disknirroring, Appendix A, for more detailed information and a
tutorial
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mkdep

Assists thenake command in creating makefiles or appending dependencies to a
given makefile.

Syntax
mkdep -?
mkdep [-s] [-i include_path  ][-f filename | file
Parameters
-? Displays the correct format of the command.
-s Short form. Lists the dependencies from files in the current directory.
-i include_path
The path to the include files.
-f  filename
Name of the output file (default imakefilg.
file ... Files that contain dependencies.

Additional Information
This mkdep example:
mkdep -f mkfile x.c y.c

will either create a makefile nametkfile or it will append to a current filename
mkfilethese dependencies:

#DO NOT DELETE THIS LINE

#These dependencies came from mkdep

#If you place information here, it will go away
x.0bj: x.c

y.obj: y.c

If the namemkfileis used in anothenkdep call, the dependencies below the three
comment lines will be deleted and replaced with the new dependency lines. To
avoid this condition and append further dependency lines, either delete the
comment lines or move the dependencies above the comment lines.
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To usemkdep with a makefile, set up this structure in your makefile. If you call
your makefile anything other than the default nanakefile be sure to include the
-f filename in themkdep line.

depend:
mkdep -i $(INC)\
$(SRCDIR)check.c &
$(SRCDIR)error.c

Then, runningnake depend will append this to the makefile:

#DO NOT DELETE THIS LINE
#These dependencies came from mkdep
#If you place information here, it will go away
src/check.obj:\
src/check.c\
:INCLUDE:stdio.h\
:INCLUDE:reent.h\
:INCLUDE:locale.h\
:INCLUDE:stdlib.h\
# h.h
src/error.obj:\
src/error.c\
:INCLUDE:stdio.h\
:INCLUDE:reent.h\
:INCLUDE:locale.h\
:INCLUDE:stdlib.h\
!INCLUDE:stdlib.h\
!INCLUDE:rmxerr.h\
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modcdf

A menu-driven utility that displays, adds, or deletes information about network
client systems in the Client Definition File (CDF). Only the Super user can use
modcdf.

Syntax

modcdf

Additional Information

Themodcdf utility allows the system manager of an Administrative Unit (AU, or
subnetwork) to add and delete iRMX client systems from the Client Definition File
(CDF) of a server. The name and password of an iRMX client are defined in the
User Administration configuration source file or the CDF screen of ICU. The
client name is limited to eight characters.

When you invokenodcdf, this message is displayed:

The following commands are available

A - Add a client

D - Delete a client
L - List the CDF
Q - Quit

E - Exit

Enter the command:

To add a client system, ent&r The utility prompts for the client's name and

password. The name and password are both case-sensitive. The name of the client
must be unique within the CDF; a client with the same name must not be already
defined. The password you enter is not echoed to the screen.

To delete a client system, enter Themodcdf utility prompts for the name of the
client to be deleted from the CDF. The name is case-sensitive.

EnterL to display the contents of the CDF.

EnterQto quit without updating the CDF. Any changes made during the current
session are lost.

EnterE to exit the utility and save changes made during the current session.
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Error Messages

invalid command
The command is not recognized.

cannot add a client name to the CDF which exceeds 8 characters

in length.
The specified client name exceeds the maximum length of eight characters.

invalid password
The second password entered while adding a client does not match the first.

client <name> is not defined in the CDF
The name specified for deletion does not exist in the CDF.

CDF is not in the proper format. Delete the CDF and start again.
Improper format for the CDF file was used. This might be a line terminated by a
carriage-return/line-feed rather than just with a line-feed.

The CDF is too big to add a new client.
The CDF has a 5000-byte buffer maximum. Adding the specified new client would
exceed the buffer maximum.

client <name> is already defined in the CDF
The client being added already exists in the CDF.

CDF is too big to handle
The CDF already contains 5000 bytes of information. The CDF buffer is full.

cannot attach :config:CDF
An error was encountered while attempting to access the CDF.

Only the System Manager can access the CDF.
Access is only permitted to user ID 0. Enterghper command, then invoke
modcdf again.
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modinfo
Displays or changes the sizes of memory pool values in OMF86 or OMF286 object
modules.

Syntax

modinfo  inpath_list [to|over]|after outpath_list ]
[mempool = min, max [a] [q]

Parameters

inpath_list

Pathname(s) of one or more OMF86 or OMF286 object modules, separated by
commas. Wildcards are permitted.

to|over|after outpath_list
Writes the modifications in the output file(s) rather than in the original file(s). If
multiple pathnames with separating commas are specified indié_flist
use the same number of pathnames irothieath_list . If you do not specify
this parameter, but do specify changed values, the input files are modified.
mempool
New minimum and maximum values to be established for the dynamic memory
pool parameters in the object module. By default the values are decimal, but you
may specify octal or hexadecimal by appending an O or H.

a(sk) After displaying current pool values, prompts for new values.

g(uery ) Prompts for permission to process each file. Evi@rR to process the file; to
exit the command, or any other letter to indicate a

Additional Information

If ask ormempool is not specified, the current static and dynamic segment sizes of
the given object module are displayed, rather than modified. If an output pathname
is specified, the values are changed in the output file, not in the input file. If no
output pathname is specified, the input file is changed.

A CAUTION
Avoid using wildcards to specify input files, especially if you
don't specify corresponding output files. You might modify files
you did not intend to change.
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netinfo

Displays the Ethernet address, subnet ID, and iNA 960 information for each
network controller in a system.

Syntax

netinfo

Additional Information

Netinfo does not indicate if INA 960 software is running properly. Useéntdi@on
command to get the status of INA96Betinfo displays a message similar to this
for each network controller board in the system:

iIRMX 1I/111 NIA Board NETINFO Utility Version x.x
Copyright Intel Corporation 1995

INA 960 OSI-Transport COMMputer Configuration
INA 960 OSI-Network Layer : NULL2
INA 960 Running On : Local Board - 486/166SE
Subnet (1)
ID :0001
Name: SBx586
Address: 00 AA 00 06 A4 9E

iNA 960 OSI-Transport
Lists the type of hardware environment iNA 960 is running in. This
entry is eitheCOMMputer Configuration or COMMengine
Configuration

iNA 960 OSI-Network Layer
The network layer addressing scheme. This entry is eitber2 or
ES-IS .

See also: ES-IS and Null2 addressiNgiwork User’s Guide and
Reference
i*.job, ES-IS and Null2 johsSystem Configuration and
Administration

iNA Running ON
The type of board iNA 960 is running on.

Subnet Lists the subnet ID and Ethernet address of each subnet. In the case

the ES-IS network layer, the subnet name also is listed.
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netstat

Symbolically displays the contents of TCP/IP network-related data structures. The
command can show the status of active connections (the default), configured
interfaces, routing tables, network statistics, Streams buffer allocation failures, and
packet traffic.

Syntax

netstat [-A] [-a] [-n] [-p protocol ]
netstat -i [-n]
netstat -r [-n]

netstat -s [-r|-p protocol ]

netstat -S netstat interval

Parameters

-A Adds the associated protocol control block (PCB) to the connection display.

-a Includes the inactive connections (listening servers).

-n Disables the symbolic translation of local and remote addresses, causing both to be

displayed in their Internet dot notation.

-p protocol
Limits the display to the specified protocol.

-i Shows the status of configured network interfaces. The display includes the
interface name, the maximum transfer unit (MTU) in bytes, the network and
interface addresses, the number of packets received and sent, and the number of
send and receive errors.

-r Shows the status of the configured routes.

-s Displays network statistics for the ip, icmp, tcp, and udp protocols.
-S Shows the Streams display.

interval

Displays packet traffic at given intervals, in units of seconds. Interrupt the display
with a <Ctrl-C>.
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Additional Information

Thenetstat command symbolically displays the contents of a number of
TCP/IP-related data structures. Althougdtstatis an administrative command, it

can be used by anyone to check on the status of the network. If several options are
used, they can be concatenated with one leading hyphen; for exastptaf -an

Where local and remote addresses are part of the display, they are shown as
host.portor network.port The latter format is used if a transport endpoint's address
specifies a network but no specific host address. The port designates a network
service, either well-known or local, as defined in féte/servicedile.

The symbolic names dfost network andport are displayed where they are

available from the network databaskedts networks andservice$. The domain
names are stripped from the host and network names. If the symbolic name for an
address cannot be determined, the address is displayed in the Internet dot notation
Where applicable, the option tonetstat disables the symbolic translation of the
address fields. Unspecified or wildcard addresses and ports are identified by an
asterisk (*).

The Connection Display

The connection display shows the status of active Internet connections. For this
display, invokenetstat with no parameters or with any combination of the-a
-n, or-p parameters. With no parameters, the display is similar to:

Active Internet connections
Proto Recv-Q Send-Q Local Address Foreign Address (state)
tcp O 0 napalm.telnet flamex1.1817 ESTABLISHED

tcp O 0 *.telnet * ¥ LISTEN
tcp 0 0 *ftp * % LISTEN
udp O 0 * tftp * ¥

udp O 0 *.bootps * ¥

The first column identifies the protocol through which the connection was made.
The second and third columns show the number of bytes of data currently in the
local receive and send queues, respectively. The fourth and fifth columns identify
the local and remote transport endpoints of the connection, showing the host and
port addresses. An asterisk (*) in either part of the endpoint address is a wild-card
character. The sixth column shows the state of the connection.

The effect of the parameters is described above.-A'toption displays a PCB,

which is an address in kernel space not generally useful except for debugging
purposes. When listening servers are displayed witkattaption, the local

transport endpoint has a wildcard address and the port assigned to the server. Bot
parts of the remote transport endpoint are wildcards.
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The Interface Display

Specify the interface display with thie parameter. The display is similar to:

Name Mtu Network Address Ipkts lerrs Opkts Oerrs
en0 1500 129.84.25 129.84.25.13 179843 0 122361 0
o0 4096 127 127 12 0 10 O

One line is displayed for each interface configured iriribgénit.cffile. The first
column is the interface name as specified in that file. The second column is the
maximum transfer unit (MTU) for the interface. The MTU is the largest number of
bytes that can be delivered to the device driver from the ip module. It should be
equal to or evenly divisible by the maximum size of the actual physical
transmission unit to minimize the amount of packet fragmentation in the driver and
maximize the throughput. This number is generally 4096 for the loopback
interface and 1500 for an Ethernet interface.

The third and fourth columns show the network and interface Internet addresses.
The fifth and sixth columns show the number of packets received through the
interface and the input errors, while the seventh and eighth columns show packets
sent and output errors.

The Routing Table Display

When the network is brought up, a direct route for each configured interface is
automatically added to the routing table. Routes can also be added wahtthe
command. You display the routing table withetstat -r command. The display
is similar to:

Routing tables

Destination  Gateway Flags Refcnt Use Interface
default 129.84.25.4 UG 0 1964 en0
129.84.25 129.84.25.13 U 0 120422 en0
127 127 UH 0 10 o0

One line is displayed for each route in the routing table. The first column contains
the address of the destination host or network, or the sefadlt . The second

column is the address of the gateway through which packets for that destination are
routed. The third column shows flags that indicate the status and type of the route.
The flags have this meaning:

Flag Description

U Route is up and usable

G Route is a gateway to another network
H Destination of the route is a host
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The fourth and fifth columns are the number of active connections using the route
(Refent ) and the number of packets that have been sBr).( TheRefcnt value

is always shown as 0. The sixth column shows the name of the local interface
through which the packets are sent, as assigned indtieit.cffile.

See also: route command, in this chapter, for information about the default
route

The Statistics Display

The network statistics display shows the current values of the statistics maintained
by the kernel for each protocol. Specify this display with-¢h@arameter. The
default display includes statistics for the ip, icmp, tcp, and udp protocols. The full
display scrolls off a typical monitor screen; redirect it to a file that you can view
with theskim command. Use th@ protocol parameter to limit the display to
statistics for a specified protocol.

This command displays statistics about the ip protocol:
- netstat -sp ip
ip:
0 bad header checksums
0 with size smaller than minimum
0 with data size < data length

0 with header length < data size
0 with data length < header length

The Streams Display

304

The Streams display shows the number of failed requests for Streams buffers.
There is one line for each TCP/IP kernel Streams module or driver. Modules and
drivers that are not configured into the TCP/IP kernel, such as the SLIP driver in
the example, are identified by messagesddet open /dev/slip . Such a
message does not necessarily indicate an error; it means that the indicated driver c
module could not be accessedr®gtstatto retrieve the statistics.

The columns in the display represent the size in bytes of the requested buffers,
rounded to the next higher power of two. A counter is incremented each time a
buffer of a defined size is requested and cannot be obtained. For example, if the ip
module requests a Streams buffer of 1500 bytes and that request is refused, the ip
module counter for buffers of 2048 bytes is incremented.

The counters are reset only when the system is shut down and rebooted. They are
not reset when you stop and restart the network jobs without rebooting.
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Specify the Streams display with& parameter. The output is similar to:
Module 0 2 4 8 16 32 64 .. 1024 2048 Other

arp 0O 000 O0OOO.. O 0 O
ip 0 000 O0OOOS. O 0 O
loop 0 0 0 0 O O O 0 0 O
raw 0 000 O0O0OTO O 0 0 O
can't open /dev/slip

somod 0 0 0 O OO O.. 0O O O
tcp 0 00O 0O O0 O. 0O 0 O
tenet 0 0 0 0 0 0 O .. 0 O O
udp 0 0000 OO. O 0 O

If any entry in the Streams display contains a humber other than 0, adjust the
allocation of Streams buffers in the kernel to prevent future failures. The failure of
even one or two buffer requests can have a very noticeable effect on the overall
performance of the network. You can change the available number of buffers of
each size with tunable parameters inghae.inifile.

See also:  Streams tunable paramef®@$/IP and NFS for the iRMX Operating
System

The Packet Traffic Display

The packet traffic display is a running summary of packet transmission statistics.
Specify this display by invokingetstat with a single numeric argument

(interval ), indicating the number of seconds between updates to the display. No
options can be used with this command. The display is similar to:

input (en0) output input (Total) output

packets errs packets errs packets errs packets errs
180212 0 122496 O 180224 0 122506 O
1 0 2 0 1 0o 2 0

1 0 1 0 1 0 1 0

The first line of each screen of information is a summary of activity since the
network was last started. Subsequent lines show values accumulated over the
precedingnterval . The first four columns show the input and output statistics
for the primary interface (in this example, the first Ethernet interbat@®, The
columns show the number of packets sent and received and the number of input
and output errors. The second set of four columns shows the total statistics for all
configured interfaces.
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The heading for the packet traffic display is repeated approximately every 24 lines
of output, as the monitor screen scrolls. The first line under the heading always
contains cumulative totals since the network was last initialized. The display
continues until you interrupt the command with a <Ctrl-C>.

Diagnostics

306

Exit status is O for normal termination or a positive number for error termination.

The messagean't open device in the Streams display indicates thatstat

cannot open the device to obtain the requested statistics, either because the modul
or device has not been configured into the kernel or because all of the allocated
minor devices are already in use.
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offer

Gives remote iRMX-NET users public network access to a local directory.

Syntax

offer  pathname as public _name

Parameters

pathname
The actual pathname of the local directory.

public_name
The pathname assigned for use by remote users.

Additional Information

The number of public directories that may be offered at any one time is
configurable, in the Public Directory Screen (PDIR) of the ICU.

See also: publicdir andremove commands, in this chapter

Example

These commands make available Bgutils directory, yourbb: device, and a
diskette installed in your machine. Remote users can access these as files named
utilities, byte_bkt andfloppy.

offer :sd:utils as utilities
offer :bb: as byte_bkt

attachdevice a as f:
offer :f: as floppy

Error Messages

missing parameter
The actual-name  or public-name  parameter was omitted.

<name>, unrecognized control
The keywordas in the command was omitted, or extra information was supplied
after public-name

illegal public name
Colons are not permitted in the syntax when specifying the public name.
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<name>, invalid pathname
The specified pathname does not exist as given iadlval-name  parameter.

<name>, cannot look up prefix
The prefix (logical name) part of the pathname is invalid.

cannot offer <actual_name> as <public_name>
Select another public name.
cannot offer <actual_name> as <public_name> <condition
code:mnemonic>
A typical example of the condition code is E_LIMIT, which means the limit for
public directories has been reached.
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paginate

Displays or copies the input file(s) in page-sized parts, optionally putting a title,
date and time, and page number on each page.

Syntax

paginate  inpath_list [to|over]|after outpath_list 11d]
[n] [ti= text 1[pw= num[pl= nunjfta= num

Parameters

inpath _list
One or more pathnames of text files, separated with commas. Wildcards are
permitted.

to|over|after outpath_list
Writes the output to the specified file(s) rather than to the screen. If you specify
multiple input files and one output file, the output is appended.

g(uery) Prompts for permission to process each file. Respond to the prompt with:
Y Display the file
R Display remaining files without further query
E Exit the command
N or other Don't display the file; query for the next

n(otitle)
Do not display the title, date or page number.
ti(tle)= text
Specifies text to be used as the page heading. The default title is the filename.
pw (or pagewidth)= num
Maximum number of characters in the output line, 132 by default.
pl (or pagelength)= num
Maximum number of lines on the output page, 66 by default.

ta(bwidth) (or Ig)= num
Number of spaces to print for a tab character, 4 by default.
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Additional Information

310

The command inserts formfeeds (OCH) into the output so it can be printed in pages
Several lines are added to each page as header information; adjust the

pagelength parameter accordingly. If the input file contains a formfeed, a new
page is started. The values you specify for page width, page length, and tab width
are decimal by default. You can specify an octal or hexadecimal number by
appending an O or H.
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password

A menu-driven utility that only the Super user can invoke to add or delete users or
to change a logon password. Other users inpakswordto change their own
passwords, assuming the User Definition File (UDF) has World read access.

Syntax

password

Additional Information

If you are not the Super user, you can invokeptmesswordcommand to change the
password you enter when logging onto the HI from a dynamic terminal. However,

if your system's UDF resides on a remote system, the Super user must change your
password for you, or allow you to do it while logged on as Super. When you

invoke the command, these messages are displayed:

Enter your user name -
Enter the old password -

In response, enter your logon name and your current password. The password is
case-sensitive. For security reasons, the password you enter is not echoed on the
screen. The command then prompts you for the new password and asks you to
repeat it:

Enter the new password -
Repeat the new password -

Enter your new password at each prompt. The password must be no longer than
eight characters (more will be ignored). After confirming that both entries of the
new password are identical, the command associates the new password with your
logon name and displays the messages:

Password change successful
Updating the master UDF .......... Done

The next time you log on to the system, you must use the new password. Continue
using it until you change your password again withg@swordcommand.

If you are the Super user, thasswordcommand performs a variety of functions,
including maintaining the User Definition File (UDF). The UDF contains the
logon name, user ID, and password of all users who can access the HI using a
dynamic terminal. Because this file is also used to validate user access to the
network, the file is a nonstandard format; do not use an ordinary text editor to
maintain the file. The passwords listed in the UDF are encrypted to prevent
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unauthorized access. Thasswordcommand is the sole mechanism for
maintaining the UDF, and only the Super user can access itpassword
command maintains the format of the file and automatically encrypts the
passwords.

When you invoke thpasswordcommand as Super, this menu is displayed. Enter
the letter corresponding to the operation you want to perform:

The following commands are available:

A - Add a user

D - Delete a user

L - List the UDF

C - Change password
Q - Quit

E - Exit

Enter the command:

Adding a User to the UDF

312

Choose thé option to add a new usgrasswordprompts you to enter information
about the new user. The prompts and valid answers are as follows:

Enter the user name -

Enter the logon name of the new user. This name must be three to eight character
long, and is not case-sensitive. If you respond with more than eight characters, the
command ignores the extra characters.

Enter the new password -

Enter the password for the new user. The password must be eight characters or le
(additional characters are ignored), and it is case-sensitive. The password is not
displayed. If you enter <CR> at the prompt, the new user's password is a carriage
return. You may enter, in upper or lower case:

NO LOGIN

This entry prevents the user from logging onto the system using a dynamic
terminal. This can be useful for restricting a user to a static logon terminal.

Repeat the new password -

Enter the password again. This validates the password and ensures that you spelle
it correctly. Passwordreturns an error message if the two passwords don't match
and re-prompts for the new password. This continues until you enter the new
password the same way twice.

Enter the user ID -
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Enter a decimal number in the range 0 to 65535 as an ID to associate with this user.
If you enter <CR>passwordassigns the next higher unassigned user ID and
responds with:

Assigned user ID of <ID>

Assigning a user ID that is not unique can cause problems in a network
environment. If there are no unique user IDs available or the ID you enter is not
unigue,passworddisplays:

Warning - Not a unique user ID

Entering any other value causes the command to display an error message and
repeat the prompt. This continues until you enter a valid user ID, <CR>, or a Q (to
abort this session of adding a user).

Enter the group ID -

If your system is part of the OpenNET network and includes Unix workstations,
assign a group ID consistent with the group access you want for this user (refer to
the Unix documentation for more information). Otherwise, enter a second user 1D
which will be added to this user's iRMX user object. If neither user ID is 65535
(World), the HI automatically adds a third ID of 65535 to the user object when this
user logs on, providing World access.

Enter the comment -

Respond with <CR> unless your system is an OpenNET workstation. The
iIRMX OS does not use this field. It is typically used for a name or other
information; refer to the Unix documentation.

Enter the default UNIX directory -

For OpenNET workstations, enter the complete pathname of the user's home
directory on Unix systems. Otherwise, respond with <CR>.

Enter the default UNIX shell -

For OpenNET workstations, supply the new user's default Unix shell (for example,
/bin/sh refer to the Unix documentation). Otherwise, respond with <CR>.

Once you have responded to all the promasswordsummarizes and displays
your answers. At the bottom of the summary is this prompt:

Do you want to add this user to UDF?

If the summary is correct, respond witl' &0 add the user. If you respond with
any character other thafy passworddisregards your previous input and returns to
the initial menu.
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If you enterY, passwordupdates the copy of the UDF it maintains in memory (the
permanent copy will be updated when you invoke the Exit command), and displays
this message:

Do you want to create the user directories?

A No response means you must manually create the user's home directories. In thi
case passwordonly creates the user configuration fib®nfig:user/<username>
(unless it already exists).

If you enterY, passwordcreates user directories, copies dlias.csdandr?logon

files from the:config:defaultdirectory, and creates an emp®ogofffile in the

new user'prog directory. (You can modify the default files so that each time you
create a new user, the user gets the initial configuration you want.) After the files
are created, you are prompted for the pathname of the initial program:

Initial-program pathname =

Enter <CR> to give the new user the standard CLI interface. If you do not use the
standard CLI, enter the full pathname of the command interface you use. After
adding the new usepassworddisplays:

Default Initial Program is RMX HI CLI
Added user <user name>

Then the main menu is displayed. You may add another user or start another
operation, but the UDF is not updated until you enter the Exigtion.

Deleting a User from the UDF
Choose th® option to delete a user from the UDPassworddisplays:
Enter the user name -

Enter the logon name of the user to be deleted. If the name you enter is currently
listed in the UDFpassworddeletes the entry from the copy of the UDF it
maintains in memory and responds with this message:

Deleted user <logon name>

The permanent copy of the UDF will be updated when you invoke the Exit option.
You must manually delete the user's logon directory.emnfig:user/<username>
file.
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Listing the Contents of the UDF

Choose theé option to list the contents of the UDPassworddisplays a table of
entries containing this information:

<logon name>:<password>:<user id>:<group
id>:<comment>:<dir>:<shell>

Where:

<logon name>
The name that the user enters to log on to the system.

<password>
The encrypted password. No entry indicates that the user does not
require a password to log onto the system. The charatder©GIN
indicate that the user is prohibited from logging on.

<userid> A decimal number representing the user ID. Value 0 is Super, the
system manager, and value 65535 is the World user.

<group id>
A second ID that can be implemented as a group convention, and
corresponds to Unix group file access in OpenNET systems.

<comment> The comment field, used only in OpenNET systems.
<dir> The Unix home directory, used only in OpenNET systems.

<shell> The Unix shell, used only in OpenNET systems.

Changing Passwords

Choose the& option to change the logon password for yourself or for another user.
The instructions for changing the password are the same as shown at the beginning
of this description. However, as Super you have the option of entering:

NO LOGIN
as the new password for another user. This prevents the user from logging onto the
system.
Quitting the Password Command

To abort thgpasswordcommand without saving any of the changes you made
during this session, choose fQeption. If you have made changes that will be
lost, passworddisplays:

Do you really want to quit without saving your changes?
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If you want to abort the session and lose the changes you madey,. eBteering

any other character returns you to the main menu without discarding your changes.
If you quit a session where you have added a user, you must manually delete the
logon directory and theonfig:user <usernameile (the logon directory is

created if you answefes to thecreate user directories? prompt).

Exiting the Password Command

To leave thgpasswordcommand and save all of the changes you made during this
session, choose tieoption. Passwordwrites the changes to the UDF.

Error Messages

Cannot attach to the UDF
The OS encountered an error, either when attempting to read the password you
entered or when attempting to access the UDF.

lllegal name
The logon name you specified is invalid. The name must be between three and
eight characters long, contain no embedded spaces, and contain no unprintable
characters.

Invalid command
You entered an invalid command at the password menu. The valid commands are
A DL, C, Q andE.

Invalid Password
Either the password you entered was longer than eight characters, or you made a
typing error when you confirmed the password by entering it again.

Invalid response
Your response to a prompt was invalid. For example, you might have entered
alphabetic characters when a numeric value was expected.

Maximum size of UDF reached
The UDF can grow to a maximum of 32 Kbytes. It has reached this limit, and no
more new users can be added.

<Master/Local> UDF is not available
An error occurred whilpasswordwas attempting to attach the UDF. If your
system is part of an iRMX-NET environment, the error occurred while attaching
the remote master UDF. Otherwise, the error occurred while attaching the local
UDF. In either casgassworddoes not change the UDF.

Old Password is incorrect
The password you entered did not match the password listed in the UDF.

UDF does not exist.
Your system is not configured to support nonresident users; therefore, the UDF
does not exist.
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UDF does not exist. Creating new UDF.
The UDF did not exist on your system before, because your system is not
configured to support nonresident users. As the system manager, you can add a
UDF. Thepasswordcommand creates a UDF to contain your additions.

UDF is corrupted
The UDF has an invalid format that must be fixed. This might have been caused
by editing the file with a text editor. To correct this problem, the system manager
might need to delete the UDF (with tHeletecommand) and use tipassword
command to rebuild it. A copy of the original UDF is in tbenfig:default/udf
file.

UDF is not available
The UDF can be written by only one user at a time. Someone else is using the
passwordcommand now and has exclusive write access to the UDF. Try again in
a few seconds.

User <logon name> is already defined in the UDF
The user you attempted to add is already listed in the UDF.

User <logon name> is not defined in the UDF
The user you attempted to delete is not listed in the UDF.
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path

Lists the full pathname of a data file or directory on local or remote systems.

Syntax
path [ inpath_list ] [toover|after outpath_list 11r]

Parameters

inpath _list
One or more filenames, separated by commas, whose pathnames you want to list.
Wildcards are permitted.

to|over|after outpath _list
Writes the output to the specified files rather than to the screen. If you specify
multiple input files and a single output filgath appends the remaining input file
pathnames to the end of the output file.

r (oot ) Specifies that the pathname should start from the root directory of whatever device
holds the file or directory.
Additional Information

This command is useful for finding where you are located within the file structure.
The output is similar to this when invoked with no input file list:

-path <CR>
:sd:user/world
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pause

Displays an optional message and waits for you to enter a <CR>.

Syntax

pause [ message]

Parameter

message
The text that appears on the console whemp#usecommand is executed.

Additional Information

This command works ideally when executed from within a submit or esubmit file.
You cannot uspauseas part of a background job. Invokipgusewithout a

message causes the console to display a blank line before waiting for the carriage
return.

The message is restricted to the length of the command line, but you may enter
command continuation lines, using the & character.
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pci
Displays or sets a threshold size for disk 1/0 read and write requests to be made

without Peripheral Controller Interface (PCI) server buffering, when the PCI client
and server are on the same host board.

Syntax

pci direct : logical_name :[ threshold |

Parameters

direct
Specifies that this board will make direct I/O requests to the PCI server.

: logical _name
The logical name of the PCI device, surrounded by colons; for exasghle,

threshold
A number specifying the size in bytes of I/O read or write requests to be made as
direct requests. The value is decimal by default, but you may specify hexadecimal
with a0x prefix or by appending an H. #freshold is not specified, the current
threshold value is displayed. The default value is the maximum, OFFFFFFFFH,
which causes all read and write requests to use PCI buffering. A value of O causes
all read and write requests to be direct.

Additional Information

A PCI client and server may be on the same host board or on separate hosts. The
default communication method between the client and server assumes they are on
separate hosts. This method uses a buffer on the server host to hold the read and
write data associated with 1/0 requests. When a PCI client and server are on the
same host, it can be more efficient for the client to bypass the 1/0 request buffer
and make direct requests to the PCI server. Direct requests copy data directly
between the peripheral device and the user's buffer, and avoid buffering on the PCI
server.

An 1/O request for an equal or greater number of bytes than the threshold value is
made as a direct request. A request for fewer bytes than the threshold value is
buffered by the PCI server.

Direct requests can only be made to hard disk devices. The device cannot be part
of a mirrored disk drive set. If you specify direct I/O requests for a hard disk that
becomes part of a mirrored set, the PCI server uses the default method for 1/0
requests while the disk is part of the mirrored set.
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Generally, you should not do direct requests for all I/O requests. Bypassing the
buffers can be detrimental to performance for small I/O operations. It is better to
set the threshold value close to the size of a cache line in the PCI server; 16 Kbytes
or 18 Kbytes are reasonable threshold values.

See also: How to Use the Peripheral Controller Interface (PCI) Server
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pcnet
A NetBIOS driver that provides the interface to iINA960-based iRMX-NET.

Syntax

pcnet[ /ssessions ][ /c commands |

Parameters

/s sessions
The number of NetBIOS sessions supported. The default is 6, and the maximum
is 32.

/c commands
The number of NetBIOS commands that can be queued to the NetBIOS driver
simultaneously. The default is 12, and the maximum is 32.

Additional Information

When you set up network access from DOS, this command is used in the process c
redirecting the MS-NET server and client through iRMX-NET, usually as part of a
batch file.

The option indicators andc, are not case-sensitive. If you enter invalid options,
a usage message is displayed.

See also: pcnetcommandNetwork User's Guide and Reference
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permit

Grants or revokes user access to files that you own or files in directories for which

you have change access.

|:| Note

You can use this command in an esubmit file or
rq_c_send_commandsystem call if the form of the command

does not require user input. If the command requires user input in
anrg_c_send_commandsystem call, it will fail. However, you

can use a form of the command that requires user input in an
esubmit file if you use theoresponse andcoresponse
subcommands.

See also: esubmitcommand, in this chapter

Syntax

permit

pathname_list access [ value [, ...] [u= id_list  |world|*]
[data] [dir] [map] [q]

Parameters

pathname _list

access

One or more pathnames, separated by commas, of files to have their access rights

or list of accessors changed. Wildcards are permitted.

One or more access characters that grant or cancel the corresponding access to the

file(s), depending on a followingalue parameter. If specified with no value,
each access character grants the specified access. (The interpretation for DOS,

NFS, and remote file access is somewhat different; these are described later.) From

the list below, you may udeor R for data files and directories; likewigeandu.

Access Meaning

D Delete

LorR List (for directories); Read (for data files)

A Add entry (for directories); Append (for data files)

Coru Change (for directories); Update (for data files)

N With no other characters, cancels all access. With other

characters, cancels access not explicitly granted.
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value A value that specifies whether to grant or revoke the associated access right.
Value Meaning
0 Cancel the access right

1 (default) Grant the access right. Specifying an access character without a
value grants the corresponding access.

u(ser )= id _list
A list of decimal or hexadecimal user IDs for which the access rights apply,
separated with commas. Each file is limited to three user IDs in the access list. If
you omit theuser parameter, the default is your user ID (the ID associated with
your interactive job).

= world
Specifies user ID 65535, giving all users access to the file.
= The access rights apply to all users currently in the file's access list.

data  The access information applies to data files in the pathname list. If you omit both
thedata anddirectory  parametergpermit assumes both.

dir (ectory )
The access information applies to directories in the list.

map  The access information also applies to map files and volume label files in the
pathname list. If you use tieap parameter, you must specify the full pathname of
map or volume label files in the list.

g(uery ) Prompts for permission to modify the access rights associated with each file.
Respond to the prompt with:

Y Change the access

R Change access for remaining files without further query
E Exit the command

N or other Don't change access; query for the next
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Additional Information

Table 2-5 shows the possible access rights for files and directories, and describes
how they relate to each other.

Table 2-5. How Access Rights Apply to Files and Directories

File Access Directory Access

Delete  Delete or rename the file Delete  Delete or rename the directory

Read Read the file (if the parent List List the contents of the directory
directory has list access) and read files in it (if they have

read access)

Append Add information at the end of the | Add Add files or subdirectories to the
file, but no permission to overwrite directory, but no permission to
existing data change existing files in it

Update Overwrite information in the file or | Change Change the access rights or
truncate it, but no permission to accessors of files and
append data to the file subdirectories in the directory, but

not of the directory itself; no
permission to add or delete files
in the directory

You can usgermit to perform one or both of these functions:

« Add or subtract users from a file's list of accessors. This list determines which
users have access to the file. Only three user IDs may be listed as accessors,
but one of these can be the World ID, which grants access to all users.

« Set which access rights are granted or revoked for the users in the accessor list.

When you change the list of accessors for a file, specify the appropriate access for
an added user oraccess for a user to be deleted. To change the access rights but
not the list of accessors, spedaifser=* .

The Super user can change accessors and access rights for any file. Other users can
only change access information for files owned by themselves or World, or for files

in directories where the user or World has change access. You can display the
access rights for files and directories with tlie command.
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Specifying Access Rights

If specified without an accompanying value, each access character grants the
specified access. You can concatenate access characters and values together or y
can use commas to separate individual access/value specifications. For example, |
you want to grant delete access and cancel add and update access, you could ente
any of these combinations; the order in which you specify access characters is not
important:

AODUO
A0,D,U0
AOD1UO
A0,D1,U0

If there are multiple occurrences of an access charaetenjt uses the last such
character to determine the access. For example, these specifications are equivalel
in the first list, D1 overrides DO:

DO0,A1,R1,D1
Al,R1,D1

SpecifyingN by itself revokes all access for the specified users and removes the
users from the file's access list. However,Nleharacter can also be useful when
changing access rights, if you don't remember the user's current access rights. In
this case, specify the character first, to clear all access rights, and follow it with
other characters to grant the desired access. For example, if you want to grant list
access only, you could specifi instead oDOAOCOL

When changing access information for volume map files and volume label files,
always specify the full pathnames. For example, this command changes the acces
rights for all map files and volume label files on the volume, excepftave
which is unaffected by the map parameter. In this instance the HI does not
interpret the ? as a wildcard character:

permit :f0:r?* DLAU map

See also: Map files and volume label fil&aymat command, in this chapter
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Access to Remote iIRMX-NET Files

Value

LorR

CorU

File access rights for remote iRMX-NET files are treated somewhat differently than
for local files. You may grant or revoke access by other users to remote files you
or World own, but change access for directories does not apply. This list shows
how access characters apply when you inymnit for remote files.

For Directories For Files

Delete: The value of the delete The value of the delete bit is always 0.

bit is always 0. Attempts to Attempts to change the bit to 1 are ignored.
change the value to 1 are ignoredJsers must have both append and update
Add-entry access is required to access to delete a file.

delete a directory.

List directories Read files (if the directory has list access)

Add entry: if setto 1, the user Append: must be set the same as Update
may add entries to the directory or
delete the directory

Change: the value of the chang&Jpdate: when both Append and Update

bit is always 0. Attempts to bits are 1, the user can append, update, or

change the bit to 1 are ignored. delete a file. If you attempt to set different
values for the append and update bits, an
error is returned.

Cancels access not explicitly Cancels access not explicitly granted by a
granted by a value. value.

Accessor Fields in Remote iIRMX-NET Files

When you access files on a remote system with iRMX-NET, your system obtains
from the remote system the user name associated with the accessor IDs for the
files. Your system gets the user ID that matches the name it receives from its own
User Definition File (UDF).

In one Administrative Unit (subnetwork), all the user names match the same user
IDs. However, different subnetworks may associate different user IDs with the

same user name. Therefore, the user ID displayed in the accessor fields of a remote
permit display may be different from the user ID that the server would display

locally for the same file. If the user name that is received from the remote server
does not exist in the client UDF, the user ID is displayed as 65534.
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The rules governing thie access character, multiple occurrences of the same
access character, access value defaults, and the interchangeability of access
characters apply to remote files in the same manner as local files.

See also: Remote filebletwork User's Guide and Reference

Access to NFS Files

328

File access rights are mapped between different operating systems when accessing
remote files through NFS. When you change access from an iRMX client, access
rights map as follows:

Setting any of these bits| Results in all of these bits being set on
on an iRMX client iIRMX, Unix, and DOS servers
iIRMX iIRMX Unix DOS
Files D-AU D-AU -w- read/write
-R-- -R-- r-x read-only
Directories D-AC D-AC -w- read/write
-L-- -L-- r-x read-only

For example, setting just tlleaccess from an iRMX client resultsrAU access
on the iRMX server.

When you change access rights from another OS through NFS, the access
permissions on an iRMX server are set as follows:

Results in all of these

Setting any of these bits on Unix and bits being set on an
DOS clients iRMX server

Unix DOS iIRMX
Files -W- read/write D-AU

r-x read-only -R--
Directories -W- read/write D-AC

r-x read-only -L--

If, for example, you set the read) (©r the executex] bit from Unix, it results in a
file with -R-- access on the IRMX server.
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File Ownership with NFS

File ownership mapping occurs between iRMX, DOS, and Unix files when using
NFS. The following list describes the mapping:

* When you use NFS between two iRMX systems, file owners are maintained on
a one-to-one basis.

*  When you use NFS between an iRMX system and a Unix system the following
mapping occurs regardless of which OS is the NFS client:

iIRMX Unix
First owner in access list “owner”
Second owner in access list  “group”
Third owner in access list (ignored)
World owner is user ID 60000 and
group is user ID 1 (other)
Super owner and group user IDs are 0 (root)

|:| Note

You can modify iRMX to Unix file ownership mapping values for
the World user by setting parameters in/éte/stune.infile.

See also: Tunable Parametar€P/IP and NFS for the iRMX Operating
System

*  When you use NFS between an iRMX system and a DOS system file
ownership mapping does not apply. This is because DOS has no concept of
file owners. The NFS package you use on a DOS system may make certain
assumptions. For example, a DOS-based NFS product might translate a file
owned by user ID 0 (Super) as read-only from the DOS side. See the
documentation for your non-iRMX NFS product for such details.

User ID Translation with NFS

User IDs map one-to-one across NFS except as noted for the Super and World users
between iRMX and Unix systems described in the previous section.

When you use NFS between two machines that happen to have different user login
names with the same user ID number, the file's ownership is determined by the
client’'s account. For example, assume that a file on an NFS server is owned by
Sam with the logirsamand user ID of 33. User Sarah on an NFS client also has a
user ID of 33 but her login sarah If Sarah accesses the file on the NFS server
through NFS, the user IDs map one-to-one. However, Sarah’s access rights to the
file will be whatever rights Sam has for the file on the server machine. Also, if
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Sarah lists the directory that contains the file, the owner will appear as Sarah, not
Sam.

This user ID mechanism works similarly between iRMX systems or between iRMX
and Unix systems.

See also:  Accessing NFS Files, File Ownership, and User ID Translation,
System Concepts

IRMX for Windows Systems

The DOS file system does not support users other than World, and supports limited
access rights. For preconfigured iRMX for Windows systems, iRMX users and
tasks can change their DOS file access to correspond to the DOS read-only and
read/write attributes. DOS directories cannot be made read-only. Use these value
with thepermit command (read and list access are not used):

Access Character Value Access Granted
D, A, or U (any) NOT 0 Read and Write (including permission to delete)
D, A, and U (all) 0 Read only

For example, these commands make a file read-only:
permit filel d0aOcO
permit file2 nr
IRMX for PCs Systems

If you are using the DOS file driver, you can use DOS access rights only. If you
are using the iRMX named file driver, you can use all iRMX access rights.

Output

After changing the access information for a flermit displays a list of changed
files, containing this information:

<pathname>, accessor = <accessor |D>, <access>

Where:

<pathname>
The name of the file.

<accessor |D>
The user ID of one of the file's accessors.
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<access> That user's access rights, displayed as DLAC for directories and
DRAU for data files. If a particular access right is not allowed, the
display replaces the corresponding character with a dash (-). For
example, the display.-C indicates that the corresponding user has
list and change access, but not delete and add-entry access.

Error Messages

<pathname>, accessor limit reached
The OS permits only three user IDs in the accessor list of a file. Before you can
add another accessor, you must remove one of the current accessors by setting its
access rights tn.

<pathname>, directory CHANGE access required
Either you are not the owner of the specified file or you do not have change access
to the file's parent directory. You must satisfy one of these two conditions in order
to use thgermit command.

<user ID>, duplicate user control
You must specify the keyword and parameter combinatsen= user-list only
once during th@ermit command. However, you can specify multiple user IDs by
separating them with commas in the user IR&rmit exits without updating the
access rights.

<character>, invalid access switch
The character you entered to indicate the access rights for the file was not a valid
access charactgoermit exits without updating the access rights.

<invalid id>, invalid user id
The user IDs you supply with the user parameter must consist of decimal or
hexadecimal characters, the charactendd , or the* character.Permit exits if
you supply other characters.

missing access switches
You must specify one or more access characters witheimit commandpermit
exits without updating the access rights.

no files found
There were no files of the type you specified (data, directory, or both) in the
pathname list.

pathname, E_NAME_NEXIST
The pathname is a remote file. The accessor whose access is to be changed is not
defined either at the Administrative Unit containing the local client or at the AU
containing the file server where the remote file resides.
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physname

Displays system DUIB names and information.

Syntax

physname *| target device_name [-€e]

Parameters
* Lists all of the DUIBs in the system.

target_device_name
Displays DUIBs associated with the physical device name specified.

-e Displays extended information.

Additional Information
Usephyshameto obtain information about your system's available DUIBs.

If you specify atarget device_name  that has more than one match in the
systemphysnamelists the DUIBs that include the specified name. Do not use a *
within atarget _device _name parameter.

See also: Physical Device Names, Appendix E
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Examples
1. Toview a list of the DUIBs in the system, enter:
physname *

The DUIBs are displayed as shown below. The names of loadable devices are
listed first, followed by the names of standard devices:

Dynamic DUIB Cluster 1
D_CONS
Intel's Standard DUIB Cluster

BB STREAM COM1 COM2 B

BH BM BMH A AH

AM AMH C_RMX C_RMX0 C_RMX1

C RMX2 C RMX3 C_RMX4 D RMX D _RMX0
D RMX1I D _RMX2 D RMX3 D _RMX4 A DOS
B_DOS C_DOS D_DOS E_DOS F_DOS
G_DOS H_DOS | DOS J_DOS K_DOS

L DOS M_DOS N_.DOS 0_DOS P_DOS
Q_DOS R_DOS S DOS T DOS U_DOS
V_DOS W_DOS X_DOS Y_DOS Z DOS

2. If more than one DUIB name matches the name you sppbifjgname
displays a list of fully or partially matching DUIB names. For example:

physname ¢_rmx
This command displays:
Searching Dynamic DUIB Cluster 1
Searching Intel's Standard DUIB Cluster
C_RMX C_RMX0 C_RMX1 C_RMX2 C_RMX3 C_RMX4
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3. This command returns extended information about the specified device:
physname ¢c_rmx3 -e
This information is displayed:
Searching Dynamic DUIB Cluster 1
Searching Intel's Standard DUIB Cluster
Device Name: C_RMX3
Functions: ff DUIB address: 09b8:000133af
Device Granularity: 0200 Max Buffers: ff
Device Size: 00000200 Device: 04
Unit: 03 Device Unit: 000a

Device$Info$P:  09¢8:000000bd Unit$Info$P: 09¢8:000000e8

Update Timeout: 0064 Num Buffers: 0008

Priority: 82 Fixed Update: ff

Flags: 31

nit$10: 09c¢8:000031b4 Finish$lO:  09¢8:00003564
QueueslO: 09c8:00002c0f Cancel$lO:  09c¢8:000030b4

File Drivers: 0009
Physical TRUE Named TRUE
EDOS FALSE Stream FALSE

See also: DUIB structure and field3river Programming Concepts

Chapter 2 Command Descriptions



TCP/IP command ping

ping
Tests communication between two hosts, at the lowest level of TCP/IP

communications, to determine whether a connection can be made and to assess its
reliability. Used primarily to manually isolate faults.

Syntax

ping [-1] [-V] host [ packetsize [ count ]

Parameters

-r Bypass the normal routing tables and send datagrams directly to a host. An error is

returned if the host is not on a directly attached network. Use this option to ping a
local host through an interface that has no route.

-v Display a message any time an ICMP packet other than an ECHO_RESPONSE is
received.

host  Name or Internet address of a host or gateway.

packetsize
The size in bytes of data for the packet; the default is 56 (for a 64-byte packet).

count  Send the specified number of ECHO_REQUESTS and exit when all responses have
been either received or assumed lostcolfnt is not specified, the command
sends datagrams until it is interrupted. The value O is the same as no parameter.

Additional Information

The Internet is a large and complex group of network hardware connected by
gateways. Tracking a single-point hardware or software failure can often be
difficult. Ping uses the Internet Control Message Protocol (ICMP) mandatory
ECHO_REQUEST datagram to elicit an ICMP ECHO_RESPONSE from a host or
gateway. The command sends datagrams at one-second intervals until it is
interrupted or until it has sent and receivednt datagrams.

As each ECHO_RESPONSE is received from the target host, the packet number
(icmp_seq ) and round trip time is displayed. ding cannot reach the target host,
nothing is displayed. Similarly, a gap in the sequence numbers of the packet
display indicates the ECHO_REQUEST failed to reach the target or the
ECHO_RESPONSE failed to make it back to this host. Wiieg ends or is
interrupted, it summarizes the packet loss and round trip timing statistics for the
session.
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The only mandatory parameter in the command isitise . However, if you don't
specify acount parameterping continues until interrupted. This can significantly
increase the load on the network and prevent automated scripts from functioning as
intended. It is safer to suppbyng with a packet size and iteration count. If you

don't specifycount , interrupt the command with a <Ctrl-C>. This command
specifies 1024 bytes of data and 3 iterations.

- ping sophocles 1024 3

PING sophocles.intel.com: 1024 data bytes

1032 bytes from 128.215.12.22: icmp_seq=0. time=2 100th of sec
1032 bytes from 128.215.12.22: icmp_seq=1. time=2 100th of sec
1032 bytes from 128.215.12.22: icmp_seq=2. time=2 100th of sec
----sophocles.intel.com PING Statistics----

3 packets transmitted, 3 packets received, 0% packet loss
round-trip (100th of sec) min/avg/max = 2/2/2

When usinging for fault isolation, first ping the local host to verify that the local
network interface is up and running. Then ping hosts and gateways farther and
farther away to determine where a fault occurs.

ECHO_REQUEST datagrams (pings) consist of IP and ICMP headers followed by
astruct timeval and an arbitrary number of bytes to fill out the packet.
Determine the maximumacketsize by subtracting 48 bytes (for the UDP and IP
headers with options) from the value of the tunable parameter SOMOD_MSGSZ.

See also: netstatandifconfig commands, in this chapter
Tunable parametersCP/IP and NFS for the iRMX Operating System

Diagnostics

Exit status is O for normal termination or a positive number for error termination.
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psh
Executes commands in a Posix environment; the Posix job must be loaded to use
this command.
A CAUTION
Do not use this command in an esubmit file or an
rq_c_send_commando invoke the interactive version of the
Posix shell because queries for user input will not be received.
Syntax

psh[ command

Parameter

command

Any command that requires a Posix environment; for example, a TCP/IP command
like ftp.

Additional Information

This shell command builds a minimal Posix environment necessary to execute
TCP/IP commands. You can invoke the shell in two ways:

e With a command argument, for example,
psh ftp
Pshruns the command and returns you to the iRMX prompt when the
command exits.

* Without a command argumerpsh enters the Posix shell and displays the
prompt
psh>
At this prompt you can invoke a TCP/IP command sudipagr can invoke a
pshinternal command. When the command is done executing it returns you to
thepsh> prompt. To return to the iRMX prompt, enter
exit

Pshbuilds its environment by reading the Posix section ofat@stune.infile
when it begins execution. Environment variables irstoee.inifile have the
syntaxvariable =value .
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The following environment variables are set in the Posix section of the
letc/stune.infile:

HOME

SHELL
U_NODENAME
U_SYSNAME

Pshinternal commands include:

? Display help about using thepsh commands.
env Display the current environment variable settings.
exit Exit the Posix shell and return to the iRMX CLI prompt.

setenvvariablevalue
Add an environment variable and value. Note that there is no equal
sign (=) in this syntax, unlike variables set in siene.inifile.

unsetenvvariable
Remove an environment variable.

In addition to TCP/IP commandgssh will correctly execute an iRMX command if
you invoke it at thepsh> prompt. However, do not upsh to execute any iRMX
command that does an

attachfile :$:
This command cannot be handled by Posix and creates unpredictable behavior.

Pshuses its PATH environment variable to search for commands. If you want it to
search other than the default directories, ediPthEH=statement in the Posix
section of the /etstune.inifile.

You do not have to specifically involpsh for TCP/IP commands if you submit the
file /etc/tcpalias.csd This file sets up command aliases that invosle For
example, the alias fdtp is

psh ftp

When you invokegsh from a submit file with output directed to a log file, terminal
escape sequences are written to the log file. This is harmless. It happens because
pshassumes that stdout is a terminal.
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publicdir

Displays pathnames of public IRMX-NET network directories on this system.

Syntax
publicdir [I]

Parameter

I (ong) Lists the directory including the full pathname and the device name where the
directories reside.

Additional Information

Invoking publicdir without parameters lists the server's public directories, but does
not list the pathnames and the device names. If you specifyntheparameter,
the display is similar to:

PUBLIC DIRECTORIES OF THE SERVER

Offered Name Dev Name Pathname

WORK QMAO /WORK

LANG QMAOQ /LANG286
SYSTEM QMAQ /SYS386
WORLD QMAO /USER/WORLD
SD QMAQ0 /

BB BB

F A /

See also: offer andremove commands, in this chapter

Error Messages

cannot show public Directories
An 1/O error occurred while executing the command.

not enough user memory
The system does not have enough user memory to satisfy the request.
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rarp

Used to test a RARP daemaarpd). Rarp broadcasts Reverse Address
Resolution Protocol (Reverse ARP) requests containing the Ethernet address of its
host, and waits fararpd to reply with therarp host's Internet address.

Syntax
rarp [-ieee | -ether | -any][-d n][-t ether-addr 1 if

Parameters

-ieee  Use CSMA/CD format for packets; -802 also specifies this format.

-ether Use Ethernet (DIX style) format for packets.

-any Use data link driver's default formagther , for packets; this is the default.

-d n Set debug output level ta
-t ether-addr
Attempt to resolve the IP address associated &wlbr-addr

if Interface identifier, in the form defined iimetinit.cfand shown by theetstat
command (e.gen0).

Additional Information
This command requires Super privileges.

Userarp to isolate the problem when a diskless workstation is unable to Boot.
rarpd replies correctly toarp , you know the RARP daemon is working, and the
problem is elsewhere.

Rarp simulates a booting host that knows its own Ethernet address but needs to
find out its Internet address. Like a booting hostp broadcasts its Reverse ARP
request containing its Ethernet address. Wheod on any node receives the
request, it looks up the address inatlersfile, finds the matching Internet address
and responds with it.

|:| Note

You cannot rumarp andrarpd simultaneously on the same host.

See also: rarpd, in this chapter
ethersfile, TCP/IP and NFS for the iRMX Operating System
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rarpd
RARP daemon, responds to Reverse Address Resolution Protocol (Reverse ARP)
requests.

Syntax

sysload :system:psh rarpd [-ieee | -ether | -any] if

Parameters

-ieee  Use CSMA/CD format for packets; -802 also specifies this format.802.3 (MAC)
-ether Use Ethernet (DIX style) format for packets.
-any Use data link driver's default formagther , for packets; this is the default.

if One or more interface identifiers, in the form defineth&tinit.cfand shown by
thenetstatcommand (e.gen0).

Additional Information

You normally rurrarpd from the network initialization file/etc/tcpd.csd The
daemon, which forks a copy of itself, requires Super privileges.

A diskless host or X terminal uses the Reverse ARP protocol at boot time to
discover its 32-bit Internet address, given its 48-bit Ethernet address. The booting
host broadcasts a RARP request containing its Ethernet address and waits for a
reply. If multiple network hosts reply to the RARP request, the booting host uses
the information in the first reply and ignores the rest.

Rarpd receives the request from the booting host and searche®thetsfile for

an entry with a matching Ethernet address. If no such entry is found, the RARP
daemon disregards the request. If a matching entry is foampd, constructs a
RARP reply with the booting host's Internet address. Iétherscontains the
Internet address of the booting hastpd uses that address directly in the reply.

If the etherscontains the name of the booting hoatpd gets the Internet address
from the locahostsfile.

The optional argument requests that the data link driver use a particular packet
format. This argument can be upper- or lower-casiker or-ETHER

See also: ethersandhostsfiles and inetinit configurationfCP/IP and NFS for
the iRMX Operating System
rarp, in this chapter
RFC 903
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rcp
Transfers files between any two network hosts.
|:| Note
You can use this command in an esubmit file but errors will not
percolate to the esubmit variaklemmandexcep.
Do not use this command in eqd ¢_send_commandystem
call.
Syntax
rep [-p] [ host 3] filel [ host ] file2
rep [-p] [-1] [ host 3] file ...[ host :] directory
Parameters
-p Preserves the last access time, last modification time, and access mode of the file

being transferred.

Causes a recursive copy of any subdirectory whose root appears in the list of files.
With this form of the command, the source may be either a file or a directory and
the destination must be a directory.

Additional Information

342

Rcp depends on the autologin capability and performs the automatic user
validation described irshd before any file transfer takes place. You must have a
valid account on each remote host involved in the transfer. By default, your local
login name is used as the account name on all remote hosts. To use an alternate
login name on a particular host, prepend that name to the host name using the
format/ogin@host

Both absolute and relative pathnames can be usedagithA local relative

pathname is interpreted relative to the current directory. A remote relative
pathname is interpreted relative to the home directory of the login account being
used. Pathnames can be enclosed in quotation marks so that shell metacharacters
are not interpreted locally. Metacharacters can also be escaped with a backslash.
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Rcp supports third-party copies. Third-party copies are file transfers where neither
the source nor the target file is on the local host.

See also: ftp, rsh, rlogin, rshd in this chapter

Diagnostics

Exit status is zero for normal termination, a positive number for error termination.
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Configures partitions on a DOS hard disk or an iRMX SCSI hard disk managed by
PCI. The DOS version aflisk uses ROM BIOS functions to access hard disks to
retrieve disk configuration information and for reading and writing the partition
table.

The DOSrdisk command runs on DOS Version 3.3 or later. In addition to
standard ROM BIOS-supported drives, you can set logical partition information for
Logical Block Address (LBA) drives that use Enhanced IDE. The RIBR

command is used with the iIRMX for Windows and iRMX for PCs OSs.

The iRMX rdisk command runs on iRMX Version 2.2 or later and can be used
with the iRMX 11l OS. Rdisk supports both primary and extended iRMX
partitions. You must include the physical name (DUIB) of the hard disk drive
being partitioned on the command line with the iRkilisk command.

A CAUTION
If a hard disk drive is partitioned with the DOS versiomdigk,
use only the DOS version afisk to view or modify the partition
table. The different OS versionsrolisk get the CHS (cylinder,
head, sector) information in two different ways. The two ways
are not consistent and trying to use the two different versions of
rdisk interchangeably will corrupt the hard disk drive.

See also:  Appendix F, Partitioning PCI Hard Disk Drives, in this manual

Syntax

rdisk (at the DOS prompt)
rdisk  physical _name (at the iRMX prompt
Parameter

physical_name

The DUIB name for the disk to be partitioned. The DUIB must be for the entire

disk, not a partition. The DUIB name is required for the iRMX versiomligk.
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Options

This is the maimdisk menu:

RDISK Version Vx.y

(1) Display partition table

(2) Modify partition table

(3) Set active partition

(4) Check partition table

(5) Reinitialize partition table
(6) Select next fixed disk

(7) LBA physical configuration

Enter Selection: 1

Option 1: Display Partition Table

This option displays the main partition table and any extended partitions. For
example, in the display of Extended Partition 4 below, there are three logical drives
defined. In other words, there are four master partitions, and in the fourth one,
there are three extended partitions defined. Note that the “Usage” column in the
Extended partition lists the percentage of the main partition used by each extended
partition, not the percentage of the total hard disk used.

Disk 1 LOGICAL Configuration: 518 cylinders 128 heads 63 sec/track

-- Partition Table For Fixed Disk 1 --
System Active Mbytes Usage START:Cyl Head Sect END:Cyl Head Sect
1 DOS No 394 19% 01 1 99 127 63
2 DOSEXT No 394 19% 100 0 1 199 127 63
3 iRMX Yes 394 19% 200 0 1 299 127 63
4 IRMXEXT No 854 42% 300 0 1 516 127 63
-- Partition Table For Extended Partition 2 --
System Active Mbytes Usage START:Cyl Head Sect END:Cyl Head Sect
-->Note: No logical drives defined...
-- Partition Table For Extended Partition 4 --
System Active Mbytes Usage START:Cyl Head Sect END:Cyl Head Sect
1 DOS No 197 23% 300 1 1 349 127 63
2 iRMX No 197 23% 350 1 1 399 127 63
3 iRMX No 394 46% 400 1 1 499 127 63
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Option 2: Modify Partition Table

A CAUTION
Creating or deleting a partition or logical drive will make existing
files on the entire hard disk inaccessible.

When you choose option 2 from the main menu, you are presented with the menu
below. The “Display” choice is the same as Option 1 above.

Enter selection: 2

(1) Display partition table

(2) Create a partition

(3) Delete a partition

(4) Create or delete logical drives
<CR> Return to previous menu

Enter selection: 2

If you choose item 2 or 3 to create or delete a partition or logical drive, the current
partition table is displayed and you choose the partition number to create or delete:

Disk 1 LOGICAL Configuration: 518 cylinders 128 heads 63 sec/track

-- Partition Table For Fixed Disk 1 --
System Active Mbytes Usage START:Cyl Head Sect END:Cyl Head Sect

1 DOS No 394 19% 01 1 99 127 63

2 DOSEXT No 394 19% 100 0 1 199 127 63
3 None No 0 0% 0 0O 0 0 O

4 None No 0 0% 0 0O 0 0 O

Enter partition (<CR> for previous menu): 3

Then, if you are creating a partition, you choose which type of partition to create,
as shown below. Choices 1 and 3 are primary partitions; choices 2 and 4 let you
create Extended partitions, which can hold one or more logical drives.

(1) DOS partition
(2) DOS EXT partition
(3) iRMX partition
(4) IRMX EXT partition
<CR> previous menu

Enter selection: 3
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A CAUTION

Do not create more than one DOS primary partition or more than
one DOS Extended partition.

You can create DOS or iRMX Extended partitions on partition
numbers 2 - 4 of the partition table, but not on partition number 1.

You can use the “Create” option to change the OS on the partition or to change the
starting and the last cylinder number for the partition. Any new partition tables or
logical drives that you create are not written to disk until youreigk .

At the prompt, enter the starting and the last cylinder number for the partition you
are creating. DOS Version 3.3 has a 32-Mbyte size restriction; DOS Versions 4.01
and later have no size restriction.

If the starting cylinder is 0, and the last cylinder is non-zero, the starting head will
be head one to avoid overwriting the master boot record. The last cylinder must
be greater than or equal to the starting cylinder and less than the total cylinders
configured for this disk. The ending head and sector will always be the maximum
values supported by this disk's configuration. The last cylinder is reserved by

rdisk.
Selected partition type: iIRMX EXT
Enter starting cylinder: 300
Enter ending cylinder: 516

|:| Note

If you define partitions with overlapping cylinder numbers, you
will be notified at either of these points:

* When you check the partition table (option 4 on the main
menu)

* When you try to exitdisk, before the partition information
is written
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If you choose item 4 to create or delete a logical drive, the main partition table
must already hold at least one Extended partition. Specify which Extended
partition on which you want to create or delete the logical drive, as shown in the
next set of menus. You are prompted whether to create or delete a logical drive.

(1) Display partition table

(2) Create a partition

(3) Delete a partition

(4) Create or delete logical drives
<CR> Return to previous menu

Enter selection: 4
Disk 1 LOGICAL Configuration: 518 cylinders 128 heads 63 sec/track

-- Partition Table For Fixed Disk 1 --
System Active Mbytes Usage START:Cyl Head Sect END:Cyl Head Sect
1 DOS No 394 19% 01 1 99 127 63
2 DOSEXT No 394 19% 100 0 1 199 127 63
3 iRMX No 394 19% 200 0 1 299